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1	Decision/action requested
[bookmark: _GoBack]To approve the procedure and the procedure can be merged into the living doc.
2	References
NA
3	Rationale
This contribtion proposes Secondary Authentication Procedure for Remote UE without N3IWF based on the S3-222400.
4	Detailed proposal
It is proposed to approve the following new procedure and the content can be merged to the living doc.
*** BEGIN of 1st CHANGE ***
[bookmark: _Toc122102914]6.X.Y	Secondary Authentication Procedure for Remote UE
6.X.Y.1 General
This clause specifies the 5G Prose Remote UE specific secondary authentication between a 5G ProSe Remote UE, which is different from the secondary authentication defined in TS 33.501 [3], via a 5G ProSe Layer-3 UE-to-Network Relay without N3IWF and an external Data Network (DN) based on network-controlled authorization (i.e. using 5G ProSe Remote UE specific authentication) as described in clause 6.3.3.3.2. This procedure is optional to support.
The SMF of the 5G ProSe UE-to-Network Relay triggers the secondary authentication of the 5G ProSe Remote UE based on the subscription information and the local configuration of the SMF when it receives a NAS message (e.g. Remote UE Report) from the 5G ProSe UE-to-Network Relay.
The EAP framework specified in IETF RFC 3748 [12] shall be used for authentication between the 5G ProSe Remote UE and a DN-AAA server in the external data network.
Following clause describes the procedures for initial secondary authentication of the 5G ProSe Remote UE with the external DN-AAA server.
 *** END of CHANGE ***

