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1	Decision/action requested
Approve the new KI proposal to eNS3 TR33.886
2	References
[1]	
3	Rationale
The contribution proposes a new solution to the key issue 3. 
4	Detailed proposal
pCR
***  BEGINNING OF 1st CHANGES  ***
[bookmark: scope][bookmark: _Toc107826365][bookmark: _Toc513475447][bookmark: _Toc48930863][bookmark: _Toc49376112][bookmark: _Toc56501565][bookmark: _Toc63690071]5.Y	Key Issue #Y: Verification by Primary NSACF 
[bookmark: _Toc107826366]5.Y.1	Introduction
This solution addresses the key issue #3.  
In this solution, it is proposed that the Primay NSACF at HPLMN should verify UE registrion information or PDU session information in the requests from the VPLMN NSACF (vPLMN). 
[bookmark: _Toc107826380]5.Y.2	Solution details
With reference to figure 5.Y.2-1, the steps of the solution are described as follows:    
1-2) The AMF or SMF triggers the availability check and update (ACU) procedure and sends the update request to vNSACF as described in TS23.502 [x]. 
3) vNSACF performs the ACU procedure against its local quota. 
4) Based on the local configuration, vNSACF may send an update request to the home NSACF (hNSACF) for verfication or availability check and update. 
5) The primary NSACF should verify the validity of the informaiton carried in the update request before performing the availability check and update procedure. If the update request carries UE requistrion information or PDU session information for an S-NSSAI, the Primary NSACF can verify through UDM/UDR whether the UE has registered in the vPLMN or whether the UE is a legitimate subscriber of the S-NSSAI. The ACU procedure will proceed after the verfication is successful. 
6) The primay NSACF responses to the vNSACF. It may provide an updated quota if needed. 
7) In case quota information is updated, vNSACF should perform ACU again and update its records accordingly. 
8) The vNSACF sends the update response as in TS23.502 [x]. 




Figure 5.Y.2-1 Procedure for Home NSACF verification

[bookmark: _Toc107826381]5.Y.3	Evaluation
This solution addresses the KI#3. The procedure is consistent with conclusions in TR 23.700-41 [3]. 
		
***END OF 1st CHANGES	***
***  BEGINNING OF 2nd CHANGES  ***
[bookmark: _Toc107826359]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2] 	3GPP TS 22.261: "Service requirements for next generation new services and markets; Stage 1".
[3]	3GPP TR 23.700-41 “Study on enhancement of network slicing; Phase 3”
[4]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[x]	3GPP TS 23.502: " Procedures for the 5G System (5GS)".


***  END OF 2nd CHANGES	***
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