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\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\* START of 1st CHANGE \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

### 5.1.1 General

In the context of this specification, a MCX UE is any device which can be used to consume MC services. The MCX UE utilizes MCX client(s), an IdM Client, and a SIP Client to obtain various MC services. The term MCX UE is not limited to devices which are directly attaching to the 3GPP radio access network, but also includes devices which use gateway UEs, relays, or any other mechanism to establish IP connectivity for the purposes of obtaining MCX services (e.g., Identity Management, Key Management, Voice, Data or Video).  This means that all aspects of MCX security applicable to MCX UEs also apply to all other MCX devices independent from whether they are directly connected to a 3GPP radio access network or using another mechanism for connectivity (like gateways or relays).

The generic steps for MCX user authentication and authorisation is shown in figure 5.1.1-1.



Figure 5.1.1-1: MCX authentication and authorisation

At UE power-on, the MCX UE performs EPS UE authentication as specified in TS 33.401 [14] or 5GS UE authentication as specified in TS 33.501 [55], depending on the system. The MCX UE then performs the following steps to complete authentication of the user, authorisation of the user, MCX service registration, and identity binding between signalling layer identities and the MC service ID(s).

- A: MCX user authentication.

- B: SIP Registration and Authentication.

- C: MCX Service Authorization.

These procedures are described in more detail in subsequent clauses.

Steps A and B may be performed in either order or in parallel. For scenarios where this order has an impact on the identity bindings between signalling layer identities and the MC service ID(s), a re-registration (Step B) to the SIP Core may be performed to update the registered signalling layer identity.

If an MCX UE completes SIP registration in Step B prior to performing MCX user authentication in Step A and MCX user service authorization as part of Step C, the MCX UE shall be able to enter a 'limited service' state. In this limited state, where the MCX user is not yet authorized with the MCX service, the MCX UE shall be able to use limited MCX services (e.g. an anonymous MCX emergency communication). The MCX Server is informed of the registration of the MC UE with the SIP core though Step B-2.

Additionally, an HTTP-1 authentication mechanism is used.

NOTE: Mechanisms for confidentiality and integrity protection (not defined in this clause) may be combined only with certain authentication procedures.

\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\* END of 1st CHANGE \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*