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7.7	KI#7: Authorization mechanism determination 
7.7.1	Analysis 
TBD The key issue is for studying the 5GS should provide mechanisms to handle the case that one operator uses token-based authorization, and its roaming partner uses static authorization. Solutions (Solution #9, and #17) were proposed in this regard. 
The potential requirement stated in the key issue is not in line with TS 33.501 mandating the support of OAuth2.0 since Rel-15 and the GSMA recommendation (NG.113) that roaming partners support the same authorization method. However, how to handle the failure case mention in the key issue have to be avoided.. Nevertheless, the key issue has been introduced to reflect business needs by operators. 
2 solutions (#9 and #17) are presented. 
[bookmark: _GoBack]For inter-PLMN communication, solution #9 is applicable for the case that one operator uses token-based authorization, and its roaming partner uses static authorization, and fully solve the issue captured in KI#7. The usage of static authorization by VPLMN seems to involve additional management effort on the HPLMN hNRF side for defining authorization policies per roaming partner. It further involves the risk that a vNRF can dictate the hNRF its own conditions on which authorization method to use. However, it depends on the opeator’s policy whether only the static authorization is supported only. 
Using existing stage 3 methods (solution #17) allows hNRF to configure per PLMN which authorization method is used. However, also for this approach some management effort is needed. Also, currently stage 3 methods emphazise on OAuth2.0. It could be beneficial to provide an explicit statement on static authorization. However, it does not solve the scenario as mentioned in the requirement that one operator uses token-based authorization, and its roaming partner uses static authorization. Solution #17 requires that one network knows the capability of the other network. However, how to configure the NF profile one-by-one, especially when the authorization of one PLMN is changed has not been addressed. On the other hand, it also requires that one network should support both mechansims to avoid the potential authorization failure, which is not fully align with the implementation in reality. Hence, it is not suggested for the normative work.

Currently, roaming contracts between operators do not cover the authorization method for NF service consumption. But the key issue seems to suggest that triggering such discussion at GSMA level could be helpful. 
7.7.2	Conclusion 
TBD
The potential requirement stated in the key issue is not in line with TS 33.501 mandating the support of OAuth2.0 since Rel-15 and the GSMA recommendation (NG.113) that roaming partners support the same authorization method.
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