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1
Decision/action requested

This contribution proposes to add the conclusion for the KI#7.
2
References

NA
3
Rationale

This pCR proposes to add the conclusion for the KI#7.

4
Detailed proposal

It is proposed to approve the following changes for inclusion in TR 33.875.
***BEGIN OF First CHANGE***

7.7
KI#7: Authorization mechanism determination 

7.7.1
Analysis 

The key issue is for studying The 5GS should provide mechanisms to handle the case that one operator uses token-based authorization, and its roaming partner uses static authorization. Solutions (Solution #9, and #17) were proposed in this regard.

Solution #9 is applicable for the case that one operator uses token-based authorization, and its roaming partner uses static authorization, and fully solve the issue captured in KI#7. 
Solution #17 proposes to use the indication defined in TS 29.510 [6]. However, it does not solve the scenario as mentioned in the requirement that one operator uses token-based authorization, and its roaming partner uses static authorization. Solution #17 requires that one network knows the capability of the other network. However, how to configure the NF profile one-by-one, especially when the authorization of one PLMN is changed has not been addressed. On the other hand, it also requires that one network should support both mechansims to avoid the potential authorization failure, which is not fully align with the implementation in reality. Hence, it is not suggested for the normative work. 
NOTE: An LS is needed to inform Stage 3 when the final procedure is determined in this documents. 

7.7.2
Conclusion 



*** END OF second CHANGE ***


