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1
Decision/action requested

Approve the proposed changes to the draftCR S3-220943.
2
References
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S3-220943 "Clarification on the certificate profile for SCP and SEPP", re-submission of S3-220477 that was approved at SA3#106-e
[2]
GSMA FS.34 "Key Management for 4G and 5G inter-PMN Security"
3
Rationale

The approved draft-CR [1] with the certificate profile for the SCP and SEPP contains SEPP interconnect certificate profile.
GSMA FS.34 also try to define detailed interconnect certificate profile for MNO SEPP and Non-MNO SEPP.

This contribution attempts to raise the awareness of aligned definition of SEPP interconnect certificate profile between 3GPP and GSMA FS.34.

4
Detailed proposal

*** BEGIN CHANGES ***
2
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*** NEXT CHANGES ***
6.1.3c.y.3 SEPP interconnect certificate profile

The SEPP interconnect certificate profile shall contain all PLMN IDs that the SEPP represents on a given N32 connection. 
NOTE:
According to TS 33.501 [xx], clause 5.9.3.2, a SEPP can represent several PLMN-IDs of the same PLMN on a given N32 connection, but not several PLMN-IDs of different PLMNs. 
Editor’s Note: It is ffs how to align the SEPP interconnect certificate profile between GSMA and 3GPP.





*** END CHANGES ***

