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******************** START OF CHANGES

5.10.3
Security requirements
Editor’s Note: Requirements for the deployment scenario where the PLMN runs its own SEPP but uses a roaming hub in order to establish roaming signalling with other PLMNs (where the roaming hub may not be N32-c endpoint) is ffs.


The following requirements cover the deployment scenario, where the PLMN does not run its own SEPP and outsources the SEPP to an external entity (which is then N32-c endpoint):
-
An external entity hosting an outsourced SEPP shall be able to act on behalf of the PLMN, if trust is achieved between both SEPPs. The external entity shall use its own unique identifier to authenticate itself towards the remote SEPP.
-
Any connection between NFs or SCPs of a PLMN and an external entity hosting an outsourced SEPP shall be integrity and confidentiality protected.
-
A SEPP instance operated for a specific PLMN shall be isolated from SEPP instances operated for other PLMNs.
******************** END OF CHANGES

�Change over change, will be removed in final version





