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\*\*\*\*\*\*\*\*\*\*\*\* START OF 1st CHANGE\*\*\*\*\*\*\*

# W.4 Security mechanisms for MBS traffic transmission

…

## W.4.2 Protection of the traffic transmission

The service protection description in the Service Announcement implies the protection requirement of the traffic transmission in case the security protection is provided in service layer. It shall include indications for which security procedures are supported by the network: control-plane procedure or user-plane procedure. If the support for user-plane procedure is indicated then the description shall include also an indication of whether GBA or/and AKMA is supported. If UE is able to meet the above requirements, UE may trigger the multicast session join and session establishment procedure as specified in TS 23.247 [103]. Otherwise, UE shall not join the multicast session or shall trigger the multicast session leave procedure if already joined the multicast session.

The actual method of protection may vary depending on the type of data being transmitted, e.g. media streaming application or file download. Clause 6.6.2 and clause 6.6.3 in TS 33.246 [102] apply to the protection of streaming data and protection of download data, respectively.

\*\*\*\*\*\*\*\*\*\*\*\* END OF 1st CHANGE\*\*\*\*\*\*\*\*