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1
Decision/action requested

It proposes to add introduction description in clause 4.3 Generic virtualized network product model
2
References

 [1]
3GPP TR 33.926 Security Assurance Specification (SCAS) threats and critical assets in 3GPP network product classes

[2]
ETSI GS NFV-SEC 001: "Network Functions Virtualisation (NFV); NFV Security; Problem Statement".
3
Rationale

(With bullet points, describe the reasons for the proposed action. 
The objectives of the proposal should be clearly stated. 
Rejected alternative solutions should be mentioned if this aids understanding).

It introduces introduction description in Clause 4.3 Generic virtualized network product model. Different with the introduction description for Generic Network Product (GNP) class in TR33.926[1], it introduces the detailed 3 different types for GVNP models.

4
Detailed proposal

=================start of change==================

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 33.926 Security Assurance Specification (SCAS) threats and critical assets in 3GPP network product classes 
[x]
ETSI GS NFV-SEC 001: "Network Functions Virtualisation (NFV); NFV Security; Problem Statement".
=================Next of change==================

4.3
Generic virtualized network product model


4.3.x
Introduction

A virtualized network product class is the class of products that implement 3GPP defined network functionalities running on Network Function Virtualization Infrastructure (NFVI). The realistic deployment scenarios are summarized in ETSI NFV-SEC 001 [x], based on which a 3GPP network operator can deploy 3GPP defined functionalities in three modes:
-
Mode 1. A network operator purchases 3GPP VNFs from its vendors and deploys it on a third party NFVI.
-
Mode 2. A network operator purchases 3GPP VNFs and the Virtualization layer (e.g. hypervisor) from its vendors, and deploys them on a third party hardware layer.

-
Mode 3. A network operator purchases and deploys 3GPP VNFs, the Virtualization layer and the hardware layer from its vendors.

NOTE: 
In order to implement virtualized product, some essential components besides 3GPP defined functions are also needed.
As a result, there are three types of the classes. 
-
Type 1: implement 3GPP defined functionalities only

-
Type 2: implement 3GPP defined functionalities and Virtualisation layer

-
Type 3: implement 3GPP defined functionalities, Virtualisation layer, and hardware layer
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Figure 4.3-x: Three types of virtualised network product class

For type 1 and type 2, the rest part of device could be seen as a supporting environment and is not considered in scope of those types. For type 2 and type 3, the.3GPP defined functionalities, the Virtualization layer, and the hardware layer are coupled, the interface between components are considered as internal interface. 
NOTE:
For the purpose of testing a 3GPP GVNP of type 1 or a 3GPP GVNP of type 2, NFVI for GVNP for type 1, or hardware for GVNP for type 2 are assumed to have gone through security assurance testing in the same rigorous manner that is similarly applied to the security assurance testing of any other 3GPP network product under consideration in SCAS.

The generic virtualized network product model classes are described in the following clauses.
=================end of change===================

