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1
Decision/action requested

This contribution proposes a new KI for EDGE2.
2
References

3
Rationale

This pCR proposes to add a new KI.
4
Detailed proposal

It is proposed to approve the following changes for inclusion in TR 33.739.
***BEGIN OF First CHANGE***

5.2.X

Key issue #1.X: How to authorize PDU session to support local traffic routing to access an EHE in the VPLMN
5.2.X.1 
Key issue details 

Two scenarios (i.e. UE accessing EHE in VPLMN via an LBO PDU Session and UE accessing EHE in VPLMN via a PDU Session established as HR)  are described in the TR 23700-48 [2], clause 5.1.2. One issue is left for study from the security point of view for the scenario using a PDU Session with a PSA in the HPLMN, i.e. how to authorize the PDU session to support local traffic routing to access an EHE in the VPLMN. 

It is suggested to study whether the existing secondary authentication can be reused here for this new scenario.
5.2.X.2
Threats

Unauthorized UE could access the PDU session to support local traffic routing to access an EHE in the VPLMN.
5.2.X.3
Potential security requirements 

5G system should support PDU session authorization to support the local traffic routing to access an EHE in the VPLMN.
Editor’s Note: SA3 work PDU session to support local traffic routing to access an EHE in the VPLMN depends on SA2 conclusions.
*** END OF second CHANGE ***


