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1
Decision/action requested

It is requested to approve the new Key issue for FS_USIA
2
References

3
Rationale

The contribution provides a key issue to study the security implications related to binding an application id to an URSP rule. The concern reflects the justifications of the study item description.
4
Detailed proposal

************ START OF CHANGES ************
5
Key issues

5.X
Key issue #X: Application identification integrity.
5.X.1
Key issue details 

When a URSP rule is enforced by the network provider, the rule is bound to an application ID. The authorisation effectiveness relise on the integrity of the rule and provided application ID.This key issue aims to study mechanisms to improve the integrity of the application id and hereby an improved effectiveness of the policy enforcement.  
5.X.2
Threats
The threat in scope, is application impersonation where the adversary application impersonates the genuinen application and hereby gain privilege through USRP policy exploit. 
5.X.3
Potential security requirements 



Editor's note: Requirements is FFS.

************ END OF CHANGES ************

