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\*\*\* Start of Changes \*\*\*

### 4.4.1 Requirements on Ua\* reference point

The Ua\* reference point is application specific. The generic requirements for Ua\* are:

- Ua\* protocol shall be able to carry AKMA Key Identifier (A-KID);

- The UE and the AKMA AF shall be able to secure the reference point Ua\* using the AKMA Application Key derived from the AKMA Anchor Key.

NOTE 1: The exact method of securing the reference point Ua\* depends on the application protocol used over reference point Ua\*.

NOTE 2: Specifying Ua\* protocol identifier is not considered in the present document.

-

\*\*\* 2nd Change \*\*\*

## 5.2 AKMA key lifetimes

The KAKMA and A-KID are valid until the next successful primary authentication is performed (implicit lifetime), in which case the KAKMA and A-KID are replaced.

AKMA Application Keys KAF shall use explicit lifetimes based on the operator's policy. The lifetime of KAF shall be sent by the AAnF as described in clauses 6.2 and 6.3. In case that a new AKMA Anchor Key KAKMA is established, the AKMA Application Key KAF can continue to be used When the KAF lifetime expires, a new AKMA Application Key is established based on the current AKMA Anchor Key KAKMA.

NOTE: When the KAF lifetime expire and the KAKMA does not change in AAnF, according to the Annex A.4, the AKMA Application Key which is established based on the current AKMA Anchor Key KAKMA is not a new one, then the AAnF rejects the key request from the AF.

\*\*\* 3rd Change \*\*\*

### 6.4.2 KAF re-keying

The KAF re-keying depends on the lifetime of the KAF and may be trigged by the AF, which means that when a new KAKMA is derived, the KAF will not be re-keyed automatically.

When the lifetime of KAF expires, the AF shall reject UE’s access to the AF (to indicate the KAF expiry) and refresh the KAF as described in clause 6.4.3 based on its policy.

If the AF reject the UE’s access to the application due to expire of lifetime of KAF and KAF refresh using Ua\* protocol is not supported, then only if there has been a change of KAUSF (e.g., due to a successful run of primary authentication), the UE may re-try accessing the AF by using the A-KID derived from the new KAUSF.

NOTE: When the AAnF maintains the AF ID along with KAF lifetime and if the KAF lifetime expires, then the AAnF rejects the request for the KAF from the AF.

\*\*\* 4th Change \*\*\*

6.4.3 KAF refresh

Ua\* protocol may support refresh of KAF. If the Ua\* protocol supports refresh of KAF, the AF may refresh the KAF at any time using the Ua\* protocol.

If Ua\* protocol does not support refresh of KAF, the AF shall reject the UE’s access to the application, upon KAF lifetime expiry. KAF cannot be refreshed until next primary authentication.

\*\*\* End of Changes \*\*\*