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	1 
	Agenda and Meeting Objectives 
	S3‑213300
	Agenda 
	WG Chair 
	>>CC_1<<

[Huawei] asks to confirm that now ne SI/WI is in scope of this meeting. 

That is confirmed by Chair.
>>CC_1<<
	agenda 
	available
	  

	  
	  
	S3‑213301
	E-meeting procedures 
	WG Chair 
	>>CC_1<<

[QC] comments on challenge deadline

[Chair] clarifies
>>CC_1<<
	other 
	available
	  

	2 
	Meeting Reports 
	S3‑213302
	Meeting notes from SA3 leadership 
	WG Chair 
	
	report 
	reserved 
	  

	3 
	Reports and Liaisons from other Groups (related to Rel-17 topics in the agenda) 
	S3‑213312
	LS on UE capabilities indication in UPU 
	S2-2101072 
	>>CC_1<<

[Ericsson] presents

3312/3313/3321/3322 are in same group.

3435/3436 and 3549/3551 are proposals for draft reply.

Ericsson proposes to hold the pen

[Huawei] is fine with the proposal but insist to use SoR.

[Chair] requests Ericsson to hold the pen, based on 3551.
[Lenovo] comment
>>CC_1<<
	LS in 
	available
	  

	  
	  
	S3‑213313
	Reply LS on UE capabilities indication in UPU 
	C1-212599 
	>>CC_1<<

[Ericsson] presents
>>CC_1<<
	LS in 
	available 
	  

	  
	  
	S3‑213314
	LS on support of PWS over SNPN 
	S1-210368 
	>>CC_1<<

[Ericsson] presents

3476 is draft reply
>>CC_1<<
	LS in 
	available 
	  

	  
	  
	S3‑213316
	Response LS on PWS Support over SNPN 
	R3-214402 
	>>CC_1<<

[Ericsson] presents and proposes to note
[Chair] proposes to note

1st challenge deadline
>>CC_1<<
	LS in 
	
Noted
	  

	  
	  
	S3‑213317
	Reply LS on support of PWS over SNPN 
	S1-213120 
	>>CC_1<<

[Ericsson] presents and proposes to note
[Chair] proposes to note

1st challenge deadline
>>CC_1<<
	LS in 
	
Noted 
	  

	  
	  
	S3‑213318
	Reply LS on UAS terminology alignment 
	S1-213256 
	>>CC_1<<

[QC] presents and proposes to note.

[Chair] proposes to note

1st challenge deadline
>>CC_1<<
	LS in 
	Noted
	  

	  
	  
	S3‑213319
	Reply LS on Transaction Information - Dispersion Analytics 
	S2-2106637 
	>>CC_1<<

[ViceChair] presents

[Chair] proposes to note

1st challenge deadline
>>CC_1<<
	LS in 
	
Noted 
	  

	  
	  
	S3‑213320
	Reply LS on user consent 
	S2-2106638 
	>>CC_1<<

[ViceChair] presents

[Huawei] proposes to postpone.

[Docomo] challenges why to postpone.

[Huawei] clarifies that can discuss in this meeting and reply in next meeting.

[Docomo] proposes to note this and send a new LS if needed.

[Apple] comments for clarification, and proposes to send feedback if progress has been achieved somehow.

[Huawei] proposes to draft reply if progress, or postpone if no progress.

[Chair] is ok with Huawei’s proposal.
>>CC_1<<
	LS in 
	available 
	  

	  
	  
	S3‑213321
	Reply LS on UE capabilities indication in UPU 
	S2-2106703 
	>>CC_1<<

[Ericsson] presents

>>CC_1<<
	LS in 
	available 
	  

	  
	  
	S3‑213322
	Reply LS on updating the Credentials Holder controlled lists for SNPN selection 
	S2-2106705 
	>>CC_1<<

[Ericsson] presents

>>CC_1<<
	LS in 
	Available 
	  

	  
	  
	S3‑213323
	LS Reply on Supporting UP Integrity Protection Policy Handling for Interworking from 5GS to EPS 
	S2-2106974 
	>>CC_1<<

[VF] presents.

[Chair] proposes to note

1st challenge deadline
>>CC_1<<
	LS in 
	
Noted
	  

	  
	  
	S3‑213324
	LS on the security issue of MBS interest indication 
	R2-2108910 
	>>CC_1<<

[Huawei] presents

Huawei and Xiaomi has similar contribution to reply.

Xiaomi proposes to hold the pen
>>CC_1<<
	LS in 
	available 
	  

	  
	  
	S3‑213435
	Discussion on UE capabilities indication in UPU 
	Huawei, HiSilicon 
	>>CC_1<<

>>CC_1<<
[Lenovo] : The Discussion paper need not be endorsed.

Alternative 1 suggested by CT1 can work with necessary enhancements.
[Huawei] : Huawei does not agree with Alt 1.

Alt 1 requires changes to UE implementation as well as UPU procedure. Alt 1 cannot work with legacy UEs.
[Ericsson] : Note this document and continue discussion in S3-213551 as decided during Monday’s conference call.
	discussion 
	available 
	  

	  
	  
	S3‑213436
	reply LS on UE capabilities indication in UPU 
	Huawei, HiSilicon 
	>>CC_1<<

Merged into 3551
>>CC_1<<
[Lenovo] : Requires clarification and update.

Alternative 1 suggested by CT1 can work with necessary enhancements.

[Huawei] : Clarify that SoR is used for UE to report UE capability to HPLMN.
[Qualcomm] request clarification and agreement on the need for UE capability indication first before reply LS can be agreed
[Huawei] : Provides clarification.
[Ericsson] : note this document and continue discussion in S3-213551 as decided during Monday’s conference call.
	LS out 
	merged 
	Merged into 3551  

	  
	  
	S3‑213476
	Reply to LS on support of PWS over SNPN 
	Nokia, Nokia Shanghai Bell 
	[Intel] : Request revision to be agreed

We do not agree on the text as presented in the Conclusions. As discussed in the Intel discussion paper S3-213452, We would request to remove the conclusion as written in the Ericsson paper and add following two options.
	LS out 
	available 
	  

	  
	  
	S3‑213549
	Discussion on protection of UE capabilities indication in SoR and UPU 
	Ericsson LM 
	>>CC_1<<

>>CC_1<<
[Huawei] : Noted

Since Alt 1 does not work with legacy UEs, Huawei does not agree with the endorsement that Alt 1 is used. Propose to report UE’s capabilities to HPLMN via SoR ACK.
[Lenovo] : The discussion need not be endorsed.

Lenovo is fine to adopt Alt 1 based UPU enhancements and we accept bullet 1 and 3 in the detailed proposal. But not bullet 2 as it says integrity protection of UE capability for UPU is specified. In our understanding the enhancements to UPU based on Alt 1 is yet to be specified.
	discussion 
	available 
	  

	  
	  
	S3‑213551
	Draft reply LS on UE capabilities indication in UPU 
	Ericsson LM 
	>>CC_1<<

Baseline of draft reply, merged with 3436
>>CC_1<<
[Huawei] : Request revision

Suggest use neither Alt 1 nor Alt 2, as both do not work in some cases. Propose to report UE’s capabilities to HPLMN via SoR ACK.
[Qualcomm] request clarification on the need for UE capability indication
[Huawei] : Provides clarification.
[Ericsson] : revision provided (r1)
[Lenovo] : Do not agree to r1.

The alternative 1 suggested by CT1 can work with necessary enhancements, as from Rel.17 onwards NSSAA credentials and PDU session authentication credentials need to be provisioned using UPU as per S2-2101072, so Rel 17 UE can support UPU enhancements.
[Huawei] : Huawei is fine with r1.
	LS out 
	Available 
	  

	4.1 
	Integration of GBA into 5GC (Rel-17) 
	S3‑213327
	Draft PCR to TS 33.220 Resolution of editor's note on 5G GBA roaming 
	ZTE Corporation 
	[Ericsson]: Propose to postpone the decision about the roaming for November. The details of the proposed BSF proxy and NG2’ interface are not described in the contribution.
[Huawei]: Fine with Ericsson’s proposal to postpone the decision about roaming to November meeting.  
	other 
	available 
	  

	  
	  
	S3‑213328
	Draft PCR to TS 33.223 Resolution of editor's note on 5G GBA-push roaming 
	ZTE Corporation 
	[Ericsson]: Propose to postpone the decision about the roaming for November. The details of the proposed BSF proxy and NG3’ interface are not described in the contribution.  
	other 
	available 
	  

	  
	  
	S3‑213466
	Living document for GBA_5G: draftCR to TS 33.220: SBA support for Zh and Zn interfaces 
	Ericsson 
	>>CC_1<<

[Ericsson] present the status report
>>CC_1<<
	draftCR 
	available 
	  

	  
	  
	S3‑213467
	Living document for GBA_5G: draftCR to TS 33.223: SBA support for Zpn 
	Ericsson 
	
	draftCR 
	available 
	  

	  
	  
	S3‑213468
	pCR to living document of TS 33.220: Remove EN about GBA AKA and more details 
	Ericsson 
	
	other 
	available 
	  

	  
	  
	S3‑213469
	pCR to living document of TS 33.223: Remove EN about GBA AKA and more details 
	Ericsson 
	
	other 
	available 
	  

	4.2 
	Mission critical security enhancements phase 2 (Rel-17) 
	S3‑213384
	Address EN for UE Indication in EPS to 5GS interworking 
	Huawei, Hisilicon 
	>>CC_1<<

[Motorola Solution] presents the status report.

[Huawei] asks for clarification about stage 3 work.

[Motorola Solution] clarifies not much impact
>>CC_1<<
	other 
	withdrawn 
	  

	  
	  
	S3‑213482
	[33.180] MCXSec over 5GS 
	Ericsson, Motorola Solutions 
	
	draftCR 
	available 
	  

	  
	  
	S3‑213579
	[33.180] R17 Preconfigured group clarification 
	Motorola Solutions Danmark A/S 
	
	draftCR 
	available 
	  

	4.3 
	User Plane Integrity Protection for LTE (Rel-17) 
	S3‑213421
	Address EN for how to deal with legacy node 
	Huawei, Hisilicon 
	>>CC_1<<

[VF] presents the status.
>>CC_1<<
[Qualcomm] Revision required
[Huawei] provides r1
	other 
	available 
	  

	  
	  
	S3‑213422
	Address EN for UE indication in EE-DC 
	Huawei, Hisilicon 
	[Qualcomm] Revision required
[Huawei] provides a revision and clarifications
	other 
	available 
	  

	  
	  
	S3‑213423
	Address EN for UE indication in EN-DC 
	Huawei, Hisilicon 
	
	other 
	withdrawn 
	  

	  
	  
	S3‑213424
	Address EN for SN selection 
	Huawei, Hisilicon 
	
	other 
	withdrawn 
	  

	  
	  
	S3‑213425
	Address EN for issue that MME may not copy UE security capability 
	Huawei, Hisilicon 
	[Ericsson] : Request for revision

We propose that revisions and clarifications are made to this contribution as proposed below.
[Qualcomm] Propose to note
[Huawei] provides clarifications
	other 
	available 
	  

	  
	  
	S3‑213447
	Living Document for UPIP on TS 33.401 
	VODAFONE Group Plc 
	
	draftCR 
	available 
	  

	  
	  
	S3‑213448
	living document for UPIP to TS 33.501 
	VODAFONE Group Plc 
	[Thales] : declare revision.

Revision r1 is available and co-signed by Orange, Vodafone, Idemia, Giesecke & Devrient, Thales.

[Thales] : declare revision.

Revision r2 is available and co-signed by Orange, Vodafone, Deutsche Telekom, Idemia, Giesecke & Devrient, Thales.

[Thales] : comment

Previous Thales comments addressed S3-213348, and not S3-213448.
	draftCR 
	available 
	  

	  
	  
	S3‑213486
	Add details of UPIP algorithms to be supported 
	Ericsson 
	[Qualcomm] Revision required
	other 
	available 
	  

	  
	  
	S3‑213487
	[DRAFT] LS on use of LTE algorithms or NR algorithms for UP integrity protection with NR PDCP 
	Ericsson 
	[Qualcomm] Propose to note
	LS out 
	available 
	  

	  
	  
	S3‑213488
	User Plane Integrity Protection Policy Handling in IW handover from EPS to 5GS 
	Ericsson 
	
	other 
	available 
	  

	  
	  
	S3‑213489
	UE Capability to support UP IP with SgNB in EN-DC 
	Ericsson 
	
	other 
	available 
	  

	  
	  
	S3‑213490
	UE Capability to support UP IP with SeNB in DC 
	Ericsson 
	[Huawei] proposes to merge in 3422
	other 
	available 
	  

	  
	  
	S3‑213491
	UP IP: Use of LTE algorithms or NR algorithms with NR PDCP in LTE eNB connected to EPC 
	Ericsson 
	[Qualcomm] Propose to note as it is a DP; Furthermore, we do not agree with the rationale provided in this doc
[Ericsson] We provide comments to QC’s comments
[Ericsson] We provide further comments to QC’s comments
	discussion 
	available 
	  

	  
	  
	S3‑213531
	Security requirements for UPIP over E-UTRA 
	Qualcomm Incorporated 
	[Ericsson] : Objection

We prefer to use NIA code points with NR PDCP for the reasons as explained in S3-213491.
[Qualcomm] provides response

	other 
	available 
	  

	  
	  
	S3‑213532
	Returning security capabilities at path switch after X2-handovers 
	Qualcomm Incorporated 
	[Huawei] objects to this proposal

The proposal does not address the issue of legacy MMEs.
	other 
	available 
	  

	4.4 
	Security Aspects of Enhancements for 5G Multicast-Broadcast Services (Rel-17) 
	S3‑213329
	Add general description for 5MBS 
	ZTE Corporation 
	>>CC_1<<

[Huawei] presents the status report.

[Chair] comments to consider stage 3 impact and gives proposal on further action.
>>CC_1<<
	other 
	available 
	  

	  
	  
	S3‑213330
	Add some abbreviation and clean up 
	ZTE Corporation 
	[Huawei] : revision is recommended

In the clause X.3, it’s recommended to change “this document”-}”present specification”.
[ZTE] : Fine with the change and require more confirmation,

How about the X.2.1 and X.2.2,

[Huawei] : The subject is revised with the correct format. In addition, please update the X.2.1 and X.2.2 as well.
[ZTE] : R1 is provided. Please check if it is fine
[Huawei] : r1 is fine for Huawei.
	other 
	available 
	  

	  
	  
	S3‑213331
	Security for MBS-eMBMS interworking 
	ZTE Corporation 
	[Huawei] : postpone; The protection of interworking is related to the conclusion of key issue#2. More consensus is needed.
[ZTE] : Ask for more reasons. What is the relationship between interworking and the key issue2, Prefer to add more details next meeting rather than simply postpone it.
[Huawei] : clarification is given for each paragraph.
[ZTE] : R1 is provided. Please check if it is fine
	other 
	available 
	  

	  
	  
	S3‑213389
	Add new clause for traffic protection 
	Huawei, Hisilicon 
	
	other 
	available 
	  

	  
	  
	S3‑213391
	living doc for 5MBS WID 
	Huawei, Hisilicon 
	
	draftCR 
	available 
	  

	  
	  
	S3‑213430
	Authenticaton and authorization for multicast session 
	Huawei, HiSilicon 
	[Qualcomm] : revision is required
[Huawei] : Provides clarification and r1.
	other 
	available 
	  

	4.5 
	Security Aspects of eNPN (Rel-17) 
	S3‑213380
	Add EN for AUSF selection in SNPN 
	Huawei, Hisilicon 
	>>CC_1<<

[Ericsson] presents the status report.
>>CC_1<<
	other 
	available 
	  

	  
	  
	S3‑213381
	LS to SA2 on AUSF selection in SNPN 
	Huawei, Hisilicon 
	[Ericsson] Proposing not to send this LS and instead work on the details by solving the proposed EN in S3-213380.
	LS out 
	available 
	  

	  
	  
	S3‑213382
	Delete SUPI in step 6 and 7 
	Huawei, Hisilicon 
	[Qualcomm] Object to the proposed changes
	other 
	available 
	  

	  
	  
	S3‑213514
	Removing Editor's notes in I.2.2.z 
	Ericsson LM 
	[Qualcomm] Changes are required
[Ericsson] Responding to QC and revision provided (r1)
[Lenovo] : Requires revision.

EN is proposed for the aspects that are not clear as described in the detailed comment.
	other 
	available 
	  

	  
	  
	S3‑213535
	Configuration of CH credentials 
	Qualcomm Incorporated 
	[Huawei] Propose to note or revise after concluded on this issue for this meeting.
	other 
	available 
	  

	  
	  
	S3‑213536
	Annex on EAP-TTLS 
	Qualcomm Incorporated 
	[Huawei] Requires clarification on the termination point of EAP-TTLS phase1. This clarification also applies for S3-213580.
[Qualcomm] merger of S3-213536 and S3-213580 is available in r1 (of S3-213536). Provides clarification to Huawei. Propose to use this thread as the basis for any further disc on EAP-TTLS
[Ericsson] revision provided (r2)
[Mavenir] support (r2) however clarification is required.

[CableLabs] provided -r3 implementing the changes proposed by Ericsson and Mavenir. Answered the question from Mavenir.
[Mavenir] support (r3).
	other 
	available 
	  

	  
	  
	S3‑213580
	Annex X on EAP_TTLS for SNPN 
	CableLabs, Ericsson, Charter Communications, Intel, Nokia, Nokia Shanghai Bell 
	[Qualcomm] propose to note or merge this doc into S3-213536

[CableLabs] agree to merge S3-213580 into S3-213536 and provided -r1 using S3-213536 as the basis.
[Qualcomm] ok with using r1 as the basis for further discussion and propose to close this thread and move the discussion to the thread on S3-213536
	other 
	merged 
	  Merge into 3536

	  
	  
	S3‑213583
	Update NSSAAF to support EAP-TTLS phase 2 authentication 
	CableLabs 
	[Ericsson] : revision provided (r1)
	other 
	available 
	  

	  
	  
	S3‑213434
	EN removal of Credential Holder’s ID 
	Huawei, HiSilicon 
	[Ericsson] : Asks for revision

The proposed changes look good. Minor updates and/or EN on baseline,
[Huawei] : Question for clarification.
[Ericsson] : Reply to Huawei’s question for clarification
[Huawei] : Reply to Ericsson’s response
	other 
	available 
	  

	  
	  
	S3‑213578
	Credentials Holder using AUSF and UDM for primary authentication 
	Ericsson 
	
	other 
	available 
	  

	  
	  
	S3‑213572
	Protection for eNPN credential provisioning 
	Xiaomi Technology 
	[Qualcomm] Propose to note for this meeting
[Xiaomi] agree to postpone the paper
[Ericsson] : comments

Suggestion to formally note instead of postponing.
	draftCR 
	Noted 
	  

	  
	  
	S3‑213577
	Living document for eNPN: draftCR to TS 33.501 capturing Security aspects of eNPN 
	Ericsson, Huawei, HiSilicon 
	
	draftCR 
	available 
	  

	  
	  
	S3‑213383
	Address EN for UE Indication 
	Huawei, Hisilicon 
	
	other 
	withdrawn 
	  

	4.6 
	Security Aspects of Enhancement of Support for Edge Computing in 5GC (Rel-17) 
	S3‑213332
	Authentication based on AKMA between EEC and ECS in clause 6.2 
	ZTE Corporation 
	>>CC_1<<

[Huawei] presents the status report.

[Lenovo] comments on key issue 1&2status.

[Chair] suggests to have further discussion on KI#1&2 before Wednesday conf call.
[ZTE] comments on key issue 3.
>>CC_1<<


	pCR 
	available 
	  

	  
	  
	S3‑213334
	Authentication based on Kamf between EEC and ECS in clause 6.2 
	ZTE Corporation 
	
	pCR 
	available 
	  

	  
	  
	S3‑213443
	Authentication and Authorization between EEC and ECS 
	Huawei, Hisilicon 
	
	pCR 
	available 
	  

	  
	  
	S3‑213484
	Token-based solution for EEC authentication 
	Ericsson 
	
	pCR 
	available 
	  

	  
	  
	S3‑213504
	Proposed text for normative: Authentication and authorization between EEC and ECS 
	Samsung 
	
	pCR 
	available 
	  

	  
	  
	S3‑213333
	Authentication based on AKMA between EEC and EES in clause 6.3 
	ZTE Corporation 
	
	pCR 
	available 
	  

	  
	  
	S3‑213335
	Authentication based on Kamf between EEC and EES in clause 6.3 
	ZTE Corporation 
	
	pCR 
	available 
	  

	  
	  
	S3‑213444
	Authentication and Authorization between EEC and EES 
	Huawei, Hisilicon 
	
	pCR 
	available 
	  

	  
	  
	S3‑213505
	Proposed text for normative: Authentication and authorization between EEC and EES 
	Samsung 
	
	pCR 
	available 
	  

	  
	  
	S3‑213459
	Authentication and Authorization between EES and ECS 
	Intel Corporation (UK) Ltd 
	
	pCR 
	available 
	  

	  
	  
	S3‑213445
	Authentication and Authorization between EES and ECS 
	Huawei, Hisilicon 
	
	pCR 
	available 
	  

	  
	  
	S3‑213446
	Authentication and Authorization in EES capability exposure 
	Huawei, Hisilicon 
	[Ericsson] : request revision
	pCR 
	available 
	  

	  
	  
	S3‑213442
	Adding the clause 4 
	Huawei, Hisilicon 
	[Ericsson] : request revision

Proposing editorial changes, questions about content
	pCR 
	available 
	  

	  
	  
	S3‑213485
	Solving the EN in the requirements 
	Ericsson 
	
	pCR 
	available 
	  

	4.7 
	Security aspects of Uncrewed Aerial Systems (Rel-17) 
	S3‑213366
	remove EN on AMF initiated re-authentication 
	Huawei, Hisilicon, InterDigital 
	>>CC_1<<

[QC] presents the status report

>>CC_1<<
[Ericsson] The added two ENs are not ok to Ericsson.
[Qualcomm]: Proposes to not add the two proposed ENs.
	pCR 
	available 
	  

	  
	  
	S3‑213367
	UAA procedure at registration (5G) 
	Huawei, Hisilicon, InterDigital 
	[Ericsson] First and second ENs are not ok to Ericsson.
[Lenovo] : Requires revision.

UE behavior following the sending of UUAA result from AMF is missing. Few editorial is suggested in the detailed comment.
[Qualcomm] : Requires revision before it can be acceptable.
	pCR 
	available 
	  

	  
	  
	S3‑213517
	Proposed text for UUAA-MM 
	Qualcomm Incorporated 
	[Huawei] : Propose to merge into S3-213366

A merged version can be created based on the common denominator, together with ENs for unresovled issues for ffs.
[QC] asks exact Tdoc# for merging, and is ok to merge into 
	pCR 
	available 
	  

	  
	  
	S3‑213558
	UUAA during Registration 
	Lenovo, Motorola Mobility 
	[Huawei] : Propose to merge into S3-213366

A merged version can be created based on the common denominator, together with ENs for unresovled issues for ffs.
[Lenovo] : Accepts to merge. But the merger should be into S3-213367 UAA procedure at registration (5G) right,.

As S3-213366 is about removal of EN related to re-auth, merging into S3-213367 can be the right option. Kindly confirm our above understanding.
	pCR 
	available 
	  

	  
	  
	S3‑213368
	UAA procedure at PDU session establsihment (5G) 
	Huawei, Hisilicon, InterDigital 
	[Ericsson] The added two ENs are not ok to Ericsson. Also we have some additional comments.

[Lenovo] : Requires revision.

At step 7, UE behavior following the sending of UUAA result from SMF is missing. Kindly also provide a merged version with S3-213559.
[Qualcomm] : Requires revision before it can be acceptable.
	pCR 
	available 
	  

	  
	  
	S3‑213369
	Pairing authorizaiton of UAS and UAV 
	Huawei, Hisilicon, InterDigital 
	[Lenovo] : Requires Revision.

Step 3 miss UE behavior and few editorials are required as described in the detailed comment.
	pCR 
	available 
	  

	  
	  
	S3‑213518
	Proposed text for UUAA-SM 
	Qualcomm Incorporated 
	[Huawei] : Propose to merge this into S3-213368

A merged version can be created based on the common denominator, together with ENs for unresovled issues for ffs.
QC is Ok to merge with S3-213368
	pCR 
	merged
	  Merge 

	  
	  
	S3‑213559
	UUAA during PDU Session Establishment 
	Lenovo, Motorola Mobility 
	[Huawei] : Propose to merge this into S3-213368

A merged version can be created based on the common denominator, together with ENs for unresovled issues for ffs.
[Lenovo] : Accepts to merge S3-213559 into S3-213368.

Will follow up on the S3-213368 thread for the merged version.
	pCR 
	merged 
	  Merged into 3368

	  
	  
	S3‑213370
	UAA re-authentication procedure (5G) 
	Huawei, Hisilicon 
	[Lenovo] : Requires revision.

Re-auth Alignment and clarifications required as described in the detailed comment.
	pCR 
	available 
	  

	  
	  
	S3‑213519
	Proposed text for UUAA re-authentications 
	Qualcomm Incorporated 
	[Huawei] : Propose to merge this into S3-213370

A merged version can be created if agreed, together with ENs for unresovled issues for ffs.
[Lenovo] : Requires revision.

If this contribution is not merged in S3-213370, then the following comment applies. Re-auth clarifications required as described in the detailed comment.
	pCR 
	available 
	  

	  
	  
	S3‑213371
	Revocation of UAA 
	Huawei, Hisilicon 
	[Lenovo] : Requires Revision.

If UUAA Revocation fails at the UE due to network issues, then step 4 UAA revocation response to USS may not be meaningful.
	pCR 
	available 
	  

	  
	  
	S3‑213520
	Proposed text for UUAA revocations 
	Qualcomm Incorporated 
	[Huawei] : Propose to merge this into S3-213371

A merged version can be created if agreed, together with ENs for unresovled issues for ffs.
[Lenovo] : Requires revision to be acceptable.

The comment applies if the document is not merged in S3-213371. The contribution doesn’t addess the security aspects related to UUAA revocation.
	pCR 
	available 
	  

	  
	  
	S3‑213315
	Support of UAVs authentication/authorization in 3GPP systems and interfacing with USS/UTM 
	GSMA 
	>>CC_1<<

[QC] presents.

3372 is draft reply
>>CC_1<<
	LS in 
	available 
	  

	  
	  
	S3‑213372
	draft LS to GSMA on interfacing with USS/UTM 
	Huawei, Hisilicon 
	[Ericsson] proposes to note this contribution.
[Qualcomm]: Proposes to note this contribution as it is clear in the incoming LS that EAP based solutions are not acceptable.
	LS out 
	available 
	  

	  
	  
	S3‑213392
	update to the clause 2 and 5.3.2 
	Huawei, Hisilicon 
	[Ericsson] requires revision before approval.
[Qualcomm]: Proposes to change to the contribution
	pCR 
	available 
	  

	  
	  
	S3‑213516
	Proposed text for scope and overview of UAS TS 
	Qualcomm Incorporated 
	[Huawei] : Request for Revision

Details of suggested changes are provided.
[Lenovo] : Requires revision to be acceptable.

The scope and overview doesn’t cover pairing authorization.
[Qualcomm]: r2 is uploaded based on received comments
	pCR 
	available 
	  

	4.8 
	New WIDs approved from SA#93-ProSe 
	S3‑213470
	Skeleton of 5G ProSe draft TS 
	CATT 
	>>CC_1<<

[CATT] presents the status report.

[Chair] asks to prioritize questions for first Prose time slot 
>>CC_1<<
[LGE] : editorial changes required
[CATT] : declare revision.

r1 is available. It addresses LGE’s comments.
[LGE] : confirms r1 is fine
>>CC_2<<

[CATT] would like collect feedback on whether to make new content with reference or revise directly.

[Huawei] has no strong opinion but prefers to use existing solution as much as possible.
[QC] prefers to have reference.
>>CC_2<<
	draft TS 
	available 
	  

	  
	  
	S3‑213471
	pCR to 5G ProSe draft TS Scope 
	CATT 
	[Interdigital] : Request for Revision

Privacy aspects are missing from the proposed Scope.

Please include 'privacy aspects' to produce the following sentence,

'The present document specifies the security and privacy aspects of the Proximity based Services (ProSe) in the 5G System (5GS).'
[CATT] : declare revision.

r1 is available. It addresses Interdigital’s comments.
	pCR 
	available 
	  

	  
	  
	S3‑213472
	pCR to 5G ProSe draft TS Clause 4-Overview 
	CATT 
	[Interdigital] : Request for Clarification

Was/is PC8a ref. point agreed, It seems to exist only in in-coverage scenario for UE2N Relay

Note: PC8 exists in 2 places in TR 33.847-070, while PC8a does not. There are no PC8a in conclusions.
[CATT] : declare revision.

r1 is available. It addresses Interdigital’s comments. “a” is removed from “PC8a”.
	pCR 
	available 
	  

	  
	  
	S3‑213473
	pCR to 5G ProSe draft TS clause 6.1-Security for 5G ProSe Direct Discovery 
	CATT 
	[Qualcomm] : Request revision

Section numbering should be corrected.
[Qualcomm] : Request revision on 6.1.2 Security requirements
[CATT] : declare revision.

r1 is available. It addresses QC’s comments.
[Philips] : revision required.

Reason: some text in Sol#4 in TR 33.847 is not in TS 33.303. This text should be included. Furthermore, not all security requirements are fulfilled in out of coverage situations as discussed in S3-213544. This should be reflected.
[Huawei, HiSilicon] Propose to find a way to merge with 3537, otherwise more details are needed to specific the procedure details.
	pCR 
	available 
	  

	  
	  
	S3‑213477
	pCR to 5G ProSe draft TS clause 6.2-Security for Groupcast mode 5G ProSe Direct Communication 
	CATT 
	[FutureWei]: Request for clarification and justification

Please provide justification as to why

* Clause 6.2.3.6.1 only applies to 'ProSe enabled Public Safety UEs'

* Clause 6.2.3.6.2 only applies to 'ProSe enabled Public Safety UEs'
[Qualcomm]: revision is required before approval

Clause 6.2 is for one-to-many communication, which can only be applicable to the Public Safety use case.

The text in 6.2.3.6.1 and 6.2.3.6.2 are incorrect, e.g., ' protection of the unicast link' and algorithm IDs for ciphering.

Clauses 6.2.3.1, 6.2.3.2, and 6.2.3.3 require clear description of key name, usage and derivation.
	pCR 
	available 
	  

	  
	  
	S3‑213478
	pCR to 5G ProSe draft TS clause 6.3-Security for Unicast mode 5G ProSe Direct Communication 
	CATT 
	[Qualcomm] : Requests revision

Editorial change is needed
[FutureWei]: Request for clarification as to why

* clause 6.3.1 talks about groupcast mode direct communication when the entire section is about unicast mode
	pCR 
	available 
	  

	  
	  
	S3‑213506
	Proposal for U2NW relay authentication, authorization and key management 
	Samsung 
	[InterDigital] : propose to postpone this paper

Rationale: agreement on CP solutions down selection needed first (see S3-213355 thread).
	pCR 
	available 
	  

	  
	  
	S3‑213525
	User-plane UE-to-network relay connection procedure 
	Qualcomm Incorporated 
	
	pCR 
	available 
	  

	  
	  
	S3‑213537
	Security for 5G ProSe Direct Discovery 
	ZTE Corporation 
	[Interdigital] : Request for Clarification

It is unclear if the pasted text is the agreed solution from the agreed conclusion. The header of the PCR does not mention which solution it is.

Please state in the header which solution from the TR is pasted in the TS.
[Qualcomm]: revision is required

This contribution is not exactly same as the conclusion.
[ZTE] clarifies on what is copied/pasted from Solution #3 and #4, and provides r1.
[Huawei, HiSilicon] Propose to add ENs.
	pCR 
	available 
	  

	4.9 
	New WIDs approved from SA#93-UC3S 
	S3‑213401
	Living CR for UC3S in TS 33.501 
	Huawei, Hisilicon 
	>>CC_1<<

[Huawei] presents the status report.

[Docomo] has concern on user consent purpose.

[Ericsson] comments on MEC status
>>CC_1<<
[Ericsson]: Asks for revision before agreeing; proposes to collect everything under a new 5.X clause.
[Huawei]: Don’t agree with Ericsson’s comments. I think you missed some discussion and agreement happened last meeting.
>>CC_2<<

[Ericsson] comments to put all things in clause 5.

[Huawei] The skeleton is discussed in previous meeting and agreed, asks concrete revision.

[Ericsson] would like provide revision.

[Huawei] proposes to focus on content and leave skeleton revision between meetings.

[Chair] asks to make clear skeleton for next meeting.
>>CC_2<<
[Ericsson]: Since this meeting is short, for the sake of progress, I take back my earlier ask. In the conf-call (Tuesday) Huawei agreed that the restructuring could be done before the next meeting. I assume that the rapporteur (Rong) will orchestrate email/conf-call in advance.
	draftCR 
	available 
	  

	  
	  
	S3‑213402
	User consent related requirements 
	Huawei, Hisilicon 
	[Ericsson]: Asks for revision before agreeing; proposes to add a general disclaimer and simplify the first requirement.
	other 
	available 
	  

	  
	  
	S3‑213403
	Requirements on User Consent 
	Huawei, Hisilicon 
	[Ericsson]: Asks to note the contribution; argues that the requirements are unwarranted.
[Huawei]: Don’t agree with Ericsson’s comments. I think you missed some discussion and agreement happened last meeting.
	other 
	available 
	  

	  
	  
	S3‑213404
	Nudm_SDM_Get service operation used for user consent check 
	Huawei, Hisilicon 
	[Ericsson]: Asks to note the contribution; says that SA3 shall not, in good conscience, duplicate SA2’s work.
	other 
	available 
	  

	  
	  
	S3‑213405
	Nudm_SDM_Subscribe service operation used for notification 
	Huawei, Hisilicon 
	[Ericsson]: Asks to note the contribution; says that SA3 shall not, in good conscience, duplicate SA2’s work.
	other 
	available 
	  

	  
	  
	S3‑213406
	General for Generic Requirements for adapting procedures related to user consent 
	Huawei, Hisilicon 
	[Ericsson]: Asks for revision before agreeing; proposes to collect everything under a new 5.X clause.
[Huawei]: Don’t agree with Ericsson’s comments. I think you missed some discussion and agreement happened last meeting.
	other 
	available 
	  

	  
	  
	S3‑213407
	User consent check for Generic Requirements for adapting procedures related to user consent 
	Huawei, Hisilicon 
	[Ericsson]: Asks to note the contribution; argues that it contradicts with the eNA conclusion; suggests that SA3 deals with consent on case-by-case basis.
[Huawei]: Don’t agree with Ericsson’s comments. I think you missed some discussion and agreement happened last meeting.
	other 
	available 
	  

	  
	  
	S3‑213408
	User consent revocation for Generic Requirements for adapting procedures related to user consent 
	Huawei, Hisilicon 
	[Ericsson]: Asks to note the contribution; suggests that SA3 deals with consent on case-by-case basis.
[Huawei]: Don’t agree with Ericsson’s comments. I think you missed some discussion and agreement happened last meeting.
	other 
	available 
	  

	4.10 
	New WIDs approved from SA#93-eNA 
	S3‑213373
	Security aspects of eNA_living document 
	China mobile 
	>>CC_1<<

[CMCC] presents the status report.
>>CC_1<<
	draftCR 
	available 
	  

	  
	  
	S3‑213374
	Add general description to Annex X 
	China mobile 
	
	other 
	available 
	  

	  
	  
	S3‑213375
	Add details to X.3 
	China mobile 
	
	other 
	available 
	  

	  
	  
	S3‑213376
	add content for annex X.1 General 
	Huawei, Hisilicon 
	
	other 
	available 
	  

	  
	  
	S3‑213377
	add content for annex X.3 Protection of data transferred between AF and NWDAF 
	Huawei, Hisilicon 
	
	other 
	available 
	  

	  
	  
	S3‑213378
	add content for annex X.4 Protection of UE data in transit between NFs 
	Huawei, Hisilicon 
	
	other 
	available 
	  

	  
	  
	S3‑213481
	Authorization of NF Service Consumers to access data via DCCF 
	Ericsson 
	[Nokia]: This contribution is not aligned with the Conclusion of KI 1.3 and Solution 10. Therefore propose to Note it.

The contribution proposes many changes in the Solution 10. The changes proposed have not been discussed or agreed upon in the TR.
>>CC_2<<

[Ericsson] presents.
[Nokia] does not agree with this proposal.

Technical discussion between Ericsson and Nokia, about two tokens.
[Verizon] supports two separate token proposal.

[Mavenir] doesn’t see the reason why need two tokens.
[Lenovo] clarifies the protocol procedure.
[CableLabs] RFC doesn’t allow multiple subject..

[Verizon] comments.

[Chair] asks whether show of hands needed in this meeting.

[CMCC] proposes to keep discussion.
>>CC_2<<
	other 
	available 
	  

	  
	  
	S3‑213500
	Authorization mechanisms for data consumer to access data from data producer via DCCF 
	Nokia, Nokia Shanghai Bell, Lenovo, Motorola Mobility 
	>>CC_2<<
[Nokia] presents.
>>CC_2<<
	other 
	available 
	  

	  
	  
	S3‑213501
	Modifications in the access token procedures to implement the conclusions of KI 1.3 of TR 33.866 
	Nokia, Nokia Shanghai Bell, Lenovo, Motorola Mobility 
	[Huawei]: This contribution is not needed.

According to the WID, the security requirements and procedures will be added to the Annex.
[Nokia]: Clarification provided.

In our view, the contribution is needed, though the contents can be a part of the Annex (if required). Therefore, please find -r1 uploaded.

Proposed to have only a reference to the Annex X. in the clause 13.

[Huawei] : Fine with deleting the contents and adding a note referring the Annex.
[Nokia]: -r2 is fine with us.
	other 
	available 
	  

	4.11 
	New WIDs approved from SA#93-5GMSG 
	S3‑213456
	Living document for 5GMSG_SEC 
	China Mobile 
	>>CC_1<<

[CMCC] presents the status report.

[Chair] suggests to prepare a question if show of hands is needed.
>>CC_1<<
	draftCR 
	available 
	  

	  
	  
	S3‑213458
	Change request to living document Transport security protection for MSGin5G interfaces 
	China Mobile 
	
	other 
	available 
	  

	5.1 
	Study on Security Aspects of Enhancement of Support for Edge Computing in 5GC 
	S3‑213336
	Conclusion on key issue 1 
	ZTE Corporation 
	[Huawei] has concerns on the Kamf based solution and suggest to merge into 3438,
[ZTE] OK to merge and provide clarifications.
[Huawei] I will do the merger after the offline discussion meeting. This contribution will be marked as “merged into 3438”.
	pCR 
	available 
	  

	  
	  
	S3‑213353
	pCR TR 33.839: conclusion for KI#1 
	THALES 
	[Huawei] requires clarification. This proposal is the same with the S3-213522. Let’s discuss it in the S3-213522 email thread.
[Ericsson] : not ok with the contribution.
	pCR 
	available 
	  

	  
	  
	S3‑213437
	Discussion paper on A&A between EEC and ECS/EES 
	Huawei, Hisilicon 
	
	pCR 
	available 
	  

	  
	  
	S3‑213438
	Conclusion on Key issue #1 
	Huawei, Hisilicon, Ericsson 
	[Thales] : object to initial version

Thales disagrees with the conclusion to use AKMA.
[Qualcomm]: disagrees with the document as currently written.
	pCR 
	available 
	  

	  
	  
	S3‑213450
	Conclusion of Key issue 1 
	Intel Corporation (UK) Ltd 
	[Huawei] Huawei is generally fine with this contribution, and propose to merge into 213438.
[Intel] Fine with merger into 213438.
	pCR 
	merged 
	  Merged into 3438

	  
	  
	S3‑213502
	[EDGE] Conclusion for KI#1 
	Samsung 
	[Huawei] Huawei is generally fine with this version of the conclusion, requires clarification on the EEC authentication, and proposes to merge into 213438.
	pCR 
	available 
	  

	  
	  
	S3‑213522
	Proposed conclusions for key issue #1 and key issue #2 
	Qualcomm Incorporated 
	[Huawei] requires clarification.
[Apple] Object to the original version, necessary technical details must be included before concluding.
[Ericsson] : not ok with the contribution in the current form.
	pCR 
	available 
	  

	  
	  
	S3‑213584
	Conclusion KI1&2 for Edge Computing 
	NTT DOCOMO INC. 
	[Ericsson] comments on client authentication requirement.
	pCR 
	available 
	  

	  
	  
	S3‑213337
	Conclusion on key issue 2 
	ZTE Corporation 
	[Huawei] has similar comments provided in the 3336, and suggests to merge into 3439.
[ZTE] agree to discuss in 3336 email thread.
	pCR 
	available 
	  

	  
	  
	S3‑213354
	pCR TR 33.839: conclusion for KI#2 
	THALES 
	[Huawei] requires clarification. This proposal is the same with the S3-213522. Let’s discuss it in the S3-213522 email thread.
[Ericsson] : not ok with the contribution.
	pCR 
	available 
	  

	  
	  
	S3‑213439
	Conclusion on Key issue #2 
	Huawei, Hisilicon, Ericsson 
	[Thales] : object to initial version

Thales disagrees with the conclusion to use AKMA.
	pCR 
	available 
	  

	  
	  
	S3‑213503
	[EDGE] Conclusion for KI#2 
	Samsung 
	[Huawei] Huawei is generally fine with this version of the conclusion, requires clarification on the service-side certificate authentication, and proposes to merge into 213439.
[Qualcomm]: disagrees with the document as currently written.
	pCR 
	available 
	  

	  
	  
	S3‑213440
	Revision on the conclusion for KI#8 
	Huawei, Hisilicon 
	[Ericsson] : request revision

Not possible to refer to SBA specifications for non-SBA entities.
	pCR 
	available 
	  

	  
	  
	S3‑213352
	pCR TR 33.839: solution #29 
	THALES 
	[Huawei] requires modification.
[Ericsson] : requires modification.
	pCR 
	available 
	  

	  
	  
	S3‑213357
	MEC- Adding evaluation of solution#11 
	Apple 
	
	pCR 
	available 
	  

	  
	  
	S3‑213358
	MEC- Adding evaluation of solution#16 
	Apple 
	
	pCR 
	available 
	  

	  
	  
	S3‑213359
	MEC- Adding evaluation of solution#23 
	Apple 
	
	pCR 
	available 
	  

	  
	  
	S3‑213360
	MEC- Adding evaluation of solution#29 
	Apple 
	
	pCR 
	available 
	  

	  
	  
	S3‑213483
	A new AKMA-based solution for EC 
	Ericsson 
	
	pCR 
	available 
	  

	  
	  
	S3‑213521
	Enhancing TLS with GBA usage for Edge 
	Qualcomm Incorporated 
	[Ericsson] comments on the rationale part of the contribution.

[Ericsson] Clarification and/or update is required for the contribution.
	pCR 
	available 
	  

	  
	  
	S3‑213441
	Adding the clause 4 
	Huawei, Hisilicon 
	
	pCR 
	available 
	  

	5.2 
	Study on Security Aspects of Enhancement for Proximity Based Services in 5GS 
	S3‑213586
	[Draft] LS to SA2 regarding key issue #16 in TR 33.847 
	Philips International B.V. 
	[Qualcomm] : Disagrees the LS

According to TS 23.304, PDU session parameters are provisioned in the initial provisioning step. These parameters are not specific to the remote UE.
	LS out 
	available 
	  

	  
	  
	S3‑213304
	Evaluation for sol#34 
	LG Electronics Inc. 
	[Qualcomm]: revision is required before approval

The following text is enough for the new evaluation.

'In this solution, the N3IWF is always required to support the secondary authentication and the slice-specific authentication'
[LGE] : asks clarification questions on Qualcomm's comments
[HW] : asks clarification questions to LGE.
[LGE] : provides feedback and asks questions to Huawei.
[HW] : provides feedback to LGE.
[LGE] : provides feedback to Huawei.
	pCR 
	available 
	  

	  
	  
	S3‑213308
	TR 33.847 sol#10 evaluation 
	InterDigital, Europe, Ltd. 
	[Qualcomm] : Revision required before approval
	pCR 
	available 
	  

	  
	  
	S3‑213309
	TR 33.847 sol#24 evaluation 
	InterDigital, Europe, Ltd. 
	[Qualcomm] : Request revision
	pCR 
	available 
	  

	  
	  
	S3‑213310
	TR 33.847 sol#25 evaluation 
	InterDigital, Europe, Ltd. 
	[Qualcomm] : Request revision
	pCR 
	available 
	  

	  
	  
	S3‑213311
	TR 33.847 sol#34 evaluation 
	InterDigital, Europe, Ltd. 
	[Qualcomm]: note this contribution

The concerns raised in the new evaluation text are addressed in the solution update (S3-213524).
	pCR 
	available 
	  

	  
	  
	S3‑213326
	Updates to solution #37 
	MITRE Corporation 
	
	pCR 
	available 
	  

	  
	  
	S3‑213355
	Analysis for PC5 root key anchor function selection for CP based approach 
	InterDigital, Europe, Ltd. 
	[Huawei, HiSilicon] : Disagree with the conclusion in DP and provides detailed comments in r1.

Huawei, HiSilicon disagree with the DP conclusion as AMF-based CP mechanism has big UE, AMF impacts and potential problems still unsolved.

>>CC_1<<

[IDCC] presents

[Huawei] does not agree.

[IDCC] replies
>>CC_1<<
[Samsung] : S3-213506 currently under AI# 4.8 needs to be considered for discussion along with S3-213355.
[InterDigital] : we propose 3 key questions for the CP based solutions down selection (towards show of hands)
[Huawei]: Provides comments on the 3 questions from IDCC.
[Interdigital]: thanks Lei (Huawei) for comments and provide replies and update to the question list
	discussion 
	available 
	  

	  
	  
	S3‑213395
	Add a new solution to address KI#17 
	Huawei, Hisilicon 
	[Interdigital] : Request for Clarification

Clarification for “common”, 'specific,' and 'no-specific' UE provisioning policies is needed.

Clarification is needed for the following confusing definition, 'The role of a prose enabled UE can be classified as a UE that is capable of relay or remote mode or a UE that is not capable of relay or remote mode.'
[Qualcomm] : Request clarification before approval

More clarification on the need for separate UP security policies is required.
[Huawei]: Clarification is provided, and r1 is provided.
[Xiaomi]: Disagree with r1 and request more clarification
	pCR 
	available 
	  

	  
	  
	S3‑213397
	Update to Sol #38 
	Huawei, Hisilicon 
	[Interdigital]: Request for Changes

You state that “…the mechanism in this solution relies on the Key Issue #1 related discovery procedures.”

Please explain how will this solution support V2X since it is based on the Discovery procedure.
[Huawei, HiSilicon]: Provides clarifications and explanations regarding to IDCC’s comments.

A clarification about the existence of policy mismatch problem & The TS is for ProSe, why it work with V2X.
[Huawei, HiSilicon]: Provides r1 to add text about the sol #38 can address KI#17.
[Xiaomi]: request revision or clarification on how the solution could actually work
	pCR 
	available 
	  

	  
	  
	S3‑213460
	Evaluation of Solution #22: Representation of identities during broadcast 
	KPN N.V. 
	[Interdigital]: Request for Changes

The new text states, 'Thus, the UE cannot be traced, but until code renewal, it cannot be discovered as well,' indicating that Solution #22 does not support discovery out of coverage.

Please indicate in the evaluation that Solution #22 does not support discovery out of coverage.
[Qualcomm] : Disagrees the evaluation text

The KI#11 is about the privacy of UE identity broadcasted during discovery. This solution does address this requirement.
[Xiaomi]: propose to not pursue the paper
	pCR 
	available 
	  

	  
	  
	S3‑213462
	ProSe: Update to solution #21 regarding AV request when Remote UE is out of 3GPP coverage 
	Ericsson 
	[Interdigital]: Propose this update to be resubmitted as a new solution

Rationale: Sol#21 is already concluded. Otherwise we will need to revisit conclusion for it.
	pCR 
	available 
	  

	  
	  
	S3‑213463
	Update to solution #29 
	Ericsson 
	[Qualcomm]: revision is required before approval.

Qualcomm disagree with changing SUCI to GPSI in Direct Communication Request and all related procedures.
	pCR 
	available 
	  

	  
	  
	S3‑213588
	Minor clarification to solution #32 
	Philips International B.V. 
	
	pCR 
	available 
	  

	  
	  
	S3‑213507
	[ProSe] Resolving EN from solution#1 
	Samsung 
	[Qualcomm] : Disagrees to delete the EN and a question for clarification before approval
[Samsung] : Provides clarification
	pCR 
	available 
	  

	  
	  
	S3‑213589
	Adding evaluation to solution #32 regarding key issues #5 and #11 
	Philips International B.V. 
	[Qualcomm] : Request revision before approval
	pCR 
	available 
	  

	  
	  
	S3‑213305
	Conclusion for secondary authentication 
	LG Electronics Inc. 
	>>CC_1<<

[LGE] presents

[IDCC] disagrees this conclusion
>>CC_1<<
[InterDigital] : disagree with conclusion selecting sol#13 as (sole) baseline for secondary authentication

Rationale: incorrect premise of working with UP based approach. Seeking commonality with sol#25.
[LGE] : fine to seek commonality with sol#25, but asks clarification questions
[Huawei] : disagree with the contribution in this meeting.
[LGE] : provides feedback to Huawei
	pCR 
	available 
	  

	  
	  
	S3‑213524
	Update to Solution #34 
	Qualcomm Incorporated 
	
	pCR 
	available 
	  

	  
	  
	S3‑213325
	Updates to conclusions for key issue #2 
	MITRE Corporation 
	[Qualcomm]: revision is required before approval

The conclusion has not been discussed during the study and more discussion is needed whether to have separate key provisioning requirements between Public Safety and commercial use cases.
[CATT] : Declare revision.

Provides r1 that represents CATT's point of view.
[Huawei : Disagree with the contribution and r1. Because there is no definition on public safety discovery.
	pCR 
	available 
	  

	  
	  
	S3‑213528
	A new solution for privacy enhancements during PC5 link setup for UE-to-Network relay 
	Qualcomm Incorporated 
	[Huawei]: Just ask a question: Should we consider the integrity protection of RSC, if IK is provided?
[Philips]: Request for revision.

Reasons: the proposed confidentiality algorithm does not work; integrity protection missing; other minor issues.

Furthermore, when reviewing this Tdoc, we realized that there might be some issues in TS 33.303 security procedures to protect discovery messages.

Reasoning is included in the email body below.
	pCR 
	available 
	  

	  
	  
	S3‑213356
	TR 33.847 Update Conclusions for L3 U2N relay 
	InterDigital, Europe, Ltd. 
	
	pCR 
	available 
	  

	  
	  
	S3‑213546
	Update in Solution #4 
	Philips International B.V. 
	[Qualcomm] Disagrees the update. DUIK provisioning can be handled based on the configuration. No need to mandate by specification.
[Philips] Provides answers. 

If it is not specified, it is likely that UEs are wrongly misconfigured. Thus, we cannot agree on removing the proposed note and hope that Qualcomm updates its position.
	pCR 
	available 
	  

	  
	  
	S3‑213396
	Update to Conclusion #3 and #4 
	Huawei, Hisilicon 
	
	pCR 
	available 
	  

	  
	  
	S3‑213547
	Update in Solution #37 
	Philips International B.V. 
	[MITRE]: requires clarification, in the public safety case Match reports are not used
[Qualcomm] : Agrees with MITRE’s comment and disagrees with this update. If match reports are not used for public safety uses cases, it does not need to consider the impersonation attack.
	pCR 
	available 
	  

	  
	  
	S3‑213398
	Update to conclusion KI#12 
	Huawei, Hisilicon 
	[Interdigital]: Request for Changes

Please provide justification as to why

* the following text in the conclusions is added, 'It is concluded that the mechanism in solution #38 is selected to provision the same PC5 security policy to the UEs for a particular ProSe service.'

* and the existing EN, 'Editor's note: Whether other solutions in this TR can be used to enhance one-to-one communication security functionality is FFS.' is removed
[KPN]: If (partial) conclusion is acceptable to the group, then this contribution can be merged into S3-213400.
[Huawei, HiSilicon]: Provides explanations and r1 to address IDCC’s comments.
[Apple]: Ask for further clarification.
[Xiaomi]: propose to not pursue the paper
	pCR 
	available 
	  

	  
	  
	S3‑213554
	Improved LTE security mechanism for 5G ProSe restricted discovery to ensure source authentication in out of coverage use cases 
	Philips International B.V. 
	[Interdigital]: Request for Changes

The first change, please state that this solution does not support security in out of coverage scenario in the Evaluation.

For the second change, a new solution, with Its introduction stating, 'If the ProSe Function has to check the MIC, this solution does not work when the remote UE is out of coverage.'

Please state “This solution does not work when the remote UE is out of coverage.' in the evaluation.
[Philips] Provides explanation.

We believe that the proposed changes are not required, but we include a clarification in r1. Explanation is included in the body of the email.
	pCR 
	available 
	  

	  
	  
	S3‑213399
	Update to conclusion KI#13 
	Huawei, Hisilicon 
	
	pCR 
	available 
	  

	  
	  
	S3‑213560
	ProSe: Update to Solution #14 
	Xiaomi Technology 
	
	pCR 
	available 
	  

	  
	  
	S3‑213400
	Add content to the unicast mode 5G ProSe Direct Communication 
	Huawei, Hisilicon, KPN 
	[Interdigital]: Request for Clarification

This PCR recommends Solution #7 for addressing signaling a security requirement from KI#12. However, the Evaluation of Solution #7 states, 'The privacy protection is not addressed in this solution.'

Does this mean that privacy protection for KI#12 is not needed or not recommended, Please clarify or add an appropriate EN.
[Qualcomm] : Disagrees the update of conclusion

Qualcomm thinks that mandating signaling IP is not required by specification.
[KPN] : Provides clarification
	pCR 
	available 
	  

	  
	  
	S3‑213561
	ProSe: Update to Solution #22 
	Xiaomi Technology, KPN 
	[Interdigital]: Request for Revisions

In the Evaluation, please indicate the following, “This solution has limited applicability in the out of coverage scenario due to need to get in coverage after the expiration of timers to invoke the ProSe Direct Discovery procedure.”

The existing text in Introduction states, 'After expiry of the validity timers the ProSE UEs need to (re)connect to the 5GC and request new codes and filters. Hence, after expiry, the ProSe Direct Discovery procedure can no longer be performed in out-of-coverage scenarios. The expired codes and filters need to be discarded both in the ProSe UEs and in the 5GC.'
[KPN]: If this contribution is approved, the overlapping contribution S3-213460 can be noted.
[Qualcomm] : Request revision

Agrees with the updated texts in the solution details. However, the evaluation text needs to be changed.
[Xiaomi] : r1 available
[KPN]: Approves -r1 and provides response.
	pCR 
	available 
	  

	  
	  
	S3‑213461
	Conclusion on Key Issue #11: UE identity protection during ProSe discovery 
	KPN N.V. 
	[CATT] : Objection.

No special UE ID protection mechanism is needed during ProSe discovery. For

more technical analysis, see S3-213565.
[Qualcomm] : Disagrees the conclusion
	pCR 
	available 
	  

	  
	  
	S3‑213562
	ProSe: Evaluation for Solution #40 
	Xiaomi Technology 
	[Interdigital]: Request for Revisions

Please restore cleared Editor’s Notes since you are not explaining the reason for removing them.

Also, kindly indicate the unresolved Editor’s Notes in the evaluation.
[Qualcomm]: revision is required.

An EN:“ Further evaluation is FFS” should be added to the evaluation.

New text should be removed as it doesn’t add anything to the solution.
[Xiaomi]: r1 is available.
	pCR 
	available 
	  

	  
	  
	S3‑213465
	pCR to TR33.847- Conclusions of KI#14 and KI#15 
	CATT 
	[CATT] : Declare revision.

r1 is available. r1 is the merger of S3-213465 and S3-213567 and S3-213568.
[Xiaomi]: fine with r1.
	pCR 
	available 
	  

	  
	  
	S3‑213523
	Conclusion for KI #3 
	Qualcomm Incorporated, Ericsson 
	>>CC_1<<

[QC] presents

[IDCC] comments

[QC] clarifies

[Huawei] comments

[QC] clarifies
>>CC_1<<
[Interdigital]: Revision required to be approved

Rationale: PCF based provisioning of PKMF address required to align with SA2
	pCR 
	available 
	  

	  
	  
	S3‑213526
	Update of conclusion of security and privacy of groupcast communication 
	Qualcomm Incorporated 
	[Huawei, HiSilicon]: Not fully agree with the conclusion. Request revision before approval

The ID conversion needs normative work to cover security vulnerabilities.
	pCR 
	available 
	  

	  
	  
	S3‑213527
	Conclusion of privacy protection of PDU session-related parameters for relaying 
	Qualcomm Incorporated 
	[Philips] : Disagrees the conclusion
	pCR 
	available 
	  

	  
	  
	S3‑213553
	Update in Conclusions KI#2 
	Philips International B.V. 
	[CATT] : Request for revision.

For each discovery message protection, there is only a cipher key and/or an

integrity key and/or a scrambling key. Therefore, the change is not correct.

S3-213553 can be merged into S3-213325.
[Philips] : Provides revision.

We provide revision and explanation.
	pCR 
	available 
	  

	  
	  
	S3‑213563
	ProSe: Conclusion Update for L3 U2N Relay 
	Xiaomi Technology 
	[Qualcomm]: note this contribution
[Xiaomi]: provide clarification and ask for further feedback
	pCR 
	available 
	  

	  
	  
	S3‑213564
	ProSe: Conclusion Update for L2 U2N Relay 
	Xiaomi Technology 
	[Qualcomm]: revision is required.

The following conclusion requires further explanation.

- Alignment with the procedure described in TS 23.304 [16] clause 6.5.2 is needed.

- For PC5 link and, the conclusion on PC5 link security for L3 UE-to-Network relay applies.
[Xiaomi]: r1 is available.
	pCR 
	available 
	  

	  
	  
	S3‑213565
	ProSe: Conclusion for Key Issue #11 
	Xiaomi Technology 
	[KPN]: If this contribution is approved, the overlapping contribution S3-213461 can be noted.
[CATT] : CATT agreed with Xiaomi. No normative work is needed for KI#11.
	pCR 
	available 
	  

	  
	  
	S3‑213566
	ProSe: Conclusion for Key Issue #13 
	Xiaomi Technology 
	[Huawei, HiSilicon]: Not agree with the ID conversion part, propose to remove it.
	pCR 
	available 
	  

	  
	  
	S3‑213567
	ProSe: Conclusion for Key Issue #14 
	Xiaomi Technology 
	[CATT] : S3-213567 is merged into S3-213465. Further discussion is in the

S3-213465 email thread.
[Xiaomi] agree to merge S3-213567 into S3-213465.
	pCR 
	merged 
	  Merged into 3465

	  
	  
	S3‑213568
	ProSe: Conclusion for Key Issue #15 
	Xiaomi Technology 
	[CATT] : S3-213568 is merged into S3-213465. Further discussion is in the

S3-213465 email thread.
[Xiaomi] agree to merge S3-213568 into S3-213465.
	pCR 
	merged 
	 Merged into 3465

	  
	  
	S3‑213569
	ProSe: Conclusion for Key Issue #17 
	Xiaomi Technology 
	[Qualcomm]: postpone the conclusion

Solution #40 is still under discussion

Also, there is another solution proposal (S3-213395) for the same KI.
[Huawei, HiSilicon]: provides clarification about whether Sol #38 addresses KI#17
[Xiaomi]: agree to postpone the paper
[Xiaomi]: disagree that Sol#38 can address KI#17
	pCR 
	available 
	  

	  
	  
	S3‑213587
	Conclusion for KI#16 
	Philips International B.V. 
	[Qualcomm] : Disagrees the conclusion

According to TS 23.304, PDU session parameters are provisioned in the initial provisioning step. These parameters are not specific to the remote UE.
[Philips]: Disagrees with Qualcomm's assessment
	pCR 
	available 
	  

	  
	  
	S3‑213303
	TR 33.847 - cumulative changes 
	InterDigital, Inc. 
	
	pCR 
	available 
	  

	5.3 
	Study on Security Aspects of Enhancements for 5G Multicast-Broadcast Services 
	S3‑213338
	Conclusion for the key issue 1 
	ZTE Corporation 
	[Huawei] : Suggest to postpone the contribution. Too early to conclude.

Solution #6 still has EN pending and a few comments to be addressed.
[Qualcomm] : revision is required.

Solution #6 needs to be removed from the conclusion.

Furthermore, use of AKMA is subject to the conclusion proposed in S3-213530.

[ZTE] : Fine with Qualcomm's suggestion. Let's discuss S3-213530 first.
	pCR 
	available 
	  

	  
	  
	S3‑213340
	Update the solution #6 
	ZTE Corporation 
	[Huawei] : Clarification is required before the contribution can be approved.
[ZTE] : Clarification for comments.
[Qualcomm] : revision is required.

Qualcomm proposes the following ENs.

EN: use of GPSI requires further clarifications.

1) how UE associate the GPSI with MBS service and how to provision GPSI to UE is FFS.

2) privacy of GPSI is FFS.

3) How the AF knows the GPSI belongs to the UE claiming it is FFS.

4) How the MBS works if the UE is not assigned with GPSI is FFS.

EN: how to adapt AKMA to the existing MBS procedures in TS 33.246 is FFS.

Also, Qualcomm propose to not delete the EN in the evaluation.
[Huawei] : Clarifications are provided by Huawei.
[ZTE] : Fine to note this contribution in this meeting.
	pCR 
	noted
	  

	  
	  
	S3‑213386
	Discussion paper on MBS traffic protection 
	Huawei, Hisilicon 
	
	pCR 
	available 
	  

	  
	  
	S3‑213387
	Update to conclusion on key issue#2 
	Huawei, Hisilicon 
	[Qualcomm] : object.

There is no binding between MBS PDU session establishment and MBS service key management.

The last bullet is subject to the agreement on the transport-layer security.
[Huawei] : clarification.

The binding between MBS session establishment and MBS service key management decrease the overhead for key distribution and authorization.

The last bullet is fine to be deleted for now and revisited after transport layer based security is concluded.
>>CC_2<<

[Huawei] presents.
[QC] doesn’t want this proposal.

[Huawei] clarifies.
[Huawei] would like collect comment about key generator.

[QC] has different proposal.

[Huawei] replies.
>>CC_2<<
	pCR 
	available 
	  

	  
	  
	S3‑213509
	Conclusion for MBS security 
	Samsung 
	[Ericsson]: Object
>>CC_2<<

[Samsung] presents.
[QC] comments on mandatory on terminal side and optional on network terminal. Asks how to work in this case.

[Huawei] clarifies.

[Huawei] proposes if there is no agreement, then it may not be covered in R17.
[Ericsson] comments not to have transport layer security.

[Samsung] clarifies to Ericsson.

[Samsung] asks how to treat if application key is compromised when there is no transport layer/service layer security.
[ZTE] doesn’t fine with transport layer security solution.

[Huawei] reminds it should has a conclusion to move forward

[Apple] comments two optional solution may cause inter-operability issue.
>>CC_2<<
	pCR 
	available 
	  

	  
	  
	S3‑213530
	Conclusion on KI #1,2 and 3 
	Qualcomm Incorporated 
	[Huawei] : Object.

The 5G MBS architecture and procedures are very different from MBMS. It’s Not clear how MBSM security can be directly adopted for 5G.
[Apple] : Noted.

No sufficient rational for reusing MBMS security in 5MBS.
	pCR 
	available 
	  

	  
	  
	S3‑213431
	Update to solution #3 
	Huawei, HiSilicon 
	
	pCR 
	available 
	  

	  
	  
	S3‑213529
	Update to Solution #12 
	Qualcomm Incorporated 
	[Huawei] : Revision is needed.

How the solution addresses the authorization issue is not clear.
	pCR 
	available 
	  

	  
	  
	S3‑213581
	MBS: Update to Evaluation of Solution #1 
	Xiaomi Technology 
	
	pCR 
	available 
	  

	  
	  
	S3‑213582
	MBS: Update to Evaluation of Solution #2 
	Xiaomi Technology 
	
	pCR 
	available 
	  

	  
	  
	S3‑213429
	Evaluation to solution #10 
	Huawei, HiSilicon 
	
	pCR 
	available 
	  

	  
	  
	S3‑213388
	Conclusion on key issue#3 
	Huawei, Hisilicon 
	[Philips]: Request for revision.

Reasons: Updating the keys used to protect the MBS traffic is not enough in certain key update situations. This should be clarified.

Reasoning is included in the email body below.
	pCR 
	available 
	  

	  
	  
	S3‑213544
	Conclusions KI#3 
	Philips International B.V. 
	[Qualcomm] : object

The solution requires further evaluation.
	pCR 
	available 
	  

	  
	  
	S3‑213339
	Conclusion for the key issue 3 
	ZTE Corporation 
	[Philips]: Object.

Reasons: (1) It is unclear how MBSM security can be directly adopted for 5G; (2) there are alternative solutions that are more efficient as described in S3-213544.
	pCR 
	available 
	  

	  
	  
	S3‑213542
	Update in Solution#9 
	Philips International B.V. 
	[Qualcomm] : revision required.

Qualcomm propose to remove the new evaluation text.

Also, we propose to not delete the EN in the evaluation.
[Philips] Provides answers.

We answer and disagree with the reasons provided by Qualcomm and request Qualcomm to update its position.
	pCR 
	available 
	  

	  
	  
	S3‑213432
	Update to solution #11 
	Huawei, HiSilicon 
	
	pCR 
	available 
	  

	  
	  
	S3‑213426
	New key issue on unauthorized MBS operation 
	Huawei, HiSilicon 
	[Nokia] : Propose to note this contribution.
[Ericsson] : Ericsson agrees with Nokia and propose to note this contribution.
[Huawei] : Provides clarification.
	pCR 
	available 
	  

	  
	  
	S3‑213427
	New solution to unauthorized MBS operation 
	Huawei, HiSilicon 
	[Nokia] : Propose to note this contribution.
[Huawei] : Clarification is provided by Huawei and r1 is provided.
	pCR 
	available 
	  

	  
	  
	S3‑213428
	Conclusion to the key issue on unauthorized MBS operation 
	Huawei, HiSilicon 
	[Nokia] : Propose to note this contribution.
	pCR 
	available 
	  

	  
	  
	S3‑213390
	Reply LS on the security issue of MBS interest indication 
	Huawei, Hisilicon 
	[Huawei] : Merge

As discussed in the conference call, it’s proposed to merge this contribution into S3-213570.
	LS out 
	available 
	  

	  
	  
	S3‑213570
	Reply LS for the security issue of MBS interest indication 
	Xiaomi Technology 
	[Nokia] : Request for LS reply revision. UE can share just indication of MBS service to network(without providing detailed information).
[Huawei] : Whether UE shares indication of MBS service to network or not is left to RAN groups to decide.
[Nokia] : Request for LS reply revision. From SA3 at least we could add an extra point in LS reply that in case of just indication, no security issue foreseen.
[Xiaomi] : R1 available.
[Nokia] : R1 is fine with us.
[Qualcomm] : Editorial change is suggested.
[Huawei] : Editorial change is suggested for r1.
[Nokia] : Editorial change made considering proposal from Huawei, Nokia and Qualcomm in r2.
[Huawei] : Editorial change is made in r3.
[Nokia] : Fine with r3.
	LS out 
	available 
	  

	5.4 
	Study on enhanced security support for Non-Public Networks 
	S3‑213379
	Conclusion for Key Issue #1 
	Huawei, Hisilicon 
	[Ericsson] : requires updates

The impersonation security issue seems to be more serious. Therefore, proposal to not use dynamic indication of MSK.
[Qualcomm] objection as there is a serious security issue with the proposal to use dynamic indication for MSK derivation
[Huawei] Agree with Cablelabs view stated in 3531.
[Ericsson] : Reply to Huawei’s comment
	pCR 
	available 
	  

	  
	  
	S3‑213513
	conclusion on MSK indication for KI #1 
	CableLabs 
	[Ericsson] : request revision

Proposal to not use dynamic indication of MSK.
[Qualcomm] object to the conclusion as the proposal to send the indication for MSK derivation using unprotected EAP Request/Identity leads to serious security vulnerability
[CableLabs] request clarification on the comments from Qualcomm and Ericsson.
[Ericsson] : Reply to CableLabs’ question
	pCR 
	available 
	  

	  
	  
	S3‑213533
	eNPN: Evaluation of Solution #5 
	Qualcomm Incorporated 
	[Huawei] Proposes to note or revise. Suggest to remove the 2nd and 4th paragraph by referring to the rationale of paper S3-213379. The 2nd and 4th clauses here also apply for the solution #4.
	pCR 
	available 
	  

	  
	  
	S3‑213534
	pCR: Conclusion for Key Derivation Indication in KI#1 
	Qualcomm Incorporated 
	[Huawei] Proposes to note or revise.
	pCR 
	available 
	  

	  
	  
	S3‑213341
	Conclusion on Key Issue #2 
	ZTE Corporation 
	[Nokia] : Request revision

According to conclusions drawn in SA2, CP provision cannot be used in general. Therefore, Nokia proposes to either remote the statement concerning CP provisioning or update it to only cover the agreed CP provisioning use cases.
[ZTE]: provides r1.
[Ericsson] : request revision (of original and r1)

Scoping can be discussed for this TR, but not for 3GPP in general.
[Nokia] : Nokia is fine with R1
	pCR 
	available 
	  

	  
	  
	S3‑213342
	Evaluation of Solution #20 
	ZTE Corporation 
	
	pCR 
	available 
	  

	  
	  
	S3‑213343
	Evaluation of Solution #21 
	ZTE Corporation 
	
	pCR 
	available 
	  

	  
	  
	S3‑213348
	pCR TR 33.857: conclusion for Key Issue #2 
	THALES 
	[Thales] : declare revision.

Revision r2 is available and co-signed by Orange, Vodafone, Deutsche Telekom, Idemia, Giesecke & Devrient, Thales.
[Ericsson] : request revision (of original, r1 and r2) CP provisioning is still studied. Scoping can be discussed for this TR, but not for 3GPP in general.
[Lenovo] : Requests clarification and revision.

Lenovo is fine with conclusions on UP based provisioning, but it is not clear why SA2 finalized CP provisioning aspects for PNI-NPN credentials is not considered in addition.
	pCR 
	available 
	  

	  
	  
	S3‑213457
	Conclusions for KI#2 
	Alibaba Group 
	
	pCR 
	available 
	  

	  
	  
	S3‑213557
	Solution for PNI-NPN Credential Provisioning using Secured Packet Retrieval Procedure 
	Lenovo, Motorola Mobility 
	
	pCR 
	available 
	  

	  
	  
	S3‑213571
	eNPN: Conclusion for Key Issue #2 
	Xiaomi Technology 
	[Lenovo] : Requests clarification and revision.

Lenovo is fine with conclusions on UP based provisioning, but it is not clear why SA2 finalized CP provisioning aspects for PNI-NPN credentials is not considered in addition.
	pCR 
	available 
	  

	  
	  
	S3‑213575
	Conclusions for KI#2 on secure provisioning of PNI-NPN credentials 
	Ericsson 
	[Nokia] : Request revision

According to conclusions drawn in SA2, CP provision cannot be used in general. Therefore, Nokia proposes to either remote the statement concerning CP provisioning or update it to only cover the agreed CP provisioning use cases. Additionally, we propose to remove the requirement to use secure package transfer.
[Ericsson] : Revision r1 available
[Lenovo] : Requests clarification and revision.

Lenovo is basically fine with the conclusion on control plane aspects of provisioning, but the conclusion need to be more complete as described in the detailed comment.
	pCR 
	available 
	  

	  
	  
	S3‑213306
	New solution for UE onboarding 
	LG Electronics Inc. 
	[Ericsson] : Revision needed

Please add E.N that interface between AUSF and DCS is FFS.
[LGE] : provides r1

[LGE] : provides r2
[Ericsson] : asking if r2 is uploaded
[LGE] : confirms r2 has been uploaed
[Ericsson] : r2 is ok
	pCR 
	available 
	  

	  
	  
	S3‑213307
	Conclusion for KI#4 
	LG Electronics Inc. 
	>>CC_2<<

[LGE] presents
>>CC_2<<
	pCR 
	available 
	  

	  
	  
	S3‑213449
	Conclusions for KI#4 
	Alibaba Group 
	>>CC_2<<

[Alibaba] presents
>>CC_2<<
	pCR 
	available 
	  

	  
	  
	S3‑213452
	Proposal for conclusion for Key Issue 4 
	Intel Corporation (UK) Ltd 
	[Ericsson] : Request revision

The third option should be removed, since it has high impact on deployment and security.
[Nokia] : Provides revision

Nokia agrees to the comments from Ericsson and provides revision r1.
[Nokia] : Apologies for mixing up two topics - previous comment by Nokia shall be ignored.
>>CC_2<<

[Intel] presents
[Intel] comments on 2nd part of Lenovo’s contribution.
[Ericsson] proposes to use Nokia’s r1 as baseline to merge.

[Intel] doesn’t agree with r1.

[Chair] ther is no consensus, it may need to get criteria first.
[Nokia] comments about option 2.

[Intel] clarifies and is ok to remove option 2, proposes to have option 1 as alternative and use option 3 as baseline
[Nokia] it is ok.
[LGE] there is an independent point.

[Intel] proposes to separate such point.

[Thales] comments

[Ericsson] asks for clarification about LGE proposal.

[LGE] clarifies
[QC] comments, and proposes to see the supporters for options.
[Chair] asks to prepare question for show of hands.
>>CC_2<<
[Intel] : Responds to Request revision

Provides clarification to Ericsson for the reasoning behind third option
[LGE] : provides r1

r1 includes another option that can cover the proposal in S3-213307.
	pCR 
	available 
	  

	  
	  
	S3‑213474
	Proposal for a solution to KI#4 
	Nokia, Nokia Shanghai Bell 
	[Ericsson] : Request revision
[Nokia] : Provides revision

Nokia agrees to the comments from Ericsson and provides revision r1.
	pCR 
	available 
	  

	  
	  
	S3‑213475
	Conclusions for KI#4 (initial access) 
	Nokia, Nokia Shanghai Bell 
	[Ericsson] : Request revision

The third option should be removed, since the role of the secondary authentication is not clear.

[Nokia] : Nokia accepts proposal and provides revision

To progress the study we accept to remove the third option.
[Intel] : Intel doesn’t agree with proposal and request revision

We don’t agree with Revision 1 or removal of third option ,request technical clarification on option 2, and request removal of option 1.
[Nokia] : provides clarifications to the questions from Intel.
>>CC_2<<

[Nokia] presents
>>CC_2<<
	pCR 
	available 
	  

	  
	  
	S3‑213556
	Update to Solution #23 
	Lenovo, Motorola Mobility 
	[Ericsson] : Revision needed

Please add E.N on how the new nonce is retrieved by the UE.
	pCR 
	available 
	  

	  
	  
	S3‑213576
	Conclusions for KI#4 (initial access) 
	Ericsson, Huawei, InterDigital, Lenovo, Motorola Mobility, Qualcomm Incorporated 
	>>CC_2<<

[Ericsson] presents
>>CC_2<<
	pCR 
	available 
	  

	  
	  
	S3‑213585
	Conclusion to KI#4 
	Lenovo, Motorola Mobility 
	>>CC_2<<

[Lenovo] presents
>>CC_2<<
	pCR 
	available 
	  

	5.5 
	Study on User Consent for 3GPP services 
	S3‑213510
	Solution on user's consent for exposure of information to Edge Applications 
	Samsung 
	[Ericsson]: Asks to note this contribution; on-demand consent is unwarranted.
	pCR 
	available 
	  

	  
	  
	S3‑213512
	Solution on Retrieving User's consent for exposure of information to the Edge Applications from UDM 
	Samsung 
	[NTT DOCOMO] Revision required. Add editor's note: how the NEF knows

user consent information for which purposes and for which information

requests may be sent to the EES is FFS.
[Samsung] : Provides clarification that in the procedure, NEF is involved only when EES is out of the HPLMN. Otherwise EES can contact the UDM directly and retrieve the user consent.
[Ericsson]: Asks to add this EN before approving - “It is FFS if/how NEF will be used in cases when the EES is in the PLMN domain.”
	pCR 
	available 
	  

	  
	  
	S3‑213412
	New solution for naming of purposes 
	Huawei, Hisilicon 
	[NTT DOCOMO]: Major revision required. How using location data for the

purpose of 'advertising' and using location data for the purpose of

'network improvement' can be distinguished in the given scheme is not

clear. The description doesn't seem to consider this case or the

solution may not work.
>>CC_2<<

[Huawei] presents

[Docomo] comments the solution does not solve the problem, proposes to note this.

[Huawei] clarifies it is align with SA2.

[Docomo] doesn’t consider purpose is made in SA2
[Samsung] asks for clarification about purpose to Docomo.

[Docomo] replies.
[Ericsson] proposes to note and solve the concern.

[Huawei] asks whether it is acceptable to leave purpose as implementation.

[Docomo] still has concern.
[Samsung] comments
[Huawei] asks a way forward, proposes to make such information opac to compliant with regulations. To leave it out.

[Interdigital] purpose should be part of context.
[Chair] proposes to leave this in stage 3.

[Docomo] proposes to note this.

[Chair] asks where to catch purpose.

[Docomo] the purpose is in key issue.
[Ericsson] proposes to continue discussion to next meeting.
[Huawei] proposes to have some sentence to capture the purpose this meeting.

[Docomo] the solution doesn’t work.

[Huawei] not care about the contribution but would like to catch purpose.

Discussion between Docomo and Huawei

[Apple] wonders whether purpose relates with user consent.

[Interdigital] provides proposal.
>>CC_2<<
	pCR 
	available 
	  

	  
	  
	S3‑213361
	UC3S-Update of solution#6 
	Apple 
	[Qualcomm] Revision required
[Ericsson]: Stays neutral to the contribution and Qualcomm’s proposal, since this is for a TR; alerts the group that mechanisms for user consent installation and revocation are out-of-scope of 3GPP and shall not be taken to TS.
	pCR 
	available 
	  

	  
	  
	S3‑213413
	Address EN and add evaluation for solution 3 
	Huawei, Hisilicon 
	
	pCR 
	available 
	  

	  
	  
	S3‑213414
	Address EN and add evaluation for solution 4 
	Huawei, Hisilicon 
	[NTT DOCOMO] Revision required. Removal of second editor's note and

change in step 6 is ok. The rest depends on outcome of S3-213412.
	pCR 
	available 
	  

	  
	  
	S3‑213415
	Address EN and add evaluation for solution 6 
	Huawei, Hisilicon 
	[NTT DOCOMO] Revision required. The modifications don't address the

editor's notes, thus the editor's notes need to remain.
	pCR 
	available 
	  

	  
	  
	S3‑213515
	Action upon revocation of consent 
	Ericsson 
	[NTT DOCOMO] Rewording required
[Ericsson]: Asks if the following rewording is okay “Depending on circumstances/regulations outside the scope of 3GPP, the data may have to be deleted, or quarantined, or temporarily retained”.
[NTT DOCOMO] rewording is ok.
	pCR 
	available 
	  

	  
	  
	S3‑213511
	Conclusion for EDGE user consent 
	Samsung 
	[NTT DOCOMO] Revision required. Object to first and second bullet.
[Ericsson]: Asks to note this contribution; MEC conclusions are not ready (as with Hua’s similar contributions).
	pCR 
	available 
	  

	  
	  
	S3‑213416
	Conclusion for Key Issue #1 
	Huawei, Hisilicon 
	
	pCR 
	available 
	  

	  
	  
	S3‑213417
	Update on Conclusion for UDM service for User Consent Service 
	Huawei, Hisilicon 
	[NTT DOCOMO] Revision required:

ok with change to first bullet item

ok with addition of third bullet

not ok with addition of fourth bullet: the mechanism in 33.501 13.3. is

not sufficient (cf. discussion in S3-213415).

not ok with deletion of first editor's note

ok with deletion of second editor's note.

third editor’s note on consent parameters changes to: standardization

of purposes is FFS.
[Ericsson]: Asks for revision that clarifies what the processor ID means, before approving. Plus, supports Docomo’s comments.
	pCR 
	available 
	  

	  
	  
	S3‑213418
	Conclusion for Key Issue #5 
	Huawei, Hisilicon 
	[NTT DOCOMO] Revision required. Heading for KI 5 is ok, also

renumbering. The rest is not acceptable as is.
[Ericsson]: Asks for a revision that makes the conclusion clearer (may be with a concrete example) without which the conclusion is not helping.
	pCR 
	available 
	  

	  
	  
	S3‑213419
	Update on Conclusion for KI#2 and KI#3 
	Huawei, Hisilicon 
	[NTT DOCOMO] Revision required: Change notes in 8.2 and 8.3 to regular

text: 'This architecture only works when NWDAF and data provider are operated by the same entity.'

MEC conclusions may have to be removed (depend on conclusion about MEC

architecture), i.e. NEF involvement.
[Ericsson]: Asks to remove the MEC conclusions; stays neutral between NWDAF note or regular text.
	pCR 
	available 
	  

	  
	  
	S3‑213420
	Update on General Conclusion for Procedure for User Consent Check 
	Huawei, Hisilicon 
	[NTT DOCOMO] Object. This conclusion is premature and depends on resolution of how intermediate NF knows the purpose of data processing.
	pCR 
	available 
	  

	  
	  
	S3‑213410
	Common Architecture 
	Huawei, Hisilicon 
	[NTT DOCOMO] : ok in principle, but update required.
[Ericsson]: Stays neutral to the contribution and Docomo’s proposal, since this is for a TR; alerts the group that this architecture diagram should stay in the TR and shall not be taken to TS.
[Ericsson]: Stays neutral to the contribution and Docomo’s proposal, since this is for a TR; alerts the group that this architecture diagram should stay in the TR and shall not be taken to TS.
[NTT Docomo] replies to Ericsson.
	pCR 
	available 
	  

	  
	  
	S3‑213411
	Address Editor's Note/clean up 
	Huawei, Hisilicon 
	[NTT DOCOMO]: update required in 7.1.1 and 7.1.2
[Ericsson]: Asks for revision/clarification; asks why the cleanup is only partial; points out that there are so many ENs still left after the cleanup
[Huawei]: provide clarifiation.
	pCR 
	available 
	  

	  
	  
	S3‑213344
	Concept of User Consent 
	China Unicom, Huawei, HiSilicon 
	
	pCR 
	available 
	  

	  
	  
	S3‑213409
	Common Architecture 
	Huawei, HiSilicon 
	
	pCR 
	withdrawn 
	  

	5.6 
	Study on security aspects of the 5GMSG Service 
	S3‑213453
	Add conclusion to KI#2 
	China Mobile 
	
	pCR 
	available 
	  

	  
	  
	S3‑213454
	Add conclusion to KI#3 
	China Mobile 
	
	pCR 
	available 
	  

	  
	  
	S3‑213455
	Add conclusion to KI#4 
	China Mobile 
	
	pCR 
	available 
	  

	  
	  
	S3‑213508
	Conclusion to KI#2 
	Samsung 
	[Qualcomm] Propose to note this doc
	pCR 
	available 
	  

	5.7 
	Study on security aspects of enablers for Network Automation (eNA) for the 5G system (5GS) Phase 2 
	S3‑213498
	LS on NF Service Producer Meta Data Addition in ADRF 
	Nokia, Nokia Shanghai Bell 
	
	LS out 
	available 
	  

	  
	  
	S3‑213480
	Evaluation of Solution 5 
	Ericsson 
	
	pCR 
	available 
	  

	  
	  
	S3‑213496
	Evaluation to the Solution 5 
	Nokia, Nokia Shanghai Bell 
	
	pCR 
	available 
	  

	  
	  
	S3‑213539
	Adding Evaluation to Solution#5 
	Lenovo, Motorola Mobility 
	[Huawei] : Revision requested.
[Lenovo] : Provided revision r1 with requested EN.
	pCR 
	available 
	  

	  
	  
	S3‑213493
	Ed Note Removal for Solution 10 
	Nokia, Nokia Shanghai Bell 
	
	pCR 
	available 
	  

	  
	  
	S3‑213492
	Ed Note Removal for Solution 11 
	Nokia, Nokia Shanghai Bell 
	
	pCR 
	available 
	  

	  
	  
	S3‑213494
	Updates to conclusion of KI 1.3 
	Nokia, Nokia Shanghai Bell 
	
	pCR 
	available 
	  

	  
	  
	S3‑213433
	Conclusion to KI#1.4 
	Huawei, HiSilicon 
	>>CC_2<<

[Huawei] presents
>>CC_2<<
	pCR 
	available 
	  

	  
	  
	S3‑213479
	Conclusion for KI1.4 
	Ericsson 
	[Huawei] : Agree only with that solution #15 is taken as the normative basis.
[Lenovo] : Supports this contribution.
>>CC_2<<

[Ericsson] presents.
[Lenovo] comments on solution #5
[Nokia] comments.
[CMCC] many companies support solution #15 currently, proposes to set soluition #15as baseline and set EN for solution #5 for FFS.
>>CC_2<<
[Nokia] : Only consider Solution 15 for normative work.

Interfaces to MFAF are defined and standardized, and the existing SBI security mechanism are sufficient to protect the data.
	pCR 
	available 
	  

	  
	  
	S3‑213497
	Conclusion to KI 1.4 
	Nokia, Nokia Shanghai Bell 
	[Huawei] : Propose to merge with S3-213433.
[Huawei] : Agree only with that solution #15 is taken as the normative basis.
[Nokia] : Fine to merge with S3-213433.
[Lenovo] : Requires update.
	pCR 
	available 
	  

	  
	  
	S3‑213538
	Conclusions to KI 1.4 
	Lenovo, Motorola Mobility 
	[Huawei] : Not agreeing with the conclusion for the same reason as stated in S3-213479.
	pCR 
	available 
	  

	  
	  
	S3‑213495
	Enhancement to the Solution 7 
	Nokia, Nokia Shanghai Bell 
	
	pCR 
	available 
	  

	  
	  
	S3‑213499
	Conclusion to KI 2.2 
	Nokia, Nokia Shanghai Bell 
	[Huawei] : Not agreeing with the conslusion.
[Nokia] : -r1 uploaded addressing the comments.

We are fine to indicate no normative work for KI#2.2 for this release, since more time maybe required to understand what can be standardized for the NF abnormal behaviour.
[Huawei] : r1 looks good with Huawei.
	pCR 
	available 
	  

	5.8 
	Study on Security for NR Integrated Access and Backhaul 
	S3‑213385
	Reply LS on support of Pre-shared key derivation for IAB-donor-CU-UP 
	Huawei, Hisilicon 
	>>CC_1<<

[Samsung] presents the status report.

[Huawei] comments on PSK generation.

[Huawei] asks future plan.
>>CC_1<<
	LS out 
	withdrawn 
	  

	  
	  
	S3‑213464
	IAB: Discussion on security of BH link 
	Ericsson 
	[Huawei] clarification is needed.

The contribution is for discussion or for endorsement?
[Ericsson] : Provides clarification. 

The document is for endorsement.
[Huawei] : Revision needed.

Huawei is fine with that the protection of the BAP protocol are not specified in R-17. However, whether to include the analysis (involving MAC/PHY layers) in R18 scope is FFS.
[Ericsson] : Revision provided in r1 in draft folder, according to your comments.

[Huawei] : R1 is fine for Huawei.
	discussion 
	available 
	  

	5.9 
	Study on enhanced security for network slicing Phase 2 
	S3‑213362
	update to KI#1 (NSSAI analysis) 
	Huawei, Hisilicon 
	>>CC_1<<

[Huawei] presents the status report.
>>CC_1<<
[Nokia]: Request for Revision
[Ericsson]: Proposes changes to the requirements which are unclear.
[Qualcomm]: Proposes some changes for discussion
	pCR 
	available 
	  

	  
	  
	S3‑213573
	eNS2: Key Issue #1 update 
	Xiaomi Technology 
	[Huawei] : Request for Revision

A few issues inconsistent with the latest TR v030 and proposed changes are detailed in the email.
[Xiaomi]: Revision 1 is available
[Nokia]: Suggest merging with S3-213362
	pCR 
	available 
	  

	  
	  
	S3‑213574
	eNS2: Key Issue #2 update 
	Xiaomi Technology 
	[Huawei] : Propose to postpone or note

The group agreed in last meeting to make decisions taking SA2’s feedback into consideration
[Xiaomi] : Propose not to postpone and provide clarification.
[Nokia] : Support the contribution.
	pCR 
	available 
	  

	  
	  
	S3‑213363
	AF services 
	Huawei, Hisilicon 
	[Nokia]: Request for Revision
	pCR 
	available 
	  

	  
	  
	S3‑213364
	evaluation of solution 1 
	Huawei, Hisilicon 
	[Nokia]: Request for Revision
	pCR 
	available 
	  

	  
	  
	S3‑213365
	proposed conclusion to KI# 3 
	Huawei, Hisilicon 
	
	pCR 
	available 
	  

	5.10 
	Study on non-seamless WLAN Offload in 5GS using 3GPP credentials 
	S3‑213345
	Editor note removal and update to solution#1 
	Nokia, Nokia Shanghai Bell, AT&T, Qualcomm Incorporation 
	>>CC_1<<

[Nokia] presents the status report.
>>CC_1<<
[Ericsson] : The solution needs an update. A revision (r1) is provided in the drafts folder.
[Lenovo] : The revision needs an update.
[Samsung] : Revision requested. We also like to see the NSWO indication back.
[Qualcomm] Needs to be revised to keep the new EN proposed after step 3 – ok with rest of the changes
[Samsung] : Provides clarification on the need for NSWO indication and seeks clarification on the SUCI in NAI format.

[Nokia] : A revision (r2) provided in draft folder.

[Qualcomm] Provides clarifications on the need for NSWO indication and the SUCI in NAI format.
[Lenovo] : Lenovo is fine with revision r2 from Nokia
[AT&T] : AT&T supports revision r2 from Nokia
	pCR 
	available 
	  

	  
	  
	S3‑213349
	pCR TR 33.881: solution #1 
	THALES 
	
	pCR 
	available 
	  

	  
	  
	S3‑213394
	Update solution#1 
	Huawei, Hisilicon 
	[Qualcomm] Revision required
	pCR 
	available 
	  

	  
	  
	S3‑213451
	Updates to solution 1 
	Intel Corporation (UK) Ltd 
	
	pCR 
	available 
	  

	  
	  
	S3‑213543
	Evaluation of Solution #1 (Non-Seamless WLAN offload Authentiation in 5GS) 
	Ericsson 
	[Nokia] Revision required due to few concerns in evaluation.
	pCR 
	available 
	  

	  
	  
	S3‑213350
	pCR TR 33.881: solution #2 
	THALES 
	
	pCR 
	available 
	  

	  
	  
	S3‑213540
	Adding Evaluation to Solution#2 
	Lenovo, Motorola Mobility 
	
	pCR 
	available 
	  

	  
	  
	S3‑213545
	Evaluation of Solution #2 (NSWO authentication using credentials retrieved from UDM/ARPF) 
	Ericsson 
	
	pCR 
	available 
	  

	  
	  
	S3‑213550
	Update of Solution #2 (NSWO authentication using credentials retrieved from UDM/ARPF) 
	Ericsson 
	[Thales] : requires updates.

The solution should take into account scenarios where USIM stores SUPI in NAI format.
[Thales] : requires updates.

The solution should take into account scenarios where USIM stores SUPI in NAI format.
	pCR 
	available 
	  

	  
	  
	S3‑213351
	pCR TR 33.881: solution #3 
	THALES 
	
	pCR 
	available 
	  

	  
	  
	S3‑213541
	Adding Evaluation to Solution#3 
	Lenovo, Motorola Mobility 
	
	pCR 
	available 
	  

	  
	  
	S3‑213548
	Evaluation of Solution #3 (NSWO authentication using credentials retrieved from UDM/ARPF via HSS) 
	Ericsson 
	
	pCR 
	available 
	  

	  
	  
	S3‑213346
	Conclusion for key issue#1 
	Nokia, Nokia Shanghai Bell, AT&T, Qualcomm Incorporated, Lenovo, Motorola Mobility, Huawei, HiSilicon,Samsung 
	[Ericsson] : The conclusion needs an update. A revision (r1) is provided in the drafts folder.
[Lenovo] : We do not agree to revision (r1).
[Qualcomm] r1 needs to be revised
[Nokia] : Revision r1 is not acceptable for us.
>>CC_2<<

[Ericsson] presents

[Lenovo] doesn’t agree with this.

[QC] general ok
[Nokia] proposes to revise

[Huawei] comments on 2nd point.
[Thales] proposes to revise

[Chair] asks to have conclusion in this meeting.

[ATT] encourage discussion to get conclusion.
>>CC_2<<
[Nokia] : r2 is provided with revision proposed during the conference call.
	pCR 
	available 
	  

	  
	  
	S3‑213552
	Conclusion of Key Issue #1 (Support of EAP-AKA’ authentication for NSWO) part 1 
	Ericsson 
	[Nokia] Proposes to note this contribution.
	pCR 
	available 
	  

	  
	  
	S3‑213555
	Conclusion for Key Issue #1 (Support of EAP-AKA’ authentication for NSWO) with SUPI privacy part 2 
	Ericsson 
	[Nokia] Proposes to note this contribution.
	pCR 
	available 
	  

	  
	  
	S3‑213393
	A new key issue on Protection of the 5GS authentication infrastructure 
	Huawei, Hisilicon 
	
	pCR 
	available 
	  

	  
	  
	S3‑213347
	New WID on Non-Seamless WLAN offload Authentication in 5GS 
	Nokia, Nokia Shanghai Bell 
	[Huawei] requires clarification on the procedure and agenda

The document should have been withdrawn by the leadership since it is not in scope of the agenda.
[Nokia] clarification provided and fine to withdraw this contribution.
	WID new 
	
withdrawn 
	  

	6 
	Any Other Business 
	
	  
	  
	
	  
	  
	  


