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1
Decision/action requested

This contribution proposes to add some conclusion for the key issue #6.
2
References

[1]
3GPP TR 33.839 "Study on Security Aspects of Enhancement of Support for Edge Computing in 5GC".

3
Rationale

This contribution proposes to add some conclusion for the key issue #6. 
4
Detailed proposal

**** 1st CHANGE ****

7.6
Conclusions for Key Issue #6
There are three types of interface in the Key issue #6.
For the type A interface (EDGE-1/4), Solution #13 that was proposed to reuse TLS if HTTP protocol is selected.
Editor’s Note: Further conclusion for the type A interface is FFS.
For the type B interface (EDGE-2/7/8), Solution #13 that was proposed to reuse security aspects of Network Exposure Function can be reused if NEF APIs is selected and the security procedures for reference point SCEF-SCS/AS can be reused if SCEF APIs is selected. No new normative work is required.    

For the type C interface (EDGE-3/6/9), Solution #13 that was proposed to reuse transport security protection on the Web service API interface can be reused. No new normative work is required.
.
**** END OF CHANGES ****

