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1	Overall description
SA3 thanks SA2 for the LS S2-2004750 on FS_5G_ProSe in TR 23.752. 
Corresponding to the SA2 study, SA3 is studying all the related security aspects in TR 33.847. The study is progressing with 15 key issues and 23 solution proposals, so far. The study covers key issues and solutions for the architectural options UE-to-Network Relays and UE-to-UE Relays. UE-to-Network Relays with Layer-2 and Layer-3 solutions are also being studied. 
With multiple solutions being proposed for Layer-3 and Layer-2 relays. There are no conclusions available at present time. , SA3 is confident that technically feasible solutions are possible for all the architectural options listed in TR23.752. No security roadblocks for any of the architectural key issues in TR23.752 are anticipated at this time.Evaluation of impact on architecture will be made for each of the solutions to facilitate conclusion drawing by SA2 on the architecture options.
2	Actions
To: SA2 
ACTION: 	SA3 kindly ask SA2 to take the above reply into consideration. If SA2 makes further conclusions on the architectural options L2 vs L3 relays, please keep SA3 informed.
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