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1
Decision/action requested

Sketch of trust model – to be further developed during telcos
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Detailed proposal

*********** START OF CHANGES
4
Trust model
4.0 Introduction
The trust model sets out which actors are expected to behave in which way, i.e. there is no security mechanism in place that would enforce this behaviour. Explicitly stating a trust model allows a consistent evaluation of the security benefits of certain solutions.
4.1
Actors
The following types of actors are considered in this trust model: NF, NRF, SCP, SEPP.
4.2
Deployment options
The following deployment options need to be considered: 
- Direct communication same PLMN vs direct communication Inter-PLMN.
- Indirect communication in same PLMN vs indirect communication Inter-PLMN: For both, SCP standalone and service mesh need to be considered.
4.3
Description of the trust assumptions
Editor’s Note: This subclause describes the service flows described by SA2 and details the trust assumptions in respect of authentication and authorization. 
*********** END OF CHANGES
