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1 Decision/action requested 

This contribution proposes to add a new solution in TR 33.839
2 References
NA
3 Rational
This contribution adds a new solution for Authentication and Authorization between EEC and ECS/EES in TR 33.839.
4 Detailed proposal
*************** Start of Change ****************

6 Solution #X: Authentication and Authorization between EEC and ECS/EES
6.X.1
Solution overview

This solution uses AKMA to addresses the
KI#1 "Authentication and Authorization between EEC and EES" and KI#2 "Authentication and Authorization between EEC and ECS". Besides, a mechanism is proposed for authentication of the GPSI used in communication between EEC and EES/ECS 
6.X.2
Solution details

Authentication between EEC and ECS/EES is achieved via AKMA. As GPSI is used as a user identifier for interactions between EEC and EES/ECS, the GPSI also requires authentication. To verify the GPSI the following steps are executed:
0. The EEC and ECS/EES complete the AKMA procedures and derive the shared A-KID and KAF.
1. The EEC sends GPSI to ECS/EES in provisioning request.

2. To verify the received GPSI, the EES/ECS sends the A-KID and the GPSI to the AAnF via NEF or directly depending on the location of EEC/ECS.

3. The AAnF fetches the GPSI from the UDM based on the SUPI which is a part of AKMA context identified by the A-KID in the AAnF.

4. The AAnF checks whether the GPSI sent by the EEC and the GPSI received from the UDM are same or not. If the check is successful, the AAnF provides validated result to the EES/ECS. Otherwise AAnF sends a failure message.

6.X.3
Solution evaluation 

TBD
*************** End of Change ****************
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