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1
Decision/action requested

Kindly Request this contribution can be accepted by the group
2
References

NA
3
Rationale

Add evaluation to solution#30.
4
Detailed proposal

**** 1st change****

6.29.3
Evaluation
Editor’s Note: Further evaluation is FFS.

This solution introduces a method that can authorize the Remote UE and the UE-to-Network Relay UE during the UE-to-network relay process, generate the ProSe Relay User Key for the Remote UE and the UE-to-Network Relay UE, and then establish a secure connection between the Remote UE and the UE-to-Network Relay UE. This solution does not address a requirement in KI#3, that is, Confidentiality protection, Integrity protection and replay-protection shall be supported between the remote UE and the 3GPP network. Therefore, this solution needs to be combined with other solutions to ensure the security protection between the Remote UE and the 3GPP network.

**** End of change****

