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\*\*\*\*\*\*\*\*\*\*\*\* START OF CHANGES

Annex X (informative):
Authorization security aspects in communication models for NF/NF services interaction

TS 23.501 [2], Annex E, summarizes the different communication models that NF and NF services can use to interact with each other. For authorization, the security between NFs (model A), between NF and NRF (model B), i.e. the use case for direct communication with direct token request to the NRF, and last no least, with involvement of SCP for indirect communication (model C and D) need to be addressed. In model C, the SCP is optionally used to select a specific NF instance from a NF Set, while the discovery of the service to be routed via SCP is directly between NF and NRF. In model D, discovery and associated selection is delegated to the SCP.

Figure Y-1 provides an overview of the authorization aspects in the different models, as described in detail in clause 13.
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**Figure Y-1: Illustration of authorization security aspects per deployment model**
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