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********** START OF 1st CHANGE **********
 1
Security procedures between UE and external data networks via the 5G Network 

11.1
EAP based secondary authentication by an external DN-AAA server
11.1.x
Revocation 
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Figure 11.1.x-1: DN-AAA server initiated secondary authorization revocation
This procedure concerns both roaming and non-roaming scenarios. In the non-roaming and LBO roaming cases, only one SMF is involved. In the HR roaming case, the V-SMF shall proxy the signalling between the AMF in the VPLMN and the H-SMF in the HPLMN. 

1-3
Secondary Authentications has been established according to procedures specified in clause 11.1.2.
Secondary Authorization revocation may be initiated by the external DN-AAA server at any time after successful secondary authentication. 

4. The DN AAA server decides to initiate Secondary Authorization revocation.

5. The DN AAA shall send a Secondary Authorization revocation request to UPF and the UPF forwards to SMF. The Secondary Authorization revocation request contains the GPSI, if available, and the IP address of the UE allocated to the PDU Session and the MAC address if the PDU session is of Ethernet PDU type. The SMF releases the PDU session.
********** END OF 1st CHANGE **********
