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*** 1st CHANGE***
5.2
AKMA key lifetimes

The KAKMA and A-KID are valid until the next primary authentication is performed (implicit lifetime), in which case the KAKMA and A-KID might be replaced after a successful new authentication or removed after an unsuccessful one. 

AKMA Application Keys KAF shall use explicit lifetimes based on the operator's policy. The lifetime of KAF shall be sent by the AAnF as described in clause 6.2. In case that a new AKMA Anchor Key KAKMA is established, the AKMA Application Key KAF can continue to be used until its lifetime expires. When the KAF lifetime expires, a new AKMA Application Key is established based on a new AKMA Anchor Key KAKMA.

*** 2nd CHANGE***
6.4.3 KAF refresh

Ua* protocol may support refresh of KAF. If the Ua* protocol supports refresh of KAF, the AF may refresh the KAF at any time using the Ua* protocol. e.g. when the key's lifetime has expired or will expire soon, or the key cannot meet the AF local validity condition, it shall send a Key Update Renegotiation request to UE, see figure 6.4.3. If UE receives a Key Update Renegotiation request, it starts a UE registration procedure, as specified in clause 6.1, in order to obtain a new KAKMA and a new A-KID. 
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Figure 6.4.3: Key Update Renegotiation
NOTE 1:
If the KAF between UE and AF is invalid, the AF can set deletion the corresponding security association for subsequent removal.

*** END OF CHANGES***
