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1 Introduction

This document presents a solution for a tight coupling between a WLAN and a 3GPP/GPRS network.

By tight coupling we mean the following:  the WLAN is viewed as a new access network attached to the 3GPP core network. The 3GPP control data (layer 3) as well as the user data (IP) flow through the WLAN to the 3GPP network.

1.1 Assumptions and requirements

The Figure 1 illustrates the assumptions we are making to develop the solution. The mobile has a connection with a WEB server before moving from an UTRAN cell into a WLAN cell. After being connected to the WLAN, the radio connection with the UTRAN is lost. However the mobile terminal continue to operate the connection with WEB server. 

The solution should answer the following requirement.

· The solution must support the scenario 2 to 5 specified by the 3GPP-SA2 group (see 4.1)

· The coupling is realized through an IP based network that may be public (Internet). 

· The solution must be compatible with the so-called loose coupling solution as currently envisaged by 3GPP SA2 and ETSI/BRAN. 

· The access point must be transparent to the solution or at least will have to support the same level of modification required for a loose coupling solution as envisaged by the 3GPP SA2 group.

· The solution must re-use as much as possible existing 3GPP protocols/mechanisms:

· Security: re-usage of the Authentication and possibly the Encryption and integrity protection mechanism

· Mobility: re-use the existing mechanism (the inter-system change mechanism for instance)

· The solution must be independent of the WLAN radio technology.
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Figure 1 - Tight coupling model

2 Solution overview

The basic solution is represented by the Figure 2 and the Figure 3. It consists to link the mobile terminal and the SGSN directly; the access point being transparent. 

2.1 The Control plane
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Figure 2 - WLAN interfaces - Control plane

First an EAP connection is set-up between the UE and the SGSN according to [3] or [4]. Diameter is used at the Iw-PS interface in order to carry EAP and to allow the SGSN to control the AP. The DIAMETER entity is used for authorization and accounting and to carry EAP packets. Note that the RADIUS protocol is not used due to its lack of session oriented commands.

The RAL (Radio Adaptation Layer) entity plays the role of the UMTS RANAP [6] that is actually distributed between the UE the SGSN and the AP (through the usage of DIAMETER). The RALP (Radio Adaptation Layer Protocol) is a combination of a subset of the RANAP and the RRC protocol. RALP is transported over EAP using a new EAP method like this specified in [16]. 

The Layer 3 entities: RABM, CM (SM, SMS) GMM interact with the AS (Access Stratum) through the well-defined access points: respectively RABMAS and GMMAS (see [8]).

The signaling transport bearer protocol at the Wu interface is based on EAPOL [3] or GST [4]. 

2.2 The User Plane

The user plane is represented by the Figure 3. GTP encapsulates user data packets (IP datagrams for instance). The RAL entity controls the GTP-U entity through the GTP-U-CONTROL SAP [7]. The user data packets (IP datagrams for instance) are carried transparently by the AP, the SGSN up to the GGSN that acts as an IP Router (see [10]).
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Figure 3 - WLAN interfaces - User plane

The SAPs (Service Access Point) GTP-U-CONTROL and GTP-UNIT-DATA are well defined in [7]. 

2.3 An alternative for the Control plane (split control plane)

The drawback with the control plane stack as presented above is that it requires the usage of the EAP connection not only for authentication but also for the other signaling tasks. An alternative solution would be to use EAP only during the first authentication phase and then switch the signaling connection over a GTP tunnel. Consequently EAP/EAPOL would be used until receiving the EAP success message. Subsequently, the UE and the SGSN would transmit their signaling messages over a GTP/UDP/IP connection. The GTP tunnel identifier and the SGSN IP address is delivered by the SGSN before the EAP success message through a dedicated RALP message.

3 The Radio Adaptation Layer Protocol (RALP)

3.1 Introduction

The RALP protocol is used by the RAL entities located in the UE and the SGSN in order to manage the RABs (Radio Access Bearer). In 3GPP, the RANAP protocol (between the SGSN and the RNC) and the RRC protocol (between the RNC and the UE) allow the RAB management. 

The idea here is to drop the notion of radio bearer. Basically, a RAB is still represented by a GTP connection. However the GTP connection end point is located within the UE (instead of being located in the RNC). The RNC (Radio Network Controller) is still there as an Access Point (AP). However the SGSN can control only a minimum set of functionalities. These functionalities are those defined for the loose coupling case: basically authorization and accounting.

3.2 The Radio Adaptation Layer (RAL) entity

The RAL entity in the SGSN is represented by the Figure 4. The service provided by GC, Nt and DC Service Access Points (SAP) is introduced in [6]. 

From the upper layer, the RAL layer is viewed as the RANAP layer providing the same service. However the RANAP service is implemented using DIAMETER for AP authorization and security (RANAP to DIAMETER entity) and RALP for the rest of the functions (RANAP to RALP entity).
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Figure 4 - RAL entity in the Core Network (SGSN)

3.3 Addressing scheme

One WLAN corresponds to one Service Area and one Routing Area. 

When a UE establishes a connection with the SGSN through the WLAN. The SGSN can computes a WLAN ID based on information delivered by the DIAMETER or DIAMETER packet header comprising the WLAN operator ID the WLAN number and an AP id (two lasts under the scope of the operator). 

The WLAN SGSN uses the WLAN ID to maintain a UE context and for accounting purpose.

Each WLAN SGSN has a well-configured RAI.

The AP maintains a session ID (according to Diameter) that is delivered to the SGSN. This session ID identifies the IW (see Figure 2) connection instance.

3.4 RALP procedures

The following table gives for each RANAP PROCEDURE whether it is supported and what entity and protocol are impacted.

Table 1 - RANAP procedures support

	Name
	Support
	Comment

	Class 1 procedures

	IU RELEASE
	AP (DIAMETER)
	See Signaling connection management (section 3.4.1)

	RELOCATION PREPARATION
	Not used
	See Mobility (section 3.4.3).

	RELOCATION RESOURCE ALLOCATION
	Not used
	See Mobility (section 3.4.3)

	RELOCATION CANCEL
	Not used
	See Mobility (section 3.4.3)

	SRNS CONTEXT TRANSFER
	Not used
	See inter-system mobility (section)

	SECURITY MODE CONTROL 
	UE (RALP), AP (DIAMETER)
	See Security (section 3.4.4)

	DATA VOLUME REPORT

	AP (DIAMETER), RNC (SGSN)
	FFS

	RESET 
	UE (RALP)
	See Reset (section 3.4.5)

	RESET RESOURCE
	UE (RALP)
	See Reset (section 3.4.5)

	Class 2 procedures

	RAB RELEASE REQUEST
	UE (RALP)
	See RAB management (section 3.4.2)

	IU RELEASE REQUEST
	RALP, AP (DIAMETER)
	See Signaling connection management (section 3.4.1)

	RELOCATION DETECT
	Not used
	See Mobility (section 3.4.3).

	RELOCATION COMPLETE
	Not used
	See Mobility (section 3.4.3).

	SRNS DATA FORWARDING INITIATION
	Not used
	See Mobility (section 3.4.3).

	SRNS CONTEXT FORWARDING FROM SOURCE RNC TO CN
	Not used
	See Mobility (section 3.4.3).

	SRNS CONTEXT FORWARDING TO TARGET RNC FORM CN
	Not used
	See Mobility (section 3.4.3).

	PAGING
	UE (RALP)
	See Paging (section 3.4.6)

	COMMON ID
	Optional
	See Miscellaneous (section 3.4.6)

	CN INVOKE TRACE
	Optional
	See Miscellaneous (section 3.4.6)

	CN DEACTIVATE TRACE
	Optional
	See Miscellaneous (section 3.4.6)

	LOCATION REPORTING CONTROL
	Optional
	See Miscellaneous (section 3.4.6)

	LOCATION REPORT
	Optional
	See Miscellaneous (section 3.4.6)

	INITIAL UE MESSAGE
	Not used
	See Signaling connection management (section 3.4.1)

	DIRECT TRANSFERT
	UE, (RALP)
	See Signaling connection management (section 3.4.1)

	OVERLOAD CONTROL
	Not used
	This may be used if the RNC becomes a physical entity.

	ERROR INDICATION
	UE (RALP)
	

	Class 3 procedure

	RAB ASSIGNMENT
	UE (RALP)
	See RAB management (section 3.4.2)


3.4.1 Signaling connection management

3.4.1.1 UE originated Initialization 

In the 3GPP/UTRAN, the NAS signaling connection is initialized upon the first request from the GMM to send a NAS message. The UE establishes an RRC connection with the RNC. The RNC establishes an IU connection with the SGSN corresponding to the domain indicated by the UE. Last the initial NAS message is transmitted though this connection from the UE up to the SGSN.

In the WRAN (WLAN Radio Access Network) the mechanism is quite similar. The UE establishes an EAPOL (or ETSI/Hiperlan2 GST) connection with the AP. The AP establishes an IW-PS signaling connection (DIAMETER) with the SGSN corresponding to the realm name delivered by the UE.

The end-to-end signaling (EAP) connection is then set-up. This is a bi-directional connection. The UE sends a command by sending an EAP request to the SGSN. The later must send back an EAP response packet that may be empty (no payload). The same process applies if the SGSN wants to send a command.

The AP maintains the association between the UE and the signaling connection by computing a session identifier (Diameter session ID AVP for instance). This session identifier is present in each Diameter/DIAMETER packet is used by the SGSN.

The SGSN uses the DIAMETER/DIAMETER session identifier to maintain the association between the signaling connection and the UE.

In order to initiate the signaling connection (upon request from NAS layer), the UE sends the first RALP command UE INITIATE REQUEST. This message contains the UE identity (temporary if available). The network must send back a response (UE INITIATE RESPONSE) that gathers the RAI (Routing Area Identifier). Last the UE confirms the RALP initialization by sending the UE INITIATE CONFIRM message that gathers the UE capabilities as well as the first NAS message (e.g. CM SERVICE REQUEST or ROUTING AREA UPDATE REQUEST).
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Figure 7
 illustrates the initial RALP connection set-up.

After the optional security procedure, two options are possible. 

· The EAP/EAPOL connection remains alive and is used to transfer subsequent RALP signaling messages.

· The ignaling connection swtches over a GTP connection as explained in Error! Reference source not found.. The WLAN SGSN delivers then to the UE the information in order to establish the GTP connection using the RSB ASSIGNMENT REQUEST command that is acknowledged by the UE using the RSB ASSIGNMENT RESPONSE command. Next, the EAPOL/EAP connection is not used anymore and all subsequent signaling messages are sent over the RSB (Radio Signaling Bearer). 

3.4.1.2 Core Network system information

The RRC broadcasts some NAS (Non Access Stratum) system information that is defined in [5] and in [9] section 10.5.1.12. The information relative to the PS domain is the current Location Area Code (LAC) and the current Routing Area Code (RAC) and the PLMN ID. Since in our proposal the RRC entity is no more present, the system information is delivered through the initialization procedure as explained in section 3.4.1.1.

The message contains the CN Common GSM-MAP NAS system information element as well as the PS domain specific system information element as formatted in [9] section 10.5.1.12 and the PLMN ID as formatted in [5].

3.4.1.3 IW release

This corresponding RANAP procedure defines three RANAP messages. IW_RELEASE REQUEST, IW_RELEASE_COMMAND and IW_RELEASE_COMPLETE. The mapping of these commands with DIAMETER is the following.

For the AP to terminate a session with the SGSN the Session-Termination-Request and the Session-Termination-Answer commands are used.

In order for the SGSN to terminate a session with the AP, the Abort-Session-Request and the Abort-Session-Answer commands are used.

3.4.2 RAB Management

RANAP defines two messages: RAB ASSIGNMENT REQUEST and RAB ASSIGNMENT RESPONSE. In order to create, modify or release radio access bearers.

RALP uses the same messages with the restriction indicated in the Table 3.

The SGSN sends to the UE the RAB ASSIGNMENT REQUEST indicating the list of RABs (and its characteristics) to be established. A RAB is identified by a RAB ID.

The UE interprets the RAB characteristics (including QOS attributes) and establishes the radio bearer (RB) according to the WLAN technology. 

The UE establishes the RABs (the GTP tunnels) according to the Transport network layer information elements associated with each RAB: the IP address and the GTP end point identifier.

The UE may request to release one or several RABs using the RAB RELEASE REQUEST message

3.4.3 Mobility

Seamless mobility is ensured through the various RANAP relocation procedures adapted for the RALP protocol when needed. The following sub-sections describe only the UMTS to WLAN and WLAN to UMTS cases. Mobility between a GSM cell and a WLAN cell is for further study although it should look like the two following scenarios.

3.4.3.1 From UMTS to WLAN

Basically a WLAN is identified through the RAI (LAI + RAC) and a RNC ID (12 bits). The way the UE detects its entering into the WLAN is not specified in that document.

The procedure to switch from a UMTS to a WLAN cell follows the inter-RAT UMTS to GSM change depicted in [10] section 6.13.2.1 and is illustrated by the Figure 5. Basically the UE switches to the WLAN, stops transmitting into the UMTS cell and performs a Routing Area Update Request procedure (there is a mean to associate the WLAN with a RAI identity - see section 3.4.1). 

The new SGSN (the WLAN SGSN) requests the SGSN context from the old SGSN (the UMTS SGSN).  The security function can be performed as depicted in 3.4.4. Once the WLAN SGSN gets the SGSN context, it updates the PDP contexts with the corresponding GGSN. In the mean time the old SGSN (UMTS SGSN) forwards downlink packets to the WLAN SGSN. 

The WLAN SGSN updates the UE location with the HLR and with the VLR. The HLR informs the old SGSN (UMTS SGSN) about the cancellation of the location. Consequently the old SGSN remove the IU connection and all the related RAB connections.

The VLR update procedure is not detailed in the figure but is depicted in [10] section 6.13.2.1. Basically the new VLR informs the HLR that cancel the old HLR and insert new subscriber data into the new VLR. The new VLR allocates a new -TMSI and delivers it to the new SGSN (WLAN SGSN).

The WLAN SGSN confirms the routing area update by sending back the Routing Area update Accept message. 

After acknowledgement from the UE, the Signaling connection may remains established (PMM CONNECTED) due to pending downlink data. In that case the SGSN establishes RABs for the associated PDP contexts. Regarding uplink, in case of pending data, the UE sends the CM Service Request message in order to request the establishment of the corresponding RABs. The WLAN SGSN establishes RABS according to the section 3.4.2.
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Figure 5 - UMTS to WLAN change

3.4.3.2 From WLAN to UMTS

The way the UE detects it is leaving the WLAN is not specified in that document. 

The procedure to switch from a WLAN to a UMTS cell follows the inter-RAT GSM to UMTS change depicted in [10] section 6.13.2.2 and is illustrated by the Figure 6. Basically the UE stops transmitting to the WLAN SGSN, switches to the UMTS cell and performs a Routing Area Update Request procedure. 

The new SGSN (the UMTS SGSN) requests the SGSN context from the old SGSN (the WLAN SGSN).  The typical UMTS security function can be performed. Once the UMTS SGSN gets the SGSN context, it updates the PDP contexts with the corresponding GGSN. In the mean time the old SGSN (WLAN SGSN) forwards downlink packets to the WLAN SGSN. 

The WLAN SGSN updates the UE location with the HLR and with the VLR. The HLR informs the old SGSN (WLAN SGSN) about the cancellation of the location. Consequently the WLAN SGSN removes the IW connection (using Diameter) and all the related RAB connections (using RALP).

The VLR update procedure is not detailed in the figure but is depicted in [10] section 6.13.2.2. Basically the new VLR informs the HLR that cancel the old HLR and insert new subscriber data into the new VLR. The new VLR allocates a new -TMSI and delivers it to the new SGSN (UMTS SGSN).

The UMTS SGSN confirms the routing area update by sending back the Routing Area update Accept message. After acknowledgment from the UE, the Signaling connection main remains established (PMM CONNECTED) due to pending downlink data. In that case the SGSN establishes RABs for the associated PDP contexts. Regarding uplink, in case of pending data, the UE sends the CM Service Request message in order to request the establishment of the corresponding RABs. The UMTS SGSN establishes RABS according to the well-defined RANAP RAB Assignment procedure and the RRC RB set-up connection procedure.


[image: image7.wmf] 

GTP

-

C: SGSN Context Request

 

UE

 

SRNC

 

New SGSN

 

(UMTS)

 

Old SGSN

 

(WLAN)

 

UMTS Security

 

GMM: Routing Area Update Request

 

GTP

-

C: SGSN Context Response

 

GTP

-

C: SGSN Context Acknowledge

 

Forward packets

 

GGSN

 

GTP

-

C: Update PDP context 

Request

 

GTP

-

C: Update PDP Context 

Response

 

VLR/HLR

 

MAP: Update GPRS Location

 

MAP: Cancel Location

 

RALP: IW release command

 

RALP: IW release Complete

 

MAP: Cancel Location Ack

 

MAP: Insert Subscriber Data

 

MAP: Insert Subscriber Data Ack

 

MAP: Update GPRS Location Ack

 

GMM: Routing Area Update Accept

 

GMM: Routing Area Update Complete

 

VLR location update

 

MAP: TMSI Reallocation Complete

 

Setup radio re

sources (RRC)

 

CM: Service Request

 

RANAP: RAB Assignment Request

 

RANAP: RAB Assignment Response

 


Figure 6 - UMTS to WLAN change

3.4.4 Security

The Authentication process remains the same than this described by 3GPP. However the integrity protection and ciphering are adapted. They can be both activated between the UE and the SGSN. Integrity protection may be applied to the RALP packets, ciphering may applied to the GTP-U packets.

 The information for the PS domain in the USIM is used without modification.

3.4.4.1 Connection establishment
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Figure 7 - Initial RALP connection

1. The EAPOL (or GST for ETSI BRAN) is established and an end-to-end EAP session is set up.

2. The P-TMSI or IMSI (if no valid P-TMSI) and RAI are retrieved from the USIM.

3. This message is used to deliver to the UE the network system parameters as explained in 3.4.1 

4. This message confirms the establishment of the RALP signaling session. The NAS PDU contains the NAS message that has triggered the connection with the CN: either the GMM ROUTING AREA UPDATE REQUEST message or the CM SERVICE REQUEST message. Both contain the temporary identity (P-TMSI) of the mobile and the KSI (Key Set Identifier). This may be used by the RNC (SGSN) to authenticate the user and decide not to perform an authentication procedure as explained in [15] section 6.4.4. The START value is retrieved from the USIM and is used to initialize the different security counters (see 3.4.4.2).

5. The authentication procedure may be performed. If executed, a new ciphering key, a new integrity protection key and a new KSI shall be generated.

6. Once the UE authenticated, the AP is informed in order to authorized user data traffic the downlink integrity protection can be started.

7. This command is used to deliver to the UE the security parameters chosen by the network as the ciphering algorithm, the integrity protection algorithm and the FRESH parameter use by these algorithms. Since the integrity protection is started, the message gathers a MAC (Message Authentication Code) information. The UE, once receiving the message checks the integrity (using the MAC-I information) and if the message is valid starts uplink integrity protection.

8. This message terminates the security mode command procedure. It is also integrity protected,

9. In case of split control plane (see 3.4.1.1), The SGSN delivers to the UE the necessary information to continue to carry signaling messages over a dedicated GTP tunnel.

10. The UE acknowledges the previous command and in case of success, the UE and the SGSN switch their signaling communication over the dedicated GTP tunnel.

3.4.4.2 Security parameters

COUNT-WI: integrity protection counter. One for RALP downlink and one for RALP uplink. This counter follows the same rules that the COUNT-I counter defined for RRC (see [15] section 6.5.4.1). It is composed with the RALP HFN and the RALP SN that correspond respectively to the RRC HFN and the RRC SN. COUNT-I is initialized with the START value according to [15] section 6.4.8.

RALP HFN: Hyper Frame Number for Control (signaling): 28 MSB of COUNT-WI.

RALP SN: RALP packet Sequence number 4 LSB of COUNT-WI. 

COUNT-WC: ciphering counter: For each GTP tunnel, one for downlink and one for uplink. The counter is composed with the GTP HFN and the GTP SN.

GTP HFN: Hyper Frame Number for GTP data: 16 MSB of COUNT-WC

GTP SN: GTP Sequence Number: 16 LSB of COUNT-WC.

3.4.4.3 START value calculation

See  [15] section 6.4.8

3.4.4.4 Integrity protection

The behavior of the UE is detailed in [5]. In particular the UE maintains a variable called INTEGRITY_PROTECTION_INFO (see section 13.4.10). However there is only one signaling bearer. 

The section 8.5.10 in [5] applies with the following consideration: there is no RB identity since there is only one signaling bearer. "RALP" replaces  "RRC".

3.4.4.5 Ciphering

The ciphering method is shown in [15] section 6.6.3. However the following input parameters have to be adapted to the WLAN case: BEARER is an 8 bits string representing the RAB (Radio Access Bearer). COUNT-WC is used instead of COUNT-C.

3.4.5 Reset

This procedure has the same effect than this described in RANAP[6]. Both the UE and the SGSN can trigger a reset by sending the RESET message. The receiver has to send back a RESET ACKNOWLEDGE message

3.4.6 Paging

In UMTS paging is used to locate a terminal and to request that terminal to become connected in order to receive downlink signaling or user data packets for instance.

Paging is necessary when there is no RAB and no signaling connection established (the UE is in PMM IDLE mode). You may have a signaling connection without RAB. In that case the SGSN can request the establishment of RAB without the need to page the mobile.

The UE may be disconnected from the SGSN (regarding the signaling connection) mainly for inactivity reason. After a certain time the AP may release the DIAMETER connection. The AP can also decide to release the signaling connection with the UE. Since UE never released its attachment with the Core Network, it is considered as attached until it stops the periodic Routing area update procedure.  

In order to page the mobile there are two potential solutions:

· The first one consists to mandate the maintenance of the DIAMETER connection. In other words it is not possible to release the DIAMETER connection fro the AP. Only the SGSN can request this termination. If this connection is permanently alive, the SGSN can request the AP to broadcast a PAGING message using IP multicast or any radio dependant technology.

· The second method consists to page the mobile when it does the periodic routing area update procedure. Once the SGSN receives the GMM "Routing area update Request" message with the "Update Type" IE equal to "Periodic updating" and the PMM state for this IE equal to PMM_IDLE, then the SGSN returns in the DIRECT TRANSFER message the GMM "Routing area update Request" plus an optional IE that contain the paging request.

The RALP message set (section 4.2) reflects the second possibility. For the first possibility, a new DIAMETER message would be required in order to carry the PAGING message.

3.5 RALP message

Most of RALP messages are based on a RANAP messages. Therefore the RALP header contains a value that indicates the format of the message. The general RALP message format is the following:

· Version number

· Integrity check Info (only when integrity protection is required)

· Remaining Information elements (IE)

4 Appendix

4.1 WLAN interworking scenarios

Table 2 - 3GPP SA2 - WLAN interworking scenarios

	Scenarios:

Service and operational Capabilities:
	Scenario 1: Common Billing and Customer Care
	Scenario 2: 3GPP system based Access Control and Charging
	Scenario 3: Access to 3GPP system PS based services
	Scenario 4: Service continuity
	Scenario 5: Seamless services
	Scenario 6:

Access to 3GPP system CS based Services

	Common billing


	X
	X
	X
	X
	X
	X

	Common customer care


	X
	X
	X
	X
	X
	X

	3GPP system based Access Control

	
	X
	X
	X
	X
	X

	3GPP system based Access Charging

	
	X
	X
	X
	X
	X

	Access to 3GPP system PS based services from WLAN
	
	
	X
	X
	X
	X

	Service Continuity

	
	
	
	X
	X
	X

	Seamless Service Continuity

	
	
	
	
	X
	X

	Access to 3GPP system CS based Services with seamless mobility
	
	
	
	
	
	X


4.2 RALP message set 

Table 3 - RALP message set

	Message Name
	Format
	Integrity

Protection
	Direction 
	Comment

	UE_INITIATE_REQUEST
	New
	No
	UE(CN
	Contains identity f the UE: P-TMSI or IMSI + RAI (LAI + RAC).

	UE INITIATE RESPONSE
	New
	No
	UE(CN
	Contains the RAI (LAI + RAC), PLMD ID and RNC-ID (12 bits) associated with the WLAN.



	UE INITIATE CONFIRM
	New
	No
	UE(CN
	Contains the NAS PDU as formatted in [6] (section 9.1.33), UE radio access capabilities and START as formatted in the Table 4.

	UE INITIATE REJECT
	New
	No
	UE(CN
	Contains the reason. 

	
	
	
	
	

	DIRECT TRANSFER
	RANAP
	Yes
	UE((CN
	Global RNC-ID not required

The optional PAGING IE may be present (see Table 4)

	
	
	
	
	

	RAB ASSIGNMENT REQUEST
	RANAP
	Yes
	UE(CN
	No data volume reporting indication set to "do no report"

	RAB ASSIGNMENT RESPONSE
	RANAP
	Yes
	UE(CN
	

	RAB RELEASE REQUEST
	RANAP
	Yes
	UE(CN
	RAB list + cause

	
	
	
	
	

	RSB ASSIGNMENT REQUEST


	New
	Yes
	UE(CN
	Formatted basically as the RAB ASSIGNMENT RESPONSE with the following restrictions: Only one RSB is to be set up, no NAS synchornisation indicator, no User plane Information, no Second setup or modify item.

Required if support of split control plane (see section 2.3)

	RSB ASSGNMENT RESPONSE
	New
	Yes
	UE(CN
	Formatted basically as the RAB ASSIGNMENT REQUEST with the following restrictions: Only one RSB is managed, no data volume, no RAB queued. 

Required if support of split control plane (see section 2.3)

	
	
	
	
	

	IW RELEASE REQUEST

	RANAP
	Yes
	UE(CN
	According to [6] section 9.1.6

	IW RELEASE COMMAND
	RANAP
	Yes
	UE(CN
	According to [6] section 9.1.7 

	IW RELEASE COMPLETE

	RANAP
	Yes
	UE(CN
	According to [6] section 9.1.8

	
	
	
	
	

	RESET
	RANAP
	Yes
	UE((CN
	Global RNC-ID not supported

	RESET ACKNOWLEDGE
	RANAP
	Yes
	UE((CN
	Global RNC-ID not supported

	
	
	
	
	

	SECURITY MODE COMMANDE

	RANAP
	No
	UE ( CN
	According to  [6] section 9.1.26

	SECURITY MODE COMPLETE

	RANAP
	No
	UE ( CN
	According to  [6] section 9.1.27


Table 4 - RALP information element (IE) details

	Information element
	Comment

	Integrity check Info
	The MAC and the RALP SN As formatted in [5] (section 10.3.3.16). Read RALP instead of RRC RB ID (5 bits) is not used.

	START
	As formatted in [5] (section 10.3.3.38)

	UE radio access capabilities

	As formatted in [5] (section 10.3.3.42). Only the following IEs are required:

PDCP capability

Security capability

UE positioning capability

Measurement capability

	Paging
	Formatted according to [6] section 9.1.23. The "Non Searching Indication" IE and the "DRX Cycle Length Coefficient" IE are not required.  

This IE is present within the DIRECT TRANSFER message if the message carries the GMM "Routing Area Update Accept" in response of a previously received " Routing Area Update Request" message with the IE "Update Type" set to "Periodic updating"  (in other words if the UE is in PMM IDLE mode).
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