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Discussion and decision
At SA2#31 some agreements were made regarding Scenario 3 and support of UE initiated tunnelling. A number of changes to section 6 seem to be needed. 

1
Border Gateway Issues

The name is not particularly appropriate and is somewhat misleading. A border gateway has a rather specific meaning in the context of IP and is associated with support of BGP. Can we agree a more appropriate term  which is less misleading and more appropriate to functionality it provides – “access router”, “WLAN Access Gateway (WAG)”  ……?

The border gateway is shown as optional only in the roaming reference model (Figure 6.2) and not in the non roaming reference model. However text in Section 6.2.5 indicates that the border gateway is also optional in the non roaming case.

In Scenario 3 the border gateway may provide 

· Routing policy enforcement, ensuring that all packets from the UE are routed to the HPLMN

· Packet filtering, ensuring that packets from authorised UEs are only routed to the PDG in the HPLMN and that packets from other sources than the PDG in the HPLMN are not routed to the UE

This functionality is appropriate to roaming and non roaming WLAN inter-working. It is therefore proposed to update Figure 6.1 to show the border gateway (optional?) in the non roaming reference model (for Scenario 3).

2
Packet Data Gateway and Service Selection

Figure 6.2 implies that the Packet Data Gateway in the VPLMN may be used as well as or instead of the Packet Data Gateway in the HPLMN. Section 6.2.6 is ambiguous regarding circumstances in which the packet data gateway is used and when the packet data gateway is in the HPLMN or VPLMN.

3GPP PS domain services (Scenario 3) are accessed via a Packet Data Gateway. 3GPP PS domain services will normally be accessed via a Packet Data Gateway in the user’s home network. However, the process of authorisation and service selection (e.g.APN selection) and possible subscription checking should determine whether a service shall be provided by the home network or by the visited network. If the service is provided by the visited network then the visited network functions as the home network in the non roaming case (Figure 6.2 b) below ). It is assumed that the resolution of IP address of the packet data gateway providing access to the selected service will be performed by the PLMN functioning as the home network and will be resolved by DNS lookup.

Successful service selection results in

· Determination of the packet data gateway IP address used by the WLAN UE

· Allocation of an IP address (the UE’s home address) to the UE by the HPLMN (if one is not already allocated)

· Allocation of an IP address (e.g, care of address) to the UE by the WLAN/VPLMN

· Registration of the IP address allocated by the WLAN/VPLMN with the packet data gateway and binding of this address with the home IP address


[image: image1]
Figure 6.2 a) Roaming Reference Model – 3GPP PS domain services provided via 3GPP home network
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Figure 6.2 b) Roaming Reference Model – 3GPP PS domain services provided via 3GPP visited  network

We therefore need to make modifications to the roaming reference model and related text to cover issues related to service selection and provision of 3GPP PS Domain services by the visited network and/or home network.

It is agreed that UE initiated tunnelling shall be supported in R6 and that tunnelling between the UE and the packet data gateway in the network serving as the home network shall be supported. Functionality listed in 6.2.6 needs to be extended to cover

· De-capsulation (as well as encapsulation)

· Allocation of the IP address by which the UE is identified on the home network

· Registration of the address allocated by the WLAN/Visited Network  (e.g., the care of IP address) and binding of this address with the home IP address 

· Procedures for unbinding care of address with home IP address

· Procedures for accommodating changes to the IP address allocated by the WLAN/VPLMN (Note: this is possibly more of a Scenario 4 issue)

· Procedures for user authentication, prevention of hijacking i.e. ensuring that only the correct user binds a care of address with the home IP address, unbinds care of address etc.

3
General Reference Model Issues (Section 6.1.2.2)

It is explained in Section 6.2.6 that the Packet Data Gateway generates charging information. However no reference point is shown relevant to the transfer of charging information from the Packet Data Gateway to AAA server or to CGwCCF. We seem to need to extend the definition of Wm or introduce a new reference point for this purpose. Also charging control parameters need to be transferred to the packet data gateway from the AAA server.  This implies that charging control parameters need to be transferred from the AAA server via the AAA proxy to the packet data gateway in the visited network. Also charging records generated by the packet data gateway in the visited network may need to be relayed by the AAA proxy to the AAA server in the home network to the CGwCCF in the home network. We can either extend the definition of  Wb for this purpose or introduce a new reference point between AAA servers in the visited and home networks.

Also a new interface Wg is proposed for delivering authorization information delivered to the VPLMN over the Ws interface to the WLAN Access Gateway.

4
Wx

This reference point needs to be extended to include functionality such as

· Retrieval of service related information (e.g. APNs that may be selected by the UE) including indications of whether the service is to be supported by the HPLMN or by an identified set of VPLMNS

5
Wb

This needs to be updated if the changes identified under  Packet Data Gateway are agreed

6
Wn

This section should be written more simply to state

“This reference pont transports UE initiate tunnelling packets between the UE and the packet data gateway in the 3GPP network serving as the home network.”

7
Wm

This needs to be updated if the changes identified under 2 are agreed. The following functionality may need to be added

· Transfer of charging data from the PDG to the AAA server

· Transfer of charging control information to the PDGG from the AAA server

8
Wg

This is a new AAA interface between the AAA proxy and the WLAN Access Gateway and is used to provide IP filtering or UE-transparent tunnelling attributes to the WAG.

8
Editorial Comments

The term “with or without an intermediate network” (Figures 6.1 and 6.2) and “possibly via intermediate networks” is confusing and appears to be irrelevant. It is therefore proposed that it is deleted.
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