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Introduction

The requirement of hiding the internals of networks has been raised in previous discussions on call flows. This requirement has been cited in support for the need of an I-CSCF to exist in all SIP interworking scenarios such as application registration and invite. While the use of such "Firewall" CSCFs should be allowed, it should not be mandated. This contribution shows that such use does not impact the R00 architecture and therefore such elements can be left out of our call flows without any loss of the ability of the operator to include such elements in a network deployment.

Discussion

The following sections show two versions of the same informaiton flow. The first shows a mobile originated scenario where the I-CSCF is used to hide internal network details. The second flow is the same scenario without the I-CSCF being used in this role.
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1.    The invite is initiated by the UE.

2.   The local proxy forwards the invite to a firewall I-CSCF.

3.   The I-CSCF doesn't have any address information from the Home network and therefore sends a query to the DNS to obtain the address of an I-CSCF in the Home.

4.   An I-CSCF address is returned.

5.  The invite is forwarded on after hiding all previous internal addresses.

6.   The Home I-CSCF gererates a query to the HSS to obtain the address of the current S-CSCF.

7.   The S-CSCF address is returned.

8.   The invite is forwarded to the S-CSCF.

9.   The  S-CSCF and the Service Platform interact for service control.

10. The S-CSCF forwards the invite on to a media gateway.

11. The SIP signaling is converted into ISUP over IP.

12. The ISUP is sent over SS7.

13. Bearer establishment is performed.

14. The ISUP response is sent over SS7.

15. The ISUP response is sent over IP.

16. The ISUP is converted into SIP and forwarded over multiple hops to the UE.
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1.    The invite is initiated by the UE.

2.   The local proxy forwards the invite directly to the Home S-CSCF using the address provided at registration.

3.   The  S-CSCF and the Service Platform interact for service control.

4.   The S-CSCF forwards the invite on to a media gateway.

5.   The SIP signaling is converted into ISUP over IP.

6.   The ISUP is sent over SS7.

7.   Bearer establishment is performed.

8.   The ISUP response is sent over SS7.

9.   The ISUP response is sent over IP.

10. The ISUP is converted into SIP and forwarded over multiple hops to the UE.

Conclusions

As can be seen from the above procedures, the flows 3 through 7 in the first procedure are only required in the case where a Home network element address is not provided to the visited network in the registration operation. The second procedure assumes that an S-CSCF address was provided, but this could just as easily have been an I-CSCF address without any change in the Visited network procedure.

Firewall CSCFs may be used at the descretion of an operator but they need not be required. It is proposed  that the following change be adopted in Section 4.2.3.1 of 23.228.

4.2.3.1

Support of Roaming Subscribers

.

.

.

-    When subscribers roam to networks where a serving CSCF is offered and the home network decides to use the visited network based serving CSCF solution, the visited network serving CSCF may be used to provide service control to the roamed subscriber.

The visited network may support serving CSCF for inbound roamers. 

The visited network shall support proxy CSCF for inbound roamers. 
The use of additional CSCFs, that is Interrogating CSCFs,  to be included in the SIP signaling path is optional. Such additional CSCFs may  be used to shield the internal structure of a network from other networks.
If a visited network decides not to offer serving CSCF capability for inbound roamers, then the home network shall provide a serving CSCF  to support IM Roaming.

The home network may provide a serving CSCF for outbound roamers even when a visited network offers the support of a serving CSCF (in this case the visited network provides proxy CSCF).

When users are within their home network, a home network based serving CSCF  provides service control.  If the home operator wishes to use home service control for outbound roamers, then a home network based serving CSCF shall be used for outbound roamers’ service control.







