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1 Background

The proposed IM subsystem procedures for application level registration assume that the UE obtains the address of a local proxy CSCF by some means, known as CSCF discovery.  Proxy CSCF discovery takes place either during or immediately after PDP context activation.  The UE then sends a REGISTER message to the local proxy CSCF, which triggers the registration flows described in 23.821/23.228.  

This contribution describes a set of architecture assumptions that should guide the choice of the CSCF discovery mechanism, and then analyzes several alternative approaches.  We conclude that the domain name of a local proxy CSCF shall be conveyed to the UE either by DHCP or through an additional configuration parameter in PDP Context Activation procedures.  This domain name maps to the proxy CSCF's address.

2 Architecture Assumptions

We start by describing a set of architecture assumptions that should guide the choice of the CSCF discovery mechanism.  

1. We assume that operators will maintain one or more proxy CSCFs for a particular "serving area."  This serving area might correspond, for example, to a set of GGSN's.  The CSCF discovery process selects a proxy CSCF from the set associated with the GGSN where the UE is registered.  

2. The discovery procedures should support coarse-grained load balancing among this set of CSCF's.   The load balancing might be a simple "round robin" or weighted "round robin" among the CSCF's. 

3. Proxy CSCF capabilities need not be considered in CSCF discovery since the proxy CSCF does not play a role in service control.  Thus, we assume that all proxy CSCF's are equivalent from the point of view of the UE.  (The approaches recommended below do not rely on this assumption).

4. The CSCF discovery procedure should be based on standard IP protocols.  

3 Approaches 

We consider several approaches to proxy CSCF discovery.  All of the approaches are based on standard protocols.  

3.1 Approach 1: DHCP

The Dynamic Host Configuration Protocol (DHCP) is commonly used to pass configuration parameters to hosts connected to IP networks.  The UE contains a DHCP client, which uses end-to-end DHCP to request an IP address and additional configuration parameters from a DHCP server
 in the IP network.  The GGSN contains a DHCP relay agent that inter-works between the UE and a DHCP server in the IP network.  In this approach, the DHCP server includes the domain name of a proxy CSCF in the configuration parameters in its DHCP response [1].

The DHCP server supports load balancing among multiple CSCF's by returning different CSCF names to different clients, based on administrative policy or server load.   (Alternatively DNS based load balancing could be used).  Support for operator-specific logic to support administrative policy or load balancing is commonly provided in commercial DHCP server products.  For example, this operator-specific logic might be implemented through an interaction between the DHCP server and a "resource broker." Recovery from CSCF failure can be supported by including multiple CSCF names in the DHCP response.  The UE tries the CSCF's sequentially, and thus can recover from CSCF failure. 

This approach is based on the PDN Inter-working Model for DHCP defined in [2].  The protocol stack is shown in Figure 1.   
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Figure 1: Protocol Stack for End-to-end DHCP
3.2 Approach 2: Extension to PDP Context Activation procedures

As an alternative to DHCP, the domain name of the proxy CSCF can be provided to the UE via a new protocol configuration option in the PDP Context Activation procedures.  In this approach, the UE sends the Activate PDP Context request to the SGSN including a "Proxy CSCF Discovery" Protocol Configuration Option.  The SGSN sends the Create PDP Context Activation request to the appropriate GGSN, including this configuration option.  The GGSN then uses DHCP to request the domain name of the proxy CSCF from a DHCP server, and includes this domain name in its response to the SGSN.  As in approach 1, the DHCP server can use operator-specific logic to select the CSCF whose name is returned.

This approach is similar to the models for transparent/non-transparent access to an ISP defined in [2].  Non-transparent access may be preferred as it supports authentication of the UE.  However, we do not assume the use of PPP between the TE and MT as defined in [2].  

3.3 Approach 3: SIP multicast 

This approach performs proxy CSCF selection using SIP-specific application layer multicast.  The REGISTER message is multicast to the well-known “all SIP servers” multicast address.  The REQUEST-URI in the REGISTER contains the domain name of the hI-CSCF.  The multicast is scoped so that it does not propagate beyond the local administrative domain.   One or more proxy CSCF's respond to the REQUEST;  this response is sent via multicast.  To avoid "response implosion" at the UE, CSCF's delay their response by a random interval uniformly distributed between zero and one second.  A UE should send a CANCEL message to suppress duplicate responses when it receives a 2xx, 401, 407 or 6xx response.  CSCF's may suppress their response on receipt of a response to the original request from another CSCF.  (According to [3], this may be difficult in practice).

4 Analysis of different approaches

Approach 1 is based on a standard protocol (DHCP).  Operator-specific logic at the DHCP server allows this approach to support load balancing among multiple proxy CSCF's as well as CSCF selection based on administrative policy.  One disadvantage of this approach for low-cost UE is that it requires support for a DHCP stack in the UE. 

Approach 2 does not require an additional protocol stack in the UE, as it conveys the domain name of a proxy CSCF in a new protocol configuration option in the PDP Context Activation messages.  This approach reduces airlink messaging over approach 1 since the UE is not involved in the DHCP exchange.  Requirements for UE authentication by the ISP are FFS.  However, we note that approach 2 supports RADIUS authentication.  

Approach 3 (SIP multicast) does not require an additional protocol stack in the UE, since SIP is already supported.  This approach seems to support load balancing among multiple CSCFs.  Support for administrative policy may be more difficult to achieve.

We note, however, that the SIP response suppression mechanism has serious problems when there are multiple CSCF's.  In this case, each CSCF initiates registration procedures involving the home network on receipt of the REQUEST message from the UE.  According to SIP response suppression, these procedures are terminated when a final response is sent to the UE by one of the CSCF's.  Since a final response is sent only after registration is completed, it is too late.  Even when there is only one CSCF, the UE does not know that this is the case.  As a result, the UE must issue a CANCEL request after a final response from the CSCF.  The semantics are slightly confusing here, since the REGISTER has actually succeeded.

The multicast approach cannot be used without an adequate response suppression mechanism.  Thus, this approach should not be considered further.

5 Proposal

This contribution proposes to incorporate the following text into Section 5.2.1 of 23.228.  

Proxy CSCF discovery is used to convey the domain name(s) of one or more local proxy CSCF's to the UE.  The proxy CSCF procedures shall support load balancing among multiple CSCF's.   These procedures shall be based either on DHCP or a new protocol configuration option in the PDP context activation procedures.   
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� We assume the use of DHCPv6 since the IM subsystem uses IPv6 addressing.  
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