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1. Introduction

2. This document proposes the location, the format and an initial (non exhaustive) list of call cases for 23.228.

3. Location of call flows within 23.228

4. All call flows to be included within Informative Appendix of 23.228 (not main body text).   These can be converted to main body normative text once they are stable.

5. Call cases to be studied

It is proposes that the following call cases are used as a starting point for the call flows of 23.228.  It should be noted that failure and error cases may also need to be considered.

Proposed structure and headings for 23.228 Appendix

1. Appendix X.Y

2.1 Call flows (not complete list below)

2.2 Mobile originated call to local PSTN (non roaming UE)

2.3 Mobile originated call to local SIP client (non roaming UE)

2.4 Mobile originated call to local PSTN (roaming UE, VPLMN based S-CSCF)

2.5 Mobile originated call to local PSTN (roaming UE, HPLMN based S-CSCF)

3.1 ……

3.2 Mobile terminated call from PSTN local to HPLMN (non roaming UE)

3.3 Mobile terminated call from SIP client local to HPLMN (non roaming UE)

3.4 Mobile terminated call from PSTN local to HPLMN (roaming UE, VPLMN based S-CSCF)

3.5 Mobile terminated call from PSTN local to HPLMN (roaming UE, HPLMN based S-CSCF)

3.6 …….

4.1 Mobile to mobile call (non roaming UEs)

4.2 Mobile to mobile call (roaming UE, VPLMN based S-CSCF)

4.3 Mobile to mobile call (roaming UE, HPLMN based SCSCF)

4.4 Mobile to mobile call (roaming UE, V/HPLMN based S-CSCF)

4.
Format and information included in flows

· Target format for flows to follow

· All elements of R00 architecture: UE, CSCF (all ‘functional’ elements shown as I-CSCF, Proxy CSCF and S-CSCF etc), HSS etc.

· C Plane and U Plane elements that are involved within the flows (e.g. MGCF, MGW) as applicable

· Show pertinent interactions with GPRS (e.g. Security, PDP Context for U Plane set-up, indicative of ‘C plane PDP set-up’, U Plane requested from SGSN ‘e.g. activate PDP Context request), 

· Show linkages of messages external to the PLMN, e.g. SIP messages to non PLMN clients, ISUP messages to/from PSTN.

Note: Flows can be built gradually e.g. take initially available SIP based flows contributions as starting point.

The format currently used within 23.060 (GPRS Stage 2) should be used as a guideline for the detail to be shown (see extract following).  This general format used successfully within 3GPP should be followed. The format has, introductory text, numbered ‘arrows’, text description of arrows and general comments and notes outlining operation.

5
Example Format for stage 2 call flows 

The following text is an example of the level of information and format suggested for the call flows.  This format is based on 23.060.

 “6.12.1
Service Request Initiated by MS Procedure
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The MS in PMM‑IDLE state sends the Service Request message to the 3G‑SGSN in order to establish the PS signalling connection for the upper layer signalling or for the resource reservation for active PDP context(s). After receiving the Service Request message the 3G‑SGSN may perform authentication and it shall perform the security mode procedure, and it shall respond with a Service Accept message towards the MS.  If  the 3G-SGSN can not accept the Service Request message, it  shall respond with a Service Reject message to the MS with an appropriate cause value.. After the establishment of the secure PS signalling connection to a 3G‑SGSN the MS may send signalling messages, e.g., Activate PDP Context Request, to the 3G‑SGSN, or the 3G‑SGSN may start the resource reservation for the active PDP contexts depending on the requested service in the Service Request message. This procedure is also used by an MS in PMM‑CONNECTED state to request the resource reservation for the active PDP contexts.

Figure 1: Service Request Initiated by MS Procedure

1)
The MS establishes an RRC connection, if none exists for CS traffic.

2)
The MS sends a Service Request (P‑TMSI, RAI, CKSN, Service Type) message to the SGSN. Service Type specifies the requested service. Service Type shall indicate one of the following: Data or Signalling. At this point, the SGSN may perform the authentication procedure.


If Service Type indicates Data then a signalling connection is established between the MS and the SGSN, and resources for active PDP context(s) are allocated, i.e., RAB establishment for the activated PDP context(s).


If Service Type indicates Signalling then the signalling connection is established between the MS and the SGSN for sending upper-layer signalling messages, e.g., Activate PDP Context Request. The resources for active PDP context(s) are not allocated.3)
The SGSN shall perform the security functions if the service request was initiated by an MS in PMM‑IDLE state.

4)
The SGSN shall  respond with a Service Accept message towards the MS if it is in the PMM‑IDLE state and shall enter the PMM-CONNECTED state.  The MS shall enter  the PMM-CONNECTED state on receipt of the Service Accept Message.  If  the SGSN can not accept the Service Request message, it  shall respond with a Service Reject message to the MS with an appropriate cause value.

5)
In case Service Type indicates Data, the SGSN sends a Radio Access Bearer Assignment Request (NSAPIRAB ID(s), TEID(s), QoS Profile(s), SGSN IP Address(es)) message to re-establish radio access bearer for every activated PDP context.

6)
The RNC indicates to the MS the new Radio Bearer Identity established and the corresponding RAB ID with the RRC radio bearer set up procedure.

7)
SRNC responds with the Radio Access Bearer Assignment Response (RAB ID(s), TEID(s), QoS Profile(s), RNC IP Address(es)) message. The GTP tunnel(s) are established on the Iu interface. The SGSN shall  respond with a Service Accept message towards the MS if it is in the PMM-CONNECTED state and stay in the PMM-CONNECTED state. The MS shall  stay in the PMM-CONNECTED state on receipt of the Service Accept Message and it shall stop the Service Request procedure supervision timer that may be running and the Service Request procedure is considered to be successfully completed.  If the RNC returns a Radio Access Bearer Assignment Response message with a cause indicating that the requested QoS profile(s) can not be provided, e.g., "Requested Maximum Bit Rate not Available", then the SGSN may send a new Radio Access Bearer Assignment Request message with different QoS profile(s). The number of re-attempts, if any, as well as how the new QoS profile(s) values are determined is implementation dependent.

8)
For each RAB re-established with a modified QoS profile, the SGSN initiates a PDP Context Modification procedure to inform the MS and the GGSN of the new negotiated QoS profile for the corresponding PDP context.

9)
The MS sends the uplink packet.

For any Service Type, the MS knows that the Service Request message was successfully received in the SGSN when the MS receives the Service Accept message.

For any Service Type, in case the service request cannot be accepted, the network returns a Service Reject message to the MS with an appropriate cause value.

For Service Type = Data, in case the SGSN fails to re-establish RAB(s) for the PDP context(s), the SGSN determines if an SM procedure, such as SGSN-Initiated PDP Context Modification or PDP Context Deactivation, should be initiated. The appropriate action depends on the QoS profile of the PDP context and is an operator choice.”

-- End of document --
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