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When an IPv6-capable UE attempts to assign an IPv6 address to the WLAN interface, it uses either Stateless address autoconfiguration (SLAAC, as per RFC 4862) or Stateful address autoconfiguration (as per RFC 3315), depending on the information in the received Router Advertisements. In case stateful autoconfiguration is used, the UE sends a DHCPv6 Solicit message as e.g. required by SaMOG solution 3, “Stateful DHCP-based Solution”. In case, however, stateless autoconfiguration is used the UE creates its own IPv6 (by appending the received prefix with an interface identifier) and does not send a DHCPv6 Solicit message. However, the UE may send a DHCPv6 Information-request message if it needs further configuration information (e.g. DNS servers) but no addresses.
The flags included in the Router Advertisement message are shown below: 

· M - Managed Address Configuration Flag (see RFC4861)

· O - Other Configuration Flag (see RFC4861)

· H - Mobile IPv6 Home Agent Flag (see RFC3775)

· Prf - Router Selection Preferences (see RFC4191)

· P - Neighbor Discovery Proxy Flag (see RFC4389)

As specified in RFC 4861 (which specifies the RA message format):

· When the M flag is set, it indicates that addresses are available via DHCPv6, thus the UE is expected to send a DHCPv6 Solicit message. If the M flag is set, the O flag is redundant and can be ignored because DHCPv6 will return all available configuration information. 
· When the O flag is set, it indicates that other configuration information is available via DHCPv6, thus the UE may send a DHCPv6 Information-request message to receive e.g. DNS-related information.
It is understood therefore that when a WLAN requires from UEs (IPv6 clients) to send the DHCPv6 Solicit message for address assignment, it should be configured to send RAs with the M flag set. In this case, how would UEs that don’t support DHCPv6 (e.g. Rel-11 UEs) behave? Can they still use the Prefix information in RA, if it exists, to create their own IPv6 address? Is it allowed for the UE to use SLAAC when the M flag is set?
Since it is expected that most UEs today decide whether to use SLAAC or DHCPv6 for address assignment in compliance with the applicable RFCs, we believe it is important to answer the following question:

· Is it possible for the same WLAN network to support simultaneously UEs that must use DHCPv6 for address assignment (e.g. SaMOG Rel-12 UEs) and legacy UEs that can only use SLAAC? Can these UEs be supported on the same SSID, or different SSIDs should be configured for SaMOG Rel-12 UEs and legacy UEs?
Until this question is resolved, we propose to include the following Editor’s Note in Solution 3:

Editor’s Note: The TWAN should be configured to send Router Advertisements that indicate to IPv6-capable UEs to use stateful address autoconfiguration. It is FFS study if and how the same TWAN can simultaneously support UEs (e.g. Rel-11 UEs) that do not implement stateful address autoconfiguration.

****************************** START OF CHANGES *****************************
8.2.3.2.1
Initial Attach in WLAN on S2a

8.2.3.2.1.1
Initial Attach in WLAN on GTP/PMIP S2a
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Figure 8.2.3.2.1.1-1: Initial attachment in WLAN on GTP/PMIP S2a for roaming, LBO and non-roaming scenarios

The scenario is defined as the TWAN using the layer 3 attach request, including a DHCPv4 or DHCPv6 message, sent by the UE as the attach trigger. 

1. The step is same as step 1 in TS 23.402 [3] clause 16.2.1. 

2. 
In this step, indication on whether the UE indicates its capability (i.e. Rel-12 SaMOG capability) to the AAA server during the authentication procedure. Based on the UE capability provided by AAA server, the TWAN decides to use L3 trigger. 

3. 
The UE shall send a DHCPv4 Discover as per IETF RFC 2131 [9], or DHCPv6 Solicit as per IETF RFC 3315[23] to TWAN, including the following information,
· The requested APN
· An indication on the requested access (EPC via S2a access or the use of NSWO access) 

· And in the former case, an APN optionally. 
· An downlink GRE key may be inserted in client id (for DHCPv4) or in IAID (for DHCPv6)

· Requested PDN type – one of IPv4, IPv6 or IPv4/IPv6
Editor’s Note: The TWAN should be configured to send Router Advertisements that indicate to IPv6-capable UEs to use stateful address autoconfiguration. It is FFS study if and how the same TWAN can simultaneously support UEs (e.g. Rel-11 UEs) that do not implement stateful address autoconfiguration.
Based on HSS/AAA authorization and the received UE EPC/NSWO access indication whether or not to establish S2a, TWAN can decide to allow EPC access or not.  The following steps 4-8 are proceeded according to the considerations below. 
If UE doesn’t provide an APN to TWAN, then:

A. 
If the TWAN decides NSWO access, steps 4-8 below are skipped. Instead, the TWAN assigns an IPv4 address and/or IPv6 prefix from its local address pool to the UE (depending on the L3 attach request in step 3) and the traffic will be forwarded/received without traversing EPC. 
B. 
If the TWAN decides S2a access, the TWAN shall request to PDN GW for an IPv4 address and/or IPv6 prefix and PDN GW shall return an IPv4 address and/or IPv6 prefix to the TWAN during steps 4-8.
If UE provides its requested APN to TWAN, and the TWAN determines that S2a shall be established, the TWAN proceeds according to steps 4-8 below. 

4.  TWAN decides PDN type according to requested PDN type and subscribed PDN type from HSS, and sets the Dual Address Bearer Flag when the PDN type is set to IPv4v6. The TWAN sends a Create Session Request message to the PDN GW, including PDN type, Dual Address Bearer Flag.
5.  The step is same as step 10 in TS 23.402[3] clause 16.2.1.
6.
The 3GPP AAA Server decides whether or not to update PDN GW identification according to the UE capability, which has been provided at the authentication phase. If the UE supports IP address preservation, the 3GPP AAA Server shall update PDN GW identity towards the HSS.

7-8. These steps are the same as steps 6-7 in TS 23.402[3] clause 16.2.1. If Dual Address Bearer Flag is set, the PDN GW shall return IPv4&IPv6 to TWAN.
9a. For DHCPv4, TWAN returns DHCP offer message to UE.

10a. UE sends DHCP Request (for DHCPv4) to TWAN, and TWAN returns DHCP Ack message to the UE, including the indication on whether EPC access or NSWO access has been granted to the UE, and GRE tunnelling information where GRE tunnel information includes uplink GRE key, UE’s local IP address and optional Serving UE TWAG’s IP address which are allocated by TWAN for tunnelling support in the case of multiple PDN connections. If Serving UE TWAG’s IP address isn’t received from TWAN, UE shall use the “server identifier” option in DHCP message as Serving UE TWAG’s IP address.
Editor’s note: Whether to include TWAG’s IP port number is FFS. 
9b. For DHCPv6, TWAN returns DHCP advertise message to UE.

10b. UE sends Request (for DHCPv6) to TWAN, and TWAN returns Reply message to the UE, including the indication on whether EPC access or NSWO access has been granted to the UE, and GRE tunnelling information where GRE tunnel information includes uplink GRE key, UE’s local IP address and optional Serving UE TWAG’s IP address which are allocated by TWAN for tunnelling support in the case of multiple PDN connections. If Serving UE TWAG’s IP address isn’t received from TWAN, UE shall use the “server identifier” option in DHCP message as Serving UE TWAG’s IP address.
Editor’s note: Whether to include TWAG’s IP port number is FFS. 
When PDN type is IPv4, steps 9a and 10a apply.

When PDN type is IPv6, steps 9b and 10b apply.

When PDN type is IPv4v6, there are two following cases:

1) If UE requests IPv4 address first, TWAN shall implement steps 9a and 10a and return IPv4 address to UE. Subsequently, when UE requests IPv6 prefix, it shall send solicit message encapsulated by the GRE key which is allocated in step 10a to TWAN, TWAN and UE shall implement steps 9b and 10b which are encapsulated by the GRE key which is allocated in step 10a. 

2) If UE requests IPv6 prefix first, TWAN shall implement steps 9b and 10b and return IPv6 prefix to UE. Subsequently, when UE requests IPv4 address, it shall send DHCP discovery message encapsulated by the GRE key which is allocated in step 10b to TWAN, TWAN and UE shall implement steps 9a and 10a which are encapsulated by the GRE key which is allocated in step 10b. 
8.2.3.2.2
UE-initiated Connectivity to Additional PDN
Editor's Notes: The procedure is FFS.
8.2.3.2.2.1 
UE-initiated Connectivity to Additional PDN on GTP S2a
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Figure 8.2.3.2.2.1-1: UE-initiated connectivity to additional PDN from Trusted WLAN Access with GTP
The scenario is defined as the TWAN using the layer 3 attach request , including DHCPv4/DHCPv6 message, sent by the UE as the PDN connection trigger. NSWO is a special PDN connection.

For DHCPv4 messaging and security handling, RFC 6704 shall be applied.
1. The UE shall send layer 3 attach request to the TWAN, (e.g. a DHCPv4 discover as per IETF RFC 2131 [9]， DHCPv6 Solicit as per IETF RFC3315[23]),including requested APN, requested PDN type and an indication on the requested access (EPC via S2a access or the use of NSWO access), and downlink GRE key.

If UE doesn’t send UE requested APN to TWAN, the TWAN determines whether or not to grant NSWO connectivity based on the following considerations:

· If TWAN determines there isn’t a existing PDN connection for NSWO access, TWAN assigns an IPv4 address and/or IPv6 prefix from its local address pool to the UE (depending on the L3 attach request in step 1) and forwards the traffic without traversing EPC. Otherwise, the PDN connection isn’t allowed.

· If UE provides its requested APN to TWAN, and the TWAN determines that S2a shall be established, the TWAN proceeds according to steps 2-6 below.
· Editor’s Note: The TWAN should be configured to send Router Advertisements that indicate to IPv6-capable UEs to use stateful address autoconfiguration. It is FFS study if and how the same TWAN can simultaneously support UEs (e.g. Rel-11 UEs) that do not implement stateful address autoconfiguration. 
2. TWAN decides PDN type according to requested PDN type and subscribed PDN type from HSS, and sets the Dual Address Bearer Flag when the PDN type is set to IPv4v6. The TWAN sends a Create Session Request message to the PDN GW, including PDN type, Dual Address Bearer Flag.
3.  The step is same as step 10 in TS 23.402[3] clause 16.2.1.
4.
The 3GPP AAA Server decides whether or not to update PDN GW identification according to the UE capability, which has been provided at the authentication phase. If the UE supports IP address preservation, the 3GPP AAA Server shall update PDN GW identity towards the HSS.
5-6. These steps are the same as steps 6-7 in TS 23.402[3] clause 16.2.1. If Dual Address Bearer Flag is set, the PDN GW shall return both IPv4 address and IPv6 prefix to TWAN.
7a. For DHCPv4, TWAN returns DHCP offer message to UE.

8a. UE sends DHCP Request (for DHCPv4) to TWAN, and TWAN returns DHCP Ack message to the UE, including the indication on whether EPC access or NSWO access has been granted to the UE, and GRE tunnelling information where GRE tunnel information includes uplink GRE key, UE’s local IP address and optional Serving UE TWAG’s IP address which are allocated by TWAN for tunnelling support in the case of multiple PDN connections .

7b. For DHCPv6, TWAN returns DHCP advertise message to UE.

8b. UE sends Request (for DHCPv6) to TWAN, and TWAN returns Reply message to the UE, including the indication on whether EPC access or NSWO access has been granted to the UE, and GRE tunnelling information where GRE tunnel information includes uplink GRE key, UE’s local IP address and optional Serving UE TWAG’s IP address which are allocated by TWAN for tunnelling support in the case of multiple PDN connections .

For different PDN type, the same process as clause 8.2.3.2.1.1 applies.

****************************** END OF CHANGES *****************************
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