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Abstract of the contribution: 3GPP2 has sent a LS (S2-130019) related to MSISDN delivery to SA2. This paper presents some background of MSISDN delivery for non-3GPP access and discusses how to handle.  
Discussion

In 3GPP TS 29.061 Rel-8 clauses 16.3a.1, it is specified that “Even if the P-GW was not involved in user authentication, it may send a RADIUS Accounting-Request (START) message to an AAA server (located at Gi/SGi). This message may contain parameters, e.g. the tuple which includes the user-id and IPv4 address and/or IPv6 prefix, to be used by application servers (e.g. WAP gateway) in order to identify the user. This message also indicates to the AAA server that the user session has started. The session is uniquely identified by the Acct-Session-Id that is composed of the Charging-Id and the PGW-Address.” 
It means that PGW can get the user-id, such as MSISDN. In 29.061 Rel-8, the MSISDN is included in the Accounting-Request START/STOP messages as "Calling-Station-Id" IE.
TS 29.061 applies to both 3GPP and non-3GPP accesses from Rel-8 onwards. 
· For 3GPP access, figure 1 shows the procedure whereby the PGW obtains the UE's MSISDN from the HSS (as specified in TS 29.272 for S6a, and TS 29.274 for S5/S8). 
· For non-3GPP access, HSS delivers the MSISDN to 3GPP AAA server but, according to TS 29.273, the 3GPP AAA server is not able to send the UE's MSISDN to the non-3GPP GW via STa interface before R11, and according to TS 29.275 the non-3GPP access GW is also not able to send the UE's MSISDN to the PGW via S2a interface before R11. 
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Figure 1 MSISDN delivery procedure in 3GPP

From Rel-8 onwards TS 29.061 is clear that the specifications shall support a way to provide the PGW with the UE's MSISDN for both 3GPP and non-3GPP accesses. As explained above, 3GPP access has correctly been specified from Rel-8 onwards in CT4 in both S5/S8 GTP and PMIP cases, but for unknown reason specification work for non-3GPP Access was done only from Rel-11 onwards. 
The PGW should receive the MSISDN for non-3GPP access from Rel-8 onwards just as it does in 3GPP access. Figure 2 is the procedure for MSISDN delivery for non-3GPP trusted access as specified in Rel-11. 
Alignment of non-3GPP trusted access MSISDN delivery to 3GPP trusted access has no impact on stage 2 specifications, which is not required to mention all parameters – and in particular MSISDN - in their call flows. Moreover, it doesn’t affect IOT because the "Calling-Station-Id" IE is optional. 
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Figure 2 MSISDN delivery procedure for non-3GPP access

Conclusions

This paper introduced background of MSISDN delivery for non-3GPP access. We propose to send a reply LS to 3GPP2 and CT4 with the original 3GPP2 LS attached, where SA2 confirm they agree that an alignment of non-3GPP access to 3GPP access is required, and where CT4 has the action to modify the stage 3 specifications to solve the problem.
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