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Abstract of the contribution: This contribution introduces the need for considering the gateway type of MTC device in non-standalone mode.
1. Introduction

In this contribution, we give some consideration on the MTC device which acts as a gateway for the local entities connected to the MTC device and propose to add a new key issue for this type of MTC device.
2. Discussion

According to TS 22.368 section 3.1, the MTC device is defined as follows:
MTC Device: A MTC Device is a UE equipped for Machine Type Communication, which communicates through a PLMN with MTC Server(s) and/or other MTC Device(s). 
NOTE: 
A MTC Device might also communicate locally (wirelessly, possibly through a PAN, or hardwired) with other entities which provide the MTC Device “raw data” for processing and communication to the MTC Server(s) and/or other MTC Device(s).  Local communication between MTC Device(s) and other entities is out of scope of this technical specification. 

Based on this definition, we can classify the MTC devices into two types:

(1) MTC device which has no local communication (standalone device) 
(2) MTC device which communicates with local entities (non-standalone device).  The MTC device in non-standalone mode collects raw data from the local entities.
ETSI TC M2M has a view very similar to 3GPP SA1.  In their functional architecture [1], there is a device (called M2M GW) which has a local communication with other M2M devices through M2M area network as shown in figure 1.  The M2M Gateway is an equipment to ensure the M2M devices connected to the M2M area network interworking and interconnection to the network and application domain.  From the perspective of access network, two different types of elements, M2M gateway and M2M device, can have an access to the network.  
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Figure 1. Device domain of M2M high level functional architecture (ETSI TC M2M)

Unless assuming that every machine entity in the world (e.g. sensors, actuators, displays, elevator pumps, traffic lights, oil gage, etc.) will have a communication module for cellular air interface, the gateway type of MTC device acting as a bridge between these entities and the network is essential definitely.
However, the key issues discussed in SA2 so far are mainly focusing on the standalone MTC device and only MTC device itself.  If we consider that in many MTC applications, the MTC user may have much more interest in local entities deployed behind the MTC device than the MTC device itself, it will be clear why we need to consider the gateway type of MTC device. 
We can easily assume an example of a surveillance system where a MTC device is connected to several motion sensors and CCTV cameras.  In addition to collecting sensed data from the motion sensors, MTC user may need to identify each camera and control their pan, tilt, or zoom directly to capture a clear, high-resolution glimpse into any activity at the area.

For another example, in case of automotive telematics use case where a MTC device is installed into a car and it has a local communication with various components of the car (e.g. Electronic Control Unit (ECU)) through in-vehicle network, the MTC user needs to identify some components, check their status periodically, and detect emergency or non-emergency situation (e.g. out-of-gas, flat tire, car crash, upcoming oil/fluid/filter change, etc.) for vehicle diagnostics and safety control.  It is also desirable for the MTC user to control the vehicle’s component directly, such as unlocking the car remotely in emergency car lockout.  For such direct control, the MTC user needs to detect several events related to the components (e.g. offline, malfunction, damage, theft, or vandalism) rather than the MTC device itself. 
The gateway type of MTC device is different from the standalone MTC device in many aspects as follows and hence the network should discriminate between them. 
(1) Addressing – In order to support MTC user’s direct access and control of each local entity, it is required that the gateway MTC device is mapped to a set of different addresses (e.g. IPv6 address) to be finally assigned to local entities.  The data from the MTC user should be routed to the correct entity by the gateway.  For example, CALM (Communication Access for Land Mobile) concept developed by ISO TC 204 WG16 includes a standardized common gateway architecture for wired and wireless communications using various access technologies including 2G and 3G cellular in the Intelligent Transport Systems.  This architecture can support the direct access and control to in-vehicle devices from the external network based on IPv6.  
(2) Feature subscription/activation/deactivation - Depending on the characteristics of local entities, a series of MTC features related to the entities can be subscribed and activated/deactivated for the gateway MTC device.  When a new entity is connected to the gateway device, a new MTC feature related to the entity is required to be activated.  Also, when an entity is out of connection to the gateway device, the feature related to the entity would be deactivated.  Therefore, the dynamic feature subscription, activation, and deactivation would be required.

(3) Handling of incompatible features – Since the MTC features depend on the characteristics of local entities as well as the MTC device itself, the features for a gateway MTC device could be incompatible with each other.  For example, in surveillance system, we can use “mobile originated only” feature for motion sensors.  However, the cameras may need to get control from the MTC user in some case.  In automotive use case, for sending periodic driving record or vehicle maintenance information to indicate upcoming oil change, we can use “time controlled”, “time tolerant”, and “offline small data transmission” features.  However, for the purpose of traffic monitoring in urban area, the vehicle needs to send its speed data very frequently using “online small data transmission”.  The transmission of sensitive data related to ECUs needs “secure connection”.  Moreover, the reporting of flat tire or car accident requires “PAM” feature.  Therefore, the network should distinguish between the standalone device and the gateway device and handle them differently when subscribing, activating, and also checking the incompatibility of MTC features. 

(4) Event detection and reporting - Depending on the status of local entities, the gateway MTC device may need to detect offline/jamming of local entities or other events configured by MTC user and report it to MTC user. 
3. Conclusion
Based on the discussion above, we give the following proposals:

(Proposal 1) SA2 considers the gateway type of MTC device.
(Proposal 2) The improvement with gateway type of MTC devices can affect several issues, especially addressing and feature subscription and management.  For rapid progress, we add a new Key Issue only for “gateway type of MTC device” in TR 23.888.  Our contribution S2-101255 proposes the text to be captured in 23.888.
4. Reference
[1] ETSI TS 101 690, “Machine-to-Machine Communications (M2M); Functional Architecture”, 2010-01.
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