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Abstract of the contribution:

This contribution includes the architecture diagrams for the 3GPP-BBF interworking.
Discussion
The purpose of this contribution is to include all the relevant architecture diagrams for GTP and PMIP in order to highlight  the S9* IWK interface with the BBF PCF  (BPCF).
Proposal

The following changes are proposed to TR 23.813
* * * Begin First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 41.001: "GSM Release specifications".
[x]
FMC100013 3GPP-BBF Interworking  Policy & QoS 
[y]
 FMC10035 - 3GPP-BBF Interworking  Mobility-Roaming-Nomadism
* * * Begin Second Change * * * *

4.x  Key Issue X: 3GPP – BBF Interworking
4. x.1   Architecture Diagrams
The architecture diagrams highlight the S9* interface between the PCRF and the BBF PCF (BPPCF). Per WT-203 requirements R-8 “It MUST be possible to perform flow admission control on the Femtocell that is coordinated with flow admission control on the backhaul, where the fixed broadband provider supports admission control and has a contractual agreement to interwork with the mobile operator”

The function of the S9* interface is to convey sufficient information to the BPPCF to enable it to identify the IPSec tunnel and perform admission control based on the BW requirements, and QoS attributes  of the new/modified Femto service data flows.

The S9* interface applies to intra-network connections when the wireless and wireline belong to the same Service Provider and to inter-network connections when these networks belong to different Service Providers.
The HPLMN network is not aware when a roaming UE accesses the VPLMN over a H(e)NB  and  therefore the S9* interface is supported by the VPCRF only. There an issue with GTP architecture and home routed traffic where  the VPCRF is not in the loop to enforce VPLMN policies. . See section 5.x.1.3. 
4. x.1.1 GTP Architecture – Inter-Operator S9*

Different Wireless and Wireline SPs

[image: image1.emf]SGi

PCRF

Gx

Rx 

PDN 

GW

Gxb 

Operator’s IP 

Services  (e.g. 

IMS, PSS etc

HeNB

WiFi-Macro 

device

ePDG

S12

S3

S1-MME

S6a

S10

UE

SGSN

LTE-Uu

MME

S11

S5

Serving

Gateway

S4 

UTRA N

GERAN

HSS

SecGW

S1-U

E-UTRAN

S1-U

S1-MME

S9*

S2b 

Untrusted 

wireless/wireline 

non-3GPP 

access

3GPP AAA 

Server

STa

SWx

3GPP SP

Home/Serving network

BBF SP

Operator’s IP 

Services  (e.g. 

IMS, PSS etc


Figure 4.x.1.1  Inter-operator S9* Interface – Non Roaming
4. x.1.2  GTP Architecture- Intra-Operator S9*

The FMC Service Provider supports both wireless ad wireline access and therefore the S9* interface is an intra-operator one. From a PCRF S9*  interface protocol   standpoint  it may make no difference whether the BPCF belongs to the same SP or different ones. The only difference is the security between the EPC and the  fixed access domain that is beyond the scope of the S9*. 
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Figure 4.x.1.2 Intra-operator S9* Interface – Non Roaming

4. x.1.3  GTP Architecture: Roaming Home Routed Traffic
As stated in section 4.x.1, the HPLMN network is not aware when a roaming UE accesses the VPLMN over a H(e)NB. In addition the HPLMN operator cannot possibly be aware of the business relationships between the VPLMN and the fixed access SPs.
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Figure 4.x.1.3  Roaming – Home Routed Traffic 

If it is required to perform admission control in the fixed access network where the H(e)NB connects to he the 3GPP PCC architecture must be enhanced to include a VPCRF in the connection per  alternative (2) in the figure 4.x.1.3  above.
Alternative (1) in the diagrams is not viable  because there is no relationship between the HPLMN and the BBF SP providers.
Editor’s note: It is FFS to determine the enhancements to the S9 roaming interface to provide information needed by the V-PCRF to identify the BBPCF and to request resources in the BBF access network for HeNB service floes.
4. x.1.4  GTP Architecture: Roaming Visited Access/LBO

The H-PCRF is not aware the UE is connected via the H(e)NB.
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Figure 4.x.1.4  Roaming – Visited Access/LBO

4. x.1.5  PMIP Architecture – Inter-Operator S9*
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Figure 4.x.1.5  Inter-operator S9* Interface – Non Roaming

4. x.1.6   PMIP Architecture – Intra-Operator S9*

The FMC Service Provider supports both wireless ad wireline access and therefore the S9* interface is an intra-operator one. From a PCRF S9*  interface protocol   standpoint  it may make no difference whether the BPCF belongs to the same SP or different ones. The only difference is the security between the EPC and the  fixed access domain that is beyond the scope of the S9*. 
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Figure 4.x.1.6  Intra-operator S9* Interface – Non Roaming

4. x.1.7   PMIP Architecture – Roaming Home Routed Traffic 
The H-PCRF is not aware the UE is connected via the H(e)NB
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Figure 4.x.1.7 Roaming Home Routed Traffic 

4. x.1.8   PMIP Architecture – Roaming  Visited Access/LBO
The H-PCRF is not aware the UE is connected via the H(e)NB
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Figure 4.x.1.8 Roaming Visited Access/LBO 
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