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Abstract of the contribution: This document describes a proposal to allow the network to initiate access transfer or inter-UE transfer. Such actions could be the result of when the network initiates session release on an access leg due to for example loss of IP-CAN connectivity. Other cases when the network could initiate inter-UE transfers, such as load balancing or user preferences are also described. These use cases are currently absent from stage 2 specifications for service continuity. 
Introduction
Currently IMS capabilities allow the P-CSCF to initiate session release up receiving an indication of loss of IP-CAN connectivity. Other reasons for the P-CSCF to initiate session release can be due to the P-CSCF receiving an abort session request from the PCRF. The S-CSCF also has the capability to initiate session release procedures. 
With Service Continuity capabilities there is the possibility to continue a session, even when the network initiates release of an access leg. Therefore, if such capabilities are being utilised, there is no need for the entire session to be released if it can be “rescued” by transferring the session signalling and/or media components to another access leg or indeed another UE. 
Network initiated IUT (inter-UE transfer) or network initiated access transfer is also useful in scenarios such as load balancing. The SCC AS receives information on current network conditions (perhaps through PCC entities), and as a result, performs access transfer or IUT procedures to alleviate traffic on the current access leg. This would be subject to operator policy, and could even be applied to overcome bandwidth restrictions on the current access leg if the session uses higher data rates. 

Another use case where network initiated IUT can be envisaged is the application of user preferences. The user may have a profile stored in the network which indicates for example preferred UE for either all or some sessions, and either all or some media components. When this UE either becomes registered or is in close physical proximity to the UE currently involved in the session, then upon the SCC AS receiving such information, the SCC AS can initiate IUT. The same can be said for user preferences for access types, and thus when such access becomes available and the UE registers over this access, the SCC AS can initiate access transfer for the session, ensuring it continues over the preferred access network. 

Yet another use case is based on a device that would be used to control media sessions within the house (possibly among other settings), without having media capability itself. This could be for example a PC or a "home automation" kind of device. For such devices, the use of an HTTP interface with the IMS service layer makes more sense than a Gm interface.

This document proposes additional call flows to address the scenario of network initiated access transfer and network initiated inter-UE transfer. 

Generic call flow for SCC AS initiated Access Transfer
The following example shows the generic call flow for network initiated Access Transfer. The SCC AS initiates access transfer due to some stimulus. Such stimulus can be for example one of the following conditions (other conditions are also possible):

· Network (either P-CSCF or S-CSCF) initiates session release on the current access leg;
· SCC AS receives indication of decreasing signal strength on the current access leg and thus pre-empts session release by initiating access transfer;

· Network experiences high traffic load and as a result of load balancing, information is received by the SCC AS instructing it to re-route traffic via different access legs; or 

· The UE registers via a new access leg; the UE’s profile stored in the network indicates that this new access type is the preferred access for all (or some) sessions/media and therefore, SCC AS re-routes traffic over this access leg.
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UE 1 is currently involved in a multimedia session with the Remote UE. The session is over PS access 1 which UE1 is registered on. It is assumed that UE1 is also registered with the IMS network over PS access 2.

1.
The SCC AS receives information that triggers the SCC AS to initiate access transfer procedures. This information can be one of the following conditions but not restricted to these:

-
P-CSCF detects loss of IP-CAN connectivity and thus initiates session release on the current access leg;

-
SCC AS receives indication of decreasing signal strength on the current access leg;

-
Network experiences high traffic load and as a result of load balancing, information is received by the SCC AS instructing it to re-route traffic via different access legs; or

-
The UE registers via a new access leg; the UE’s profile stored in the network indicates that this new access type is the preferred access for all (or some) sessions/media and therefore, SCC AS re-routes traffic over this access leg.
2
The SCC AS, acting as a B2BUA, initiates session establishment to UE1 over PS access 2. UE1 is offered the same session description as was previously negotiated for the on-going session over PS access 1. An indication of the original session (e.g. STI) may be included in this request. 

3.
The request for session establishment is forwarded to UE1 over PS access 2. 

4.
Upon receiving an answer SDP from UE1, the remote leg is updated with new session information, including UE1’s new contact address and IP address due to change of access leg. 

5.
Normal session establishment procedures are completed on the new access leg thus resulting in transferred media components now flowing between UE1 over PS access 2 and the Remote UE.

Such SCC AS initiated access transfer can only occur if the SCC AS is aware that the UE is registered over more than one IP-CAN. Furthermore, it can be a operator option, or a subscriber preference as part of the subscriber’s profile, whether or not the user would like the network to perform such access transfer procedures. 

SCC AS initiated Access Transfer due to network initiated session release

The following example shows specifically the call flow for network initiated session release resulting in the SCC AS transferring the existing session to an alternative IP-CAN that the UE is registered on. 

The example illustrates the case of the IP-CAN that the UE is registered on and currently has an on-going session is lost. The P-CSCF receives such indication from the access network. 

[image: image2.emf]UE


1


CSCF


SCC AS


Remote UE


PS


1


PS


2


Media components associated with on


-


going session


SIP signalling


SIP signaling


SIP signaling


1


. 


CSCF receives an 


indication that IP


-


CAN 


connectivity is lost


2


. 


Session release 


request


3


. 


INVITE


4


. 


INVITE


5


. 


Update remote 


leg


6


. 


complete session setup


SIP signaling


SIP signaling


SIP signalling


Transferred media components associated with transferred session




UE1

CSCF SCC AS Remote UE

PS1 PS2

Media components associated with on-going session

SIP signalling SIP signaling SIP signaling

1. CSCF receives an 

indication that IP-CAN 

connectivity is lost

2. Session release 

request

3. INVITE

4. INVITE

5. Update remote 

leg

6. complete session setup

SIP signaling SIP signaling SIP signalling

Transferred media components associated with transferred session


UE 1 is currently involved in a multimedia session with the Remote UE. The session is over PS access 1 which UE1 is registered on. It is assumed that UE1 is also registered with the IMS network over PS access 2.

1.
The P-CSCF receives an indication from PS access 1 that IP-CAN connectivity is lost. 

2.
The loss of IP-CAN connectivity results in the P-CSCF initiating session release procedures and sends a session release request towards the Remote UE, via the SCC AS serving UE1.
3
 If the SCC AS is capable of determining that the session release request was sent by the network and not by UE1, SCC AS, acting as a B2BUA, initiates session establishment to UE1 over PS access 2. UE1 is offered the same session description as was previously negotiated for the on-going session over PS access 1. An indication of the original session (e.g. STI) may be included in this request. 
Note:
If SCC AS cannot determine that the network initiated session release, then step 3 and the following steps are not performed, and normal session release procedures are continued. The session release request is forwarded to the Remote UE. 

4.
The request for session establishment is forwarded to UE1 over PS access 2. 

5.
Upon receiving an answer SDP from UE1, the remote leg is updated with new session information, including UE1’s new contact address and IP address due to change of access leg. 

6.
Normal session establishment procedures are completed on the new access leg thus resulting in transferred media components now flowing between UE1 over PS access 2 and the Remote UE.

The key issue here is how the SCC AS distinguishes between a session release request originating from UE1 (which would result in complete tear down of the on-going session) or a session release request originating from the network (P-CSCF in this case). The presence of appropriate Reason header response codes might be one way of making such a distinction. 
Such SCC AS initiated access transfer can only occur if the SCC AS is aware that the UE is registered over more than one IP-CAN. Furthermore, it can be a operator option, or a subscriber preference as part of the subscriber’s profile, whether or not the user would like the network to perform such access transfer procedures. 
Generic call flow for SCC AS initiated Inter-UE Transfer

The following example shows the generic call flow for network initiated Inter-UE Transfer. The SCC AS initiates inter-UE transfer due to some stimulus. Such stimulus can be for example one of the following conditions (other conditions are also possible):

· Network (either P-CSCF or S-CSCF) initiates session release on the current access leg;

· SCC AS receives indication of decreasing signal strength on the current access leg and thus pre-empts session release by initiating inter-UE transfer to a different UE registered over another access type;

· Network experiences high traffic load and as a result of load balancing, information is received by the SCC AS instructing it to re-route traffic via a different UE; or 

· Another UE belonging to the user registers; the User’s profile stored in the network indicates that this new UE is the preferred UE for all (or some) sessions/media and therefore, SCC AS re-routes traffic towards this UE.
· The user is in close physical proximity to another UE which is already registered and belonging to the user; the User’s profile stored in the network indicates that this new UE is the preferred UE for all (or some) sessions/media and therefore, SCC AS re-routes traffic towards this UE.

· The SCC AS is triggered by the service layer by the way of a dedicated API.
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UE 1 is currently involved in a multimedia session with the Remote UE. It is assumed that UE2 is also registered with the IMS network and in the same IMS subscription as UE. Furthermore, it is assumed that the SCC AS is aware of UE2’s registration state. 

1.
The SCC AS receives information that triggers the SCC AS to initiate access transfer procedures. This information can be one of the following conditions but not restricted to these:

-
P-CSCF detects loss of IP-CAN connectivity and thus initiates session release on the current access leg;

-
SCC AS receives indication of decreasing signal strength on the current access leg;

-
Network experiences high traffic load and as a result of load balancing, information is received by the SCC AS instructing it to re-route traffic via different UE; 
-
Another UE belonging to the user registers; the User’s profile stored in the network indicates that this new UE is the preferred UE for all (or some) sessions/media and therefore, SCC AS re-routes traffic towards this UE; or

-
The user is in close physical proximity to another UE which is already registered and belonging to the user; the User’s profile stored in the network indicates that this new UE is the preferred UE for all (or some) sessions/media and therefore, SCC AS re-routes traffic towards this UE.
-
The SCC AS is triggered by the service layer by the way of a dedicated API.

2.
 The SCC AS is aware that UE2 is currently registered and is available for inter-UE transfer.

3.
The SCC AS, acting as a B2BUA, sends an inter-UE transfer request to transfer the ongoing multimedia session (session control and media components) to UE2. UE2 is offered the same session description as was previously negotiated for the on-going session. 

4.
The IUT request is forwarded to UE2. 

5.
The access leg on UE2 is established with UE2 providing an answer SDP as per negotiation during session setup. The remote UE is updated with UE2’s contact address and IP address and the session is established between UE2 and the remote UE.

6.
The access leg towards UE1 can be released by the SCC AS if necessary, else if appropriate, the signalling and media that was transferred to UE2 can be removed from UE1.

Such SCC AS initiated IUT can only occur if the SCC AS is aware that the UE2 is registered. Furthermore, it can be an operator option, or a subscriber preference as part of the subscriber’s profile, whether or not the user would like the network to perform such IUT procedures.

The benefit of such session “rescue” procedures is severely degraded if UE2 is not physically located close to the user involved in the session (for a real-time session). The security issues are obviously the transfer of a session to a UE that might not be located close to the user and is answered by someone else who would then be privy to the session which may be of a sensitive nature.
SCC AS initiated Inter-UE Transfer due to network initiated session release
The following example shows the specific call flow for network initiated session release resulting in the SCC AS transferring the existing session to an alternative UE belonging to the subscriber. This example could be further extended such that the session is transferred to a UE that is not part of the same IMS subscription. 

The example illustrates the case of the IP-CAN that the UE is registered on and currently has an on-going session is lost. The P-CSCF receives such indication from the access network.
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UE 1 is currently involved in a multimedia session with the Remote UE. It is assumed that UE2 is also registered with the IMS network and in the same IMS subscription as UE. Furthermore, it is assumed that the SCC AS is aware of UE2’s registration state. 

1.
The P-CSCF receives an indication that IP-CAN connectivity is lost. 

2.
The loss of IP-CAN connectivity results in the P-CSCF initiating session release procedures and sends a session release request towards the Remote UE, via the SCC AS serving UE1.

3
 The SCC AS is capable of determining that the session release request was sent by the network and not by UE1. The SCC AS is aware that UE2 is currently registered and is available for inter-UE transfer.
Note:
If SCC AS cannot determine that the network initiated session release, then step 3 and the following steps are not performed, and normal session release procedures are continued. The session release request is forwarded to the Remote UE. 

4.
The SCC AS, acting as a B2BUA, sends an inter-UE transfer request to transfer the ongoing multimedia session (session control and media components) to UE2. UE2 is offered the same session description as was previously negotiated for the on-going session. 

5.
The IUT request is forwarded to UE2. 

6.
The access leg on UE2 is established with UE2 providing an answer SDP as per negotiation during session setup. The remote UE is updated with UE2’s contact address and IP address and the session is established between UE2 and the remote UE. 

As per the access transfer example, the issue still exists for distinguishing between a session release request originating from UE1 (which would result in complete tear down of the on-going session) or a session release request originating from the network (P-CSCF in this case).

Such SCC AS initiated IUT can only occur if the SCC AS is aware that the UE2 is registered. Furthermore, it can be a operator option, or a subscriber preference as part of the subscriber’s profile, whether or not the user would like the network to perform such IUT procedures.

The benefit of such session “rescue” procedures is severely degraded if UE2 is not physically located close to the user involved in the session (for a real-time session). The security issues are obviously the transfer of a session to a UE that might not be located close to the user and is answered by someone else who would then be privy to the session which may be of a sensitive nature. 
Conclusion

This paper has provided use cases and call flows for SCC AS initiated access transfer and SCC AS initiated inter-UE transfer. The main use case highlighted is for “rescuing” a session when the network initiates session release (for example, due to loss of IP-CAN connectivity). Other use cases such as SCC initiates access transfer or SCC AS initiates IUT due to load balancing actions or user profile preferences are also described via generic call flows.

It is requested that SA2 discuss the above and consider adopting such procedures for release 10, initially by documenting these in the TR 23.831 if necessary with final requirements specified in TS 23.237. Not adopting such requirements does not fully realize the capabilities of service continuity features and thus limiting user experience to “pre-service continuity” capabilities.
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