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SA2 would like to request feedback from SA1 regarding the following use cases that have been identified during the discussion of attached contributions in SA2. The contributions have not been concluded by SA2, and SA2 is now looking for feedback to determine how to proceed further.. 

These use cases arise due to several services that are available over more than one access technology.
1. Continuity of Services – in order to allow for continuity when UE moves from one access network to another (particularly, in absence of MIP support in Release 7)
2. Preferred Access – to allow support for the UE receiving services over the preferred access

3. Simultaneous Services – to receive different services over multiple accesses simultaneously

It should be noted that the support of above use case above may require support of multiple simultaneous IMS registrations for a single UE (i.e., same Private ID). 

It should also be noted that the use of multiple simultaneous registrations within a single IP-CAN or across multiple IP-CANs may provide higher service availability to the user since service requests to the S-CSCF can be routed via multiple P-CSCFs, but other means to provide the same service availability is also possible.
SA2 would like to inform SA3 and CT1 that to support the above use cases, the IMS specification may need to allow for a UE with a single set of user credentials to register with <IP-address-1, IMPU-1> and with IP-address-2, IMPU-1> simultaneously.  
The attached document S2-062213 provides a possible solution for Use Case 1. 
2. Actions:

To TSG SA1 working group

ACTION:  
SA2 kindly requests SA1 to provide feedback on whether these use cases are valid, and whether there are any additional use cases that need to be considered that may need support for a similar solution.
To TSG SA3 and CT1 working groups

ACTION:  
SA2 kindly requests SA3 and CT1 to provide any feedback based on feasibility of attached solution in S2-062213 and  based on the response from SA1.
3. Date of Next TSG-SA2 Meeting:
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Sophia Antipolis, France
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23 – 27 Oct

Busan, South Korea
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************* First change *********************



4.5
Mobility related concepts



The following procedures are supported by an UE when accessing IMS:



-
Connect to the IP-CAN and acquire the necessary IP address, which includes, or is followed by, the P‑CSCF discovery procedure;


-
Register to the IM subsystem as defined by the IMS registration procedures;



-
If an UE explicitly deactivates the IP-CAN bearer that is being used for IMS signalling, it shall first de-register from the IMS (while there is no IMS session in progress);



-
If an UE explicitly deactivates the IP-CAN bearer that is being used for IMS signalling while an IMS session is in progress, the UE must first release the session and de-register from the IMS and then deactivate the IP-CAN bearers;



-
If an UE acquires a new IP address e.g. by changing the IP address according to TS 23.221 [7], the UE shall re- register in the IMS by executing the IMS registration;



-
In order to be able to deliver an incoming IMS session, the IP-CAN bearer that is being used for IMS signalling need to remain active as long as the UE is registered in the IM CN subsystem;


-
The UE may keep more than one registration to the IM CN subsystem, via different IP-CANs. The number of allowed simultaneous registrations is defined by operator policy.


************** last change ********************


5.2.1
Requirements considered for registration



The following points are considered as requirements for the purpose of the registration procedures.



1.
The architecture shall allow for the Serving‑CSCFs to have different capabilities or access to different capabilities. E.g. a VPN CSCF or CSCFs in different stages of network upgrade.



2.
The network operator shall not be required to reveal the internal network structure to another network. Association of the node names of the same type of entity and their capabilities and the number of nodes will be kept within an operator's network. However disclosure of the internal architecture shall not be prevented on a per agreement basis.



3.
A network shall not be required to expose the explicit IP addresses of the nodes within the network (excluding firewalls and border gateways).



4.
It is desirable that the UE will use the same registration procedure(s) within its home and visited networks.



5.
It is desirable that the procedures within the network(s) are transparent to the UE, when it register with the IM CN subsystem.



6.
The Serving‑CSCF is able to retrieve a service profile of the user who has IMS subscription. The S‑CSCF shall check the registration request against the filter information and if necessary inform Application Servers about the registration of the user; it shall be possible for the filter information to allow either just the initial registrations of the user or also subsequent re-registrations to be communicated to the Application Servers. The Serving‑CSCF knows how to reach the Proxy‑CSCF currently serving the user who is registered.



7.
The HSS shall support the possibility to bar a Public User Identity from being used for IMS non-registration procedures. The S‑CSCF shall enforce these barring rules for IMS. Examples of use for the barring function are as follows:



-
Currently it is required that at least one Public User Identity shall be stored in the ISIM application. In case the user/operator wants to prevent this Public User Identity from being used for IMS communications, it shall be possible to do so in the network without affecting the ISIM application directly.



8.
The HSS shall support the possibility to restrict a user from getting access to IM CN Subsystem from unauthorized visited networks.



9.
It shall be possible to register multiple public identities via single IMS registration procedure from the UE. See subclause 5.2.1a for details.



10.
It shall be possible to register a Public User Identity that is simultaneously shared across multiple contact addresses via IMS registration procedures. However, each registration and each de-registration process always relates to a particular contact address and a particular Private User Identity.



11.
Registration of a Public User Identity shall not affect the status of already registered Public User Identity(s), unless due to requirements by Implicit Registration set defined in subclause 5.2.1a.


12.
When multiple UEs share the same public identity (es), each UE shall be able to register its contact address(es) with IMS.


13.
The UE may indicate its capabilities and characteristics in terms of SIP User Agent capabilities and characteristics described in RFC 3840 [38] during IMS registration. The UE may also update its capabilities by initiating a re-registration when the capabilities are changed on the UE.
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1.
Introduction



At SA2#52 it was agreed when discussing S2-061474 that the use cases where valid, but there were different opinions on what solution to progress.



This paper aims to shortly describe how to solve the use case of session continuity using IMS procedures without requiring the support of MIP.



2.
Discussion
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Figure 1: Involved IMS entities


The following are some issues that needs to be considered: 



 - Changing IP-CAN may require communicating via a new P-CSCF and that a new IP address is assigned


 - P-CSCF may strip headers sent to the UE, i.e. UE may not have the full information of the current session.


 - When moving session from IP-CAN-a1 to IP-CAN-a2, states needs to be gracefully removed from P-CSCF-a1.



 - Currently S-CSCF will not allow more than one registration for the same IMPI



 - Security procedures will be doubled (or two separate security mechamisms) in the UE if separate P-CSCF is used for the different IP-CANs, but what if the P-CSCF is the same?


 - S-CSCF needs to separate the communication towards the UE through the different contact addresses



 - Charging aspects needs to be considered, e.g. the subscriber should only be charged for one call



 - Policy needs to be considered, e.g. the policy node at UE-b should not authorize or allocate resources that are not required.



Solution


The following is a step by step description on a simple solution to move a session sent over IP-CAN-a1 to IP-CAN-a2:



1. A session exist between UE-a and UE-b through IP-CAN-a1 (UE-a, IP-CAN-a1, P-CSCF-a1, S-CSCF-a, S-CSCF-b, P-CSCF-b, UE-b)



2. UE-a attaches to IP-CAN-a2, gets a new IP address asigned  and retrieves the address to P-CSCF-a2



3. UE-a registers via IP-CAN-a2, P-CSCF-a2



Option: The registration includes a reg-id (see draft-ietf-sip-outbound) to help S-CSCF to separate the different registrations. Also, the UE should be able to read from the response that the S-CSCF supports the multiple registrations e.g. using the “supported:outbound”.

However, the options above require protocol changes in UE and S-CSCF, which is not necessary.


4. S-CSCF-a authenticates and accepts the registration. The details on the impacts on the security procedures need to be sorted out by SA3 (and CT1), but separate security keys need to be sent to P-CSCF-a2.



5. S-CSCF-a then checks connectivity to UE-a via IP-CAN-a1, P-CSCF-a1 (assumed that the UE gets different IP addresses from the different IP-CANs) by issuing a NOTIFY (for the reg-event, possibly with event attribute set to "shortened" to trigger a re-authentication). This is a change in S-CSCF behaviour as today the S-CSCF (according to 24.229) would de-register the UE-a’s contact via IP-CAN-a1/P-CSCF-a1.


Option: This step would not be needed, if the UE included a reg-id.



7. UE-a sends a new INVITE including the Replaces header indicating that the new session/dialog should replace the existing session, the INVITE is sent towards the contact address of UE-b (if the contact is a GRUU, otherwise the Public User Identity is used) retrieved from the existing session/dialog, the SDP indicates the new IP address used by UE-a.



Note1: if the current contact address format is used as (sip:<IP address>) then no iFC will be invoked. 



Note2: the Replaces header is already supported by IMS, i.e. PCC architecture should be able to avoid authorizing or allocating resources that are not required



6. UE-b accepts the new dialog and the session is setup. Media will now be sent towards the new IP-address and ports. Note: the UEs stops sending on the previous path, but packets may arrive via the old path for a short time…


7. The old session is released.



NOTE: AS-a or AS-b may act as B2BUAs, i.e. in that case UE-b is not even aware that a new session is used.



3.
Conclusion



It is proposed to discuss and agree that the solution is feasible from an SA2 perspective. The S2-062214 includes a CR to 23.228 for inserting the stage 2 requirement to allow multiple simultaneous registrations, via separate IP-CANs, from the same UE.
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1. Introduction


This discussion paper provides example use cases that arise with the emergence of interworking between 3GPP (GSM/GPRS, WCDMA, HSDPA) and other access technologies such as 802.xx. 


There have been several efforts leading to convergence of services provided over these technologies, such as: voice, SMS, broadcast/multicast, video-sharing, other packet-data IMS services etc. It is clear that many of these services can be provided over more than one access technology.


Some of these examples are:


· Traditionally CS services (voice/SMS) along with some packet data services (presence and Instant Messaging) are available over GSM/UMTS access



· VoIP, SMS-IP, and other packet data services (push-to-talk, video-sharing etc.) are available over WiFi as well as UMTS/HSDPA access



· Some services, such as broadcast/multicast, are currently available over UMTS but not HSDPA/WiFi



The purpose of this contribution is to present use cases that benefit the user/operator to choose the best access technology for services, as well as address continuity of services that can be provided over multiple access technologies.


2. Use Cases


Following are examples of some use cases that can be envisioned when a particular service is provided over multiple access technologies:



1. Continuity of services:


Consider a scenario when a user is under WiFi only coverage and is streaming video (e.g.: video share application). If the UE moves to HSDPA only coverage and the IP address assigned to UE changes, the UE is required to reregister over IMS. It would be desirable to have service continuity for the video-streaming service without any break.


2. Preferred access: 


It is possible that in scenarios when user is under coverage of multiple accesses, e.g.: UMTS and WiFi, a user/operator prefers to receive a service (such as push-to-talk) over a particular access (e.g.: UMTS). This requires the device to be registered in IMS domain over both WiFi and UMTS accesses. 



3. Simultaneous services:



It may be desirable for the UE to receive different services over multiple accesses simultaneously. (example: video streaming over WiFi and push-to-talk over UMTS).


4. Robust system design



A solution to the above scenarios can also enable a more robust system design within a single access network. An operator may decide to provide a higher availability of service to UEs by allowing the UE to reach the S-CSCF over more than a single P-CSCF. This would allow the operator an additional tool to load balance signalling across P-CSCFs, as well as help prevent service disruption to the UE in case of P-CSCF failures. 



3. Proposal


Per the use cases discussed in Section 2, a solution is required that allows the UE to receive services over both access technologies simultaneously, receive continuity of services offered over both accesses, and also receive a given service over the preferred access or multiple proxies (more procedures such as operator policy etc. need to be defined for selection of preferred access for a mobile terminated service request).


These use cases may require a common anchor-point during mobility between different access technologies. Some of these use cases can be solved by network layer mobility, while others require application layer mobility support as well.


The support for application layer mobility can be solved in several different ways. The main issues to be solved are:



1. The signalling and authentication mechanisms between UE and network 


2. The procedures at the network to handle incoming service requests.



The exact solution should be addressed in CT1 and SA3 working groups.


4. Conclusion



The recommended outcome of agreement on this discussion paper is to send LS to CT1 and SA3 working groups to spec out the solution for the use cases discussed above.
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