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This contribution propses updates to the TS for the support of GW-initiated procedures for IP-CAN bearer establishment, modification and removal
The background is provided in S2-062050.

Note: The S2-062049 suggests other amendments to A.1.3.1.1. The amendments in this contribution are best understood in combination with the amendments in S2-062049.

*** 1st change ***

A.1.1.3
Policy control requirements

IP-CAN Bearer QoS control allows the PCC architecture to control the "Authorised QoS" of a PDP context. Criteria such as the QoS subscription information may be used together with service-based, subscription-based, or a default PCRF internal policies to derive the “Authorized QoS” of a PDP context.
The concept of QoS class identifier and the associated bitrates specify the "Authorized QoS" on the Gx reference point.
Editor´s Note: Dependencies between PDP context QoS control and service data flow QoS control are FFS.

*** 2nd change ***
A.1.3.1.1
Binding mechanism

As explained in clause 6.1.1, the binding mechanism is performed in two different steps: session binding and bearer binding.  Session binding has no GPRS specifics. For the GPRS case bearer binding is performed by:

· PCEF, when all the nodes in the path from the PCRF to the UE support the NW-initiated mode of bearer control and the PCRF has decided the use the NW-initiated mode;
· PCRF, when the selected operation mode is MS-only, see [12], either due to PCRF decision or network/UE capability. 


For GPRS, the binding mechanism shall consider the traffic flow template (TFT) packet filters, provided by the UE, for the creation of a binding association between an authorised service data flow and a PDP context. 

The binding mechanism shall associate the PCC rule with the PDP context that the UE intends to carry the service data flow. The association shall

-
cause the downlink part of the service data flow to be directed to the PDP context in the association, and

-
assume that the UE directs the uplink part of the service data flow to the PDP context in the association.

Thus, the detection of the uplink part of a service data flow shall be active on the PDP context, which the downlink packets of the same service data flow is directed to. The detection of the uplink part of the service data flow may be active, in parallel, on any number of additional PDP contexts.

A.1.3.1.1.1
Bearer binding mechanism allocated to the PCEF

The bearer binding mechanism is triggered by
- a PCC operation (activate/modify/deactivate a PCC rule)
- a PDP Secondary Context Activation

- a PDP Context Modification

- a PDP Context Deactivation

The bearer binding shall, in the following order of priority, bind a PCC rule:

-
to an established PDP context that fulfils, without modification, the PCC rule demands;

-
to an established PDP context that, after modification, fulfils the PCC rule demands and trigger a PDP Context Modification procedure;

-
to a new PDP context, triggering a Network Initiated Secondary PDP Context Activation procedure. During the course of the procedure, the PCC rule is in the binding-pending status. At completion of the Network Initiated Secondary PDP Context Activation procedure, the PCEF shall validate the binding result.
A.1.3.1.1.2
Bearer binding mechanism allocated to the PCRF
…
*** 3rd change ***

A.1.3.2.1


Policy Control and Charging Rules Function (PCRF)

A.1.3.2.1.1
Input for PCC decisions

The PCRF shall accept any of the following input, specific for GPRS, as a basis for decisions on PCC rule operations:

-
Per IP-CAN session (e.g.: UE IP address);
· APN;
· Requested QoS, for a PDP context, in terms of QoS class identifier and bitrates;
· RAT-type.
The PCEF may provide the following information:

-
Subscriber Identifier in the form of IMSI, MSISDN;

-
APN; 

-
RAT type;

-
Requested QoS, for PDP Context, in terms of QoS class identifier and bitrates;

-
TFT, to enable the identification of the corresponding PDP Context.
The SPR may provide the following information:

· Subscriber's permitted QoS class identifier(s) and associated bitrate limits for the GPRS access (this shall be mapped to UMTS traffic class in the GGSN);

· 

A.1.3.2.2


Policy and Charging Enforcement Function (PCEF)

A.1.3.2.2.1
General

This functional entity is located in the GGSN. The GGSN provides the GPRS-specific bearer QoS handling.

If the GGSN receives an Authorization token and Flow Id(s) from an UE, the PCEF shall report them to the PCRF over Gx.

The PCEF shall contact the PCRF based on PCRF address information that shall be configured for the access point name (APN) together with the IMSI or MSISDN (if needed).

The QoS information transferred over Gx is in terms of QoS Class Identifier and bitrates.

The PCEF shall maintain a mapping from the QoS Class Identifier to a UMTS QoS profile and vice versa.

Editor's note:
Details of QoS Class Identifier mapping to UMTS QoS profile is FFS.


For each PDP context, the PCEF shall accept information during bearer establishment and modification relating to:

-
The user and terminal (e.g. MSISDN, IMEISV);

-
Bearer characteristics (e.g. QoS negotiated, APN, IM CN Subsystem signalling flag);

-
Network related information (e.g. MCC and MNC).

The PCEF shall use this information in the OCS request/reporting or request for PCC rules.

A GGSN may provide more than one APN for access to the same PDN. It should be possible to enable or disable PCC functionality for each APN, independent from the other APNs for access to the same PDN. Once the PCC functionality is disabled, regular GPRS charging and policy methods would be applied, i.e. no PCRF interaction would occur.
For each PDP context, there shall be a separate OCS request/OFCS reporting, so this allows the OCS and offline charging system to apply different rating depending on the PDP context.

The GGSN shall report the service data flow based charging data on a per PDP context basis.
*** 4th change ***

A.1.4 
PCC Procedures and flows

A.1.4.1 
Introduction
For GPRS, the GW is the GGSN. The IP-CAN bearer is the PDP context and the IP-CAN Session is established by the Create PDP Context message. The IP-CAN Session is terminated when the last PDP Context of the specific IP address is deleted and the IP Address is released. 
A.1.4.2 
IP-CAN Session Establishment
The IP-CAN session establishment procedure (described in clause 7.2) is triggered at the GGSN by receiving a Create PDP Context Request message for the first PDP Context that is created for a new IP Address. The successful procedure results in an establishment of a UE IP Address and a PDP Context for the UE. The Create PDP Context Response message, indicating that a new PDP context is created, is sent to the SGSN.
GPRS bearer control modes are defined in TS 23.060 [12]. The GGSN indicates at IP-CAN session establishment what bearer control modes are available.. The PCRF indicates in the acknowledgement what bearer control mode shall apply. If the only bearer control mode available is  'MS only', the PCRF shall perform the bearer binding.
A.1.4.3 
IP-CAN Session Termination

A.1.4.3.1 
UE initiated IP-CAN Session termination
The UE initiated IP-CAN Session termination procedure (described in clause 7.3.1) is triggered at the GGSN by receiving a Delete PDP Context request message if this is the deletion of the last PDP Context for the IP Address or the Teardown Indicator in the Delete PDP Context Request indicates that all PDP contexts that share the same IP address shall be deleted. All PDP Contexts in the IP-CAN Session are deleted in the GGSN. The IP Address of the UE is released. The Delete PDP Context Response message, indicating that the PDP context(s) is deleted, is sent to the SGSN.
A.1.4.3.2 GW initiated IP-CAN Session termination
The GW initiated IP-CAN Session termination procedure (described in clause 7.3.2) is triggered if the GGSN detects that the IP-CAN Session shall be terminated. The Delete PDP Context request message is sent by the GGSN to the SGSN.

This may be the deletion of the last PDP Context for the IP Address. If not, the GGSN shall set the Teardown Indicator in the Delete PDP Context Request message to indicate that all PDP contexts that share that same IP address shall also be deleted. All PDP Contexts in the IP-CAN Session are deleted. The IP Address of the UE is released. The Delete PDP Context Response, indicating that the PDP context(s) is deleted, is received from the SGSN.

A.1.4.4 
IP-CAN Session Modification

A.1.4.4.1 
IP-CAN Session Modification; GW (PCEF) initiated

The GW initiated IP-CAN Session modification procedure (described in clause 7.4.1) is triggered at the GGSN by receiving one of the following messages:

-
Create PDP Context Request message;

-
Update PDP Context Request message;

-
Delete PDP Context Request message.

In case of a Create PDP Context Request message, the modification of the IP-CAN Session is the addition of a new PDP Context to the IP-CAN Session. If the bearer operation mode is MS-only, the PCEF shall request PCC decision(s) from the PCEF (Figure 7.4, step 4), otherwise the PCEF shall perform the bearer binding mechanism based on the PCC rules already provisioned to the PCEF for the IP-CAN session. The new PDP Context is added with specific QoS requirements and traffic mapping information (TFT). A Create PDP Context Response message, indicating that a new PDP context is created, is sent to the SGSN.
In case of an Update PDP Context Request, a PDP Context in the IP-CAN Session is modified. The modification may include modifying the QoS and/or the traffic mapping information. If the bearer operation mode is MS-only, the PCEF shall request PCC decision(s) from the PCEF (Figure 7.4, step 4), otherwise the PCEF shall perform the bearer binding mechanism based on the PCC rules already provisioned to the PCEF for the IP-CAN session. The Update PDP Context Response message, indicating that a PDP context is modified, is sent to the SGSN.
In case of a Delete PDP Context Request message, a PDP Context in the IP-CAN Session is deleted. If the bearer operation mode is MS-only, the PCEF shall request PCC decision(s) from the PCEF (Figure 7.4, step 4), otherwise the PCEF shall perform the bearer binding mechanism based on the PCC rules already provisioned to the PCEF for the IP-CAN session. The Delete PDP Context Response message, indicating that a PDP context is deleted, is sent to the SGSN.
A.1.4.4.2 
IP-CAN Session Modification; PCRF initiated

The PCRF initiated IP-CAN Session modification procedure (described in clause 7.4.2) may initiate GGSN initiated PDP Context Modification or Deactivation procedures. If the bearer operation mode is not MS-only, the PCRF initiated IP-CAN Session modification procedure may initiate Network Requested Secondary PDP Context Activation procedures. 

If the bearer operation mode is MS-only, the provisioning of a PCC rule (Figure 7.5, step 3) shall include the bearer binding result. In other bearer operation modes the PCEF shall execute the bearer binding mechanism.
If the bearer binding requires a new PDP context to be activated and the bearer operation mode permits NW-initiated bearers, the GGSN triggers the Network Requested Secondary PDP Context Activation procedure including the required QoS profile and UL TFT filters. If the QoS negotiated for the new PDP context does not match the QoS class identifier in the PCC rule or the bitrates needed for the bearer, the GGSN shall reject the PCC rule.
If the bearer binding requires a PDP Context in the IP-CAN Session to be modified, the GGSN sends an Update PDP Context Request message. The modification may include modifying the QoS profile for the PDP context and/or UL TFT in the UE. If the QoS negotiated for the PDP context does not match the the bitrates needed for the bearer, the GGSN shall reject the PCC rule. The Update PDP Context Response message, indicating that a PDP context is modified, will be received from the SGSN.
In case a PDP Context in the IP-CAN Session needs to be deleted, the GGSN sends a Delete PDP Context Request message. The Delete PDP Context Response message, will be received from the SGSN.
*** End of changes ***









































































�Copy of new text introduced with S2-062049.


�Copy of new text introduced with S2-062049.





3GPP


