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1) Introduction
A solution has to be defined to allow the RNC to determine which is the AMR payload structure in used in each DL IP packet received in order to be able to apply UEP.

2) Discussion on a simple proposal
As encryption is provided over the radio, it is questionable whether many applications will encrypt the voice at the application layer. If we consider cases where encryption is not to be used at application layer for voice service a simple solution where mainly the RNC is impacted with UEP should be possible:

When there is no encryption, the RTP Header indicates codec in used (AMR NB vs AMR WB) (in Payload Type field, PT) and the RTP Payload indicates the AMR mode in use in the current packet (ToC field indicates the Frame Type: 0 --> AMR 4.75 mode, ..., 7 --> AMR 12.2).
As a consequence, when there is no encryption, all information needed to discriminate the AMR structure in use and then apply UEP in the RNC are available in the DL IP Packet itself. When there is no encryption, there is no need for any additional information in the RNC and no need to advice the RNC of RTP subflows. As a consequence, a simple solution to apply UEP exists and can be applicable with no network change when encryption is not provided:

· the RNC analyses RTP flow information to determine codec and codec mode in use in order to apply UEP.
Nevertheless, a UE can negotiate a specific dynamic PT during IMS session establishment with the other party and use this dynamic PT instead of using a static PT. As a consequence, a solution has to be found to allow the RNC to get this PT, this is described in a separate contribution.

Also some other information has to be provided to the RNC such as the ones provides over IuCS to indicate which SDU Error Ratio and Residual Bit Error Ratio has to be applied on each RAB Subflow.
Also some information describing the AMR payload structure of negotiated codec modes can be provided to the RNC to avoid some OAM static configuration. 

As a consequence, even if a simple solution exist for the RNC to determine AMR payload structure and apply then UEP, some information have to be provided to the RNC. Way to provide this information to the RNC is subject to another contribution.

3) Conclusion

It is suggested to update the TR 23.807 with the following:

5.1 Which entity differentiates and separates speech bits of the AMR frame

When there is no encryption at the application layer, all information needed to allow RNC to discriminate the AMR codec and codec mode in use are available in the DL IP Packet itself (the codec is available in the RTP Header and the codec mode is available in RTP payload Table of Content). As a consequence,  the RNC only needs to know the AMR frame payload structure associated to each codec mode negotiated. This is provided by OAM configuration or via signalling.sSome additional information such as the Payload Type indicating the codec if negotiated by the UE at SIP layer or which SDU Error Ratio and Residual Bit Error Ratio has to be applied may need to be provided to the RNC.
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