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1. Introduction

In SA2#46 the Work Item “Evolution of policy control and flow based bearer level charging” was agreed, which considered the creation of a new TS “Policy Control and Flow-based Charging architecture”.

In a separate contribution it is presented the initial skeleton for that new TS 23.cde.

This contribution aims to equip the skeleton with the PCC rule definition, based on the Rel-6 TS 23.125 charging rule definition and results defined in the TR 23.803.

Also, The TS 23.125 section with the charging rule definition includes other definitions, which shall not be considered as part of the definition. Such definitions are placed in separate sections here. Other requirements can also be found in that section. Such information is presented in a separate contribution.

In this contribution, the TS 23.125 text for the charging rule is marked as introduced by user “23.125 6.5.0”.

2. Proposal 

It is proposed to add the following text to the draft TS.

1
Scope

This clause shall start on a new page.

The present document …

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[<seq>]
<doctype> <#>[ ([up to and including]{yyyy[-mm]|V<a[.b[.c]]>}[onwards])]: "<Title>".

[1]
3GPP TR 41.001: "GSM Release specifications".

[2]
3GPP TR 21 912 (V3.1.0): "Example 2, using fixed text".

[a]
IETF RFC 4006: "Diameter Credit-Control Application".

3
Definitions, symbols and abbreviations

Delete from the above heading those words which are not applicable.

Subclause numbering depends on applicability and should be renumbered accordingly.

3.1
Definitions

For the purposes of the present document, the [following] terms and definitions [given in ... and the following] apply.

Definition format

Charging key: information used by the online and offline charging system for rating purposes.
Service identifier: An identifier for a service. The service identifier provides the most detailed identification, specified for flow based charging, of a service data flow.
example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

Abbreviation format

<ACRONYM>
<Explanation>

4
High level requirements

4.1


General requirements

4.2 
Charging control requirements

4.3


Policy control requirements
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Architecture model and reference points

5.1


Reference architecture

5.2


Reference points
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Functional description

6.1

Overall description

6.1.a
Policy and charging control rule

The purpose of the Policy and charging control rule (PCC rule) is to enable the user plane detection of, the policy control and proper charging for a service data flow.
The information in a PCC rule serves one or more of the following purposes:

a) How to detect a packet in the service data flow.

b) Identify the service the service data flow contributes to.
c) Provide applicable charging parameters for a service data flow.
d) Policy control for a service data flow.
The Table 6.1.a lists the information elements of a PCC rule, including the designation, the description, the category (M/C/O, Mandatory/Conditional/Optional) and whether the PCRF may add/remove/modify an information element in an installed PCC rule.
	Designation
	Description
	Category
	PCRF permitted to add, remove, modify IE for an installed rule

	Rule identifier
	Uniquely identifies the PCC rule, within an IP network connection, in the communication between the PCRF and PCEF. 
	M
	-

	Service data flow detection
	This mandatory section defines the method for detecting member packets in a service data flow.
	 
	 

	Precedence
	Determines the order, in which the service data flow templates are applied at service data flow detection.
For downlink packets all the service data flow templates, activated on any bearer, for the IP network connection are candidates.
For uplink packets the service data flow templates activated on the same bearer are candidates.
	M
	Modify

	Service data flow template
	A list of service data flow filters for the detection of the service data flow.
	M
	Modify (including add to/remove from the list)


	Charging
	This conditional section defines identities and instructions for charging and accounting that is required for an access point where flow based charging is configured 
	 
	 

	Charging key
	The charging system (OCS or OFCS) uses the charging key to determine the tariff to apply for the service data flow.
	M
	Modify

	Service identifier
	Identifies the service.
	M
	-

	Charging method
	Indicates the required bearer charging method for the Charging key/Service identifier combination.

Values: online, offline or neither.
	O
	-

	Measurement method
	Indicates whether the service data flow data volume, duration or both shall be measured.
By default the PCEF measures the data volume.
	O
	-

	Application Function Record Information
	An identifier, provided from the service, correlating the measurement for the Charging key/Service identifier values in this PCC rule with service level reports.
	C
	Add, Remove

	Service identifier level reporting
	Indicates that separate usage reports shall be generated for the Service identifier.

Values: mandated or not required
	O
	Remove

	Policy control
	This conditional section defines how the PCEF shall appy policy control for the service data flow. 
	
	

	Gate
	The gate status indicates whether the service data flow, detected by the service data flow template, may pass (Gate is open) or shall be discarded (Gate is closed) at the PCEF.
	O
	Add, Modify, Remove


Table 6.1.a The PCC rule information.
The installation of a PCC rule provides the PCC rule definition to the PCEF. The activation of a PCC rule activates the use of the service data flow template on the bearer. The installation and the activation of a PCC rule may be combined in one operation.
The PCC rule contains information that allows for detecting packets belonging to a particular service, applying a policy for and defining how the service data flow is to be charged. The packets detected by applying the service data flow template are designated a service data flow.

The operator defines the PCC rules. A PCC rule definition is either

-
predefined at the PCEF (for the access point, for GPRS an APN)
-
dynamically provided from the PCRF (for the IP network connection)
The PCRF may, at any time, modify an installed PCC rule, which was provided from the PCRF. Apart from the charging rule identifier and the charging method (online, offline, neither) all parts of a charging rule may be modified.

The PCRF activates a PCC rule, for a bearer, over the Gx reference point. The operator may define a predefined PCC rule to be activated on every bearer to that access point.
The PCRF may

· install, modify and remove a PCC rule at any time

· activate multiple PCC rules per user and bearer
· deactivate a PCC rule, activated on a bearer, at any time.

The PCC Rule identifier is unique for a PCC rule within an IP network connection. For a predefined PCC rule, the Rule identifier shall be unique within the APN. A PCC rule, provided by the PCRF, with the same Rule identifier value as a predefined PCC rule, replaces the predefined rule within the IP network connection.

The PCC Service data flow template may comprise any number of Service data flow filters. A Service data flow filter contains information for matching user plane packets. A Service data flow filter, provided from the PCRF, contains information elements for matching against the IP 5-tuple. The Service data flow template filtering information within an activated PCC rule is applied at the TPF to identify the packets belonging to a particular service data flow.
Note 1:
Predefined charging rules may include service data flow filters, which support extended capabilities, including enhanced capabilities to identify packets associated with application protocols.

Note 2:
For GPRS an operator may optionally define predefined PCC rules that operate on MBMS bearer contexts, see TS 23.246 [b]. Such PCC rules are not applicable to any PDP contexts. Pre-defined charging rules for MBMS Bearer contexts are not available for reference from a PCRF and hence they cannot be dynamically activated over the Gx reference point. For MBMS a GGSN may collect charging data records on a per MBMS bearer context basis. The report may, depending on the configuration of the charging rule, include volume- and/or time-usage for a certain MBMS service. The purpose of the reporting may be to form a basis for settlement with a 3rd party content provider. Since multiple users share an MBMS bearer context it is not possible to derive any per user information for such bearers.

The PCC Precedence defines in what order the activated PCC rules within the same IP Network Connection shall be applied at the PCEF for service data flow detection. When a PCC rule installed from the PCRF and a predefined PCC rule have the same precedence, the PCC rule installed from the PCRF takes precedence.
NOTE 3:
The operator shall ensure that overlap between the predefined charging rules can be resolved based on precedence of each predefined charging rule in the PCEF. The PCRF shall ensure that overlap between the dynamically allocated charging rules can be resolved based on precedence of each dynamically allocated charging rule.
The PCC Charging key is the reference to the tariff for the service data flow. Any number of PCC Rules may share the same charging key value. The bearer home service provider allocates the charging key values for each service.
Assigning the same Charging key for several service data flows implies that the charging does not require the reports and quota consumption to be separated.
The PCC Service identifier identifies the service. The identifier shall be allocated according to DCCA [a] and uniquely identify a given service. Any number of PCC Rules may share the same service identifier value. The service identifier provides the most detailed identification, specified for flow based charging, of a service data flow.
The PCC Charging method indicates whether online charging is required, offline charging suffice or the service data flow is not subject to any end user charging.
The PCC Measurement method indicates what measurements apply for charging for PCC rule.
NOTE 4:
The measurement method provides information on how the service data flow contributes to charging data reports. E.g. a service may be subject to charging based on duration, but some service data flows may be excluded from the duration measurement by indication volume measurement only for the PCC rule.
The PCC Service identifier level reporting is for diagnostics only. Enables usage reports for the combination of Charging key/Service identifier. The PCEF shall accumulate the measurements from all PCC rules with the same combination of Charging key/Service identifier values in a single report. Service identifier level reporting is for troubleshooting/diagnostics only and may be subject to PCEF limitations.
The PCC Application function record information identifies an instance of service usage. A subsequently generated bearer usage report, generated as a result of the rule, includes the Application function record information. The report is however not restricted to include only usage related to the Application function record information reported, as the report accumulates the usage for all PCC rules with the same combination of Charging key/Service identifier values.
The PCC Gate indicates whether the PCEF may let a packet matching the PCC Service data flow template, pass through (gate is open) the PCEF or the PCEF shall discard (gate is closed) the packet.

NOTE 5:
A packet, matching a PCC Rule with an open gate, may be discarded for other reasons.
6.1.b
Policy and charging control rule activation
An installed PCC rule may be activated on one or more bearers. The activated PCC rule:
· includes the service data flow template in the service data flow detection;

· determines the mapping of downlink packets, in the service data flow, to PDP context;
· causes usage data for the service data flow to be recorded, categorised per Charging key value;

· if Service identifier level reporting is mandated, causes usage data for the Charging key/Service identifier value pair to be recorded;
· invokes the policies, if any, associated with the PCC rule
A predefined PCC rule, installed at the PCEF, is known, at least, within the scope of one access point.
The PCRF installs a PCC rule at the PCEF per IP network connection.
NOTE 1:
The PCRF may reuse a PCC Rule identifier for a different PCC rule for another IP network connection.
The PCRF may, at any time, activate any installed PCC rule, which is known within the scope of the IP network connection, on a bearer.
NOTE 2:
The same predefined PCC rule can be activated for multiple bearers in multiple IP network connections.
The PCRF may, at any time, deactivate an active PCC rule on a bearer.
The PCC Rule remains installed if it is active on at least one bearer.
Editors’ note:
Whether the PCC rule shall remain installed until the IP network connection is disconnected is FFS.
6.1.c
IP network connection attributes

The OCS and/or OFCS addresses, for online and offline charging, shall be available at the PCEF. Should a local configuration at the PCEF be insufficient, the PCRF may associate an OCS and/or OFCS address with an IP network connection at establishment.
6.2 Functional entities

7 Procedures and flows

Annex <A> (informative):
Overall architecture impacts of flow based charging

Editor’s note: Annex A of 23.125 should be moved here.

Annex <B> (normative):
GPRS specific aspects
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