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1 Introduction
In the SA2#47 meeting, a contribution of “Use capability version to solve inconsistency of cache and multiple devices per subscriber” (S2-051680) is discussed and the conclusion is that: How this mechanism works is questioned and some mentioned this is not a complete solution for multi-terminals, may be useful to be combined in other solutions.  

This contribution proposes the combined usage of capability version no. and device ID in UE capability exchange, to realize the discovery of the UE capability change.  

2 Discussion

As we proposed in TD S2-052160, an identifier named device ID is introduced in UE capability exchange, while its usage is summarised as: 

· UE sends its device ID along with its capability information to the other side during UE capability exchange, the receiver stores these information and establishes the relationship between the received capability information, the device ID and the sender’s IMPU/MSISDN;

· In subsequent service interactions, the UE again sends its own device ID along with the SIP request/response and/or CS call setup signalling messages it sent, the receiver may then find the message is sent by a UE with which it hasn’t exchanged capability information, and so decides to perform UE capability exchange right now or sometime later, or the receiver may find the message is sent by a UE with which it has exchanged and stored capability information, and so uses the stored capability information to decide what can be done during this service interaction.     
This mechanism doesn’t consider the case that the UE performs online upgrade or configuration change, while the device ID will keep the same, but the UE’s capability will change, and so need to perform UE capability exchange to update the stored information. The discovery of the UE capability upgrade or configuration change can be performed by introduction of the combined usage of capability version no. and device ID. The combined usage is then summarised as:
· UE sends its device ID and current capability version no. along with its capability information to the other side during UE capability exchange, the receiver stores these information and establishes the relationship between the received capability information, the device ID, the capability version no. and the sender’s IMPU/MSISDN;

· When performing online upgrade or configuration change, the UE updates its capability version no.

· In subsequent service interactions, the UE again sends its own device ID and capability version no. along with the SIP request/response and/or CS call setup signalling messages it sent, the receiver can then find the message is sent by a UE with which it has exchanged and stored capability information, but the capability version no. is different. So, the receiver decides to perform UE capability exchange right now or sometime later, to update the stored information.

An example of this combined usage is shown as below, while the device ID is used to distinguish different device sharing the same IMPU of user B, and the capability version no. is used to indicate the updated capability of the same UE.
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3 Proposals
It is proposed to add the following in the TS 23.279. 

*** FIRST CHANGE ***

7.2.2
UE Capability Information

The UE capability information provides input to determine the set of services that can be successfully invoked between two users.

Note:
This UE capability information is exchanged only over the IMS domain. The exchange of such capabilities may occur during peer-to-peer session or session unrelated communication.

It shall be possible to exchange the UE capabilities described below in this subclause. Note that the exchange of these capabilities is subject to the availability of the information and privacy control.

-
IMS Media types which can be supported as IMS media streams (i.e. media component definitions of IMS sessions).

-
Media format parameters for supported IMS media types (codecs, media file formats etc.).

-
MSISDN and preferred SIP URI for the UE sending the UE capability information.

-  
Device ID which is used for identifying a terminal.
-  
Capability version No. which is used for identifying current capability version of a terminal.
Additionally, it shall be possible for the UE to use IMS to exchange capability information about:

-
CS video telephony capability;

-
CS voice capability;

-
MMS version supported;

-
Support for other IMS based capabilities or services e.g. PoC.

The UE capability information is exchanged between the calling party and the called party. The UE may cache the retrieved capabilities for a certain amount of time, and may refresh its cache in a periodic manner.

NOTE:
due to varying radio environments (e.g. DTM/non-DTM, etc…) a UE capability exchange has the best success rate when performed outside of any other service, i.e. when no other CS/PS/IMS service is currently invoked.

The information flows for exchanging UE capabilities are shown in subclause 8.2.
*** SECOND CHANGE ***
7.4
Multiple Devices per Subscriber

For network efficiency, the capability detection functionality requires the terminal to cache information about the other terminals’ capabilities. 

In order to cater for remote parties who use more than one device (e.g. with the same MSISDN or the same public user ID), CSI needs a mechanism that allows for identifying a particular device. This mechanism shall be capable of identifying a device upon UE capability exchange, CS call setup and IMS session initiation. This enables the remote party to retrieve the correct device capabilities from its cache. 

Procedures are needed to avoid devices of one user having the same device identification.
This requirement is fulfilled by introducing an identifier named device ID and the capability version no. in the UE capability exchange and subsequent service interaction procedures. The combined usage of the device ID and the capability version no. includes:

· The device ID and the capability version no. as well as capability information are included in capability exchange procedures which will then be stored by the receiving UE;

· The capability version no. is updated when UE performing online upgrade or configuration change.

· In subsequent service interaction procedures, the device ID and the capability version no. are included in SIP Request/Response and/or CS call setup signalling messages, which will then be used by the receiving UE to identify the device and its current capability version of the peer side, and then to determine whether to initiate capability exchange procedures or use the existing stored capability information for further service purpose, e.g. CSI.
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