SA WG2 Temporary Document

Page 1
-


3GPP TSG SA WG2 Architecture — S2#48
S2-052043

5 – 9 September, 2005

Sophia Antipolis, France

Source:
Lucent Technologies

Title:
PCC architecture in option 1

Document for:
Discussion

Agenda Item:
7.4.2

Work Item / Release:
SAE

Introduction

As the 3GPP system evolves, it has been recognized that important capabilities of the current system are retained in the evolved system. One of these capabilities is the Policy and Charging Control feature being defined for the current 3GPP system in Rel 7.It is therefore important to understand how the PCC architecture would evolve and the role of the PCRF in the evolved system. This contribution discussed a possible evolution of the PCC architecture when architectural option B.2 is considered.

Discussion

The PCC architecture includes a Gateway node (GW), acting as a policy enforcement point for QoS and a traffic processing function for charging rules enforcement, a PCRF, acting as a QoS policies decision function and charging rules function, and an application function (AF). A GW may interact with one or more PCRFs. A PCRF may interact with one or more AFs to determine the QoS and Charging policies. An AF may communicate with multiple CRFs. The AF can contact the appropriate PCRF based on either the end user IP Address and/or other user identity information the AF is aware of. The selection of the PDF may be based on one of the criteria dependent on the service binding mechanism being used and/or based on configuration at the GW.

In the new system, the PCRF continues in its role of decision point for QoS policies based on service or subscription requirements, and in its role of charging rules administration function. The PCRF selection can continue based largely on similar criteria as those used in the current architecture. However, as the new system requires the support of multiple access technologies, not all of them supporting the delivery of authorization tokens, the binding of services to bearers or IP flows controlled by the PCRF should not require the usage of tokens. So, the PCRF selection should not rely on the usage of a token-based Selection criterion (e.g. it should be based on the user identity/address + APN ).

Architecture option B.2 includes, in our view, two anchor points: one for inter-access system mobility and one for Intra-access system mobility. The intra-access system and the Inter-access system anchor points would both be used for the provision of data sessions. Under this assumption, for the support of the PCC capability, the inter-access system anchor needs to act as the GW. The mobility protocol used to handle inter-access system mobility support in the evolved system must therefore provide the Inter-access system anchor with the same information as the one provided to the GW in the current PCC architecture when the access technology allows for that.

This information may include:

· The user and terminal (e.g. MSISDN, IMEISV)

· Bearer characteristics (e.g. QoS negotiated, APN, IM CN Subsystem signaling flag)

· Network related information (e.g. MCC and MNC)

It should be noted that not all the access technologies use the same parameters in identifying bearer services, so the inter-access system anchor will need to be notified of the current access technology being used in some ways to take into account access specific components of the PCC capability in the evolved system.

As the new system architecture we are proposing foresees an access independent and an access dependent subsystem and each of them includes an anchor, it is then necessary to clarify whether each subsystem should require an independent PCRF or one PCRF could be used, and how roaming cases are handled.

In nonroaming cases (as depicted in Figure 1), a PCRF at the inter-access Anchor node may be sufficient as there is no need to enforce policies twice within the same network operator domain through different PCFs. Also, as we have already discussed, the only node interacting with the PCRF would be the Inter-access system anchor.
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Figure 1 Usage of PCRF  – Non roaming case

In roaming cases, the user session may be handled both by an anchor in the visited network and an anchor in the home network. Alternately, if the roaming agreement allows for it, the session may be supported entirely by the visited network. In the following discussion, both cases shall be considered.

Considering the case of the data session handled both by the visited network and the home network, it is FFS whether a PCRF is also needed in the visited access system to let the visited network provider apply charging or QoS policies at the local anchor. In this case, the V-PCRF needs to act as a proxy towards the H-PCRF and may be statically provisioned to apply some additional policies agreed within the inter-operator roaming agreement. Figure 2 and Figure 3 show the cases where the local PCRF is not used or it is used respectively.
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Figure 2 Usage of PCRF – Roaming case with PCRF in Home network only.
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Figure 3 Usage of PCRF - Roaming case with PCRF in Home and visited network and GW in home network.

If the roaming agreement allows a user to use a visited network inter-access system anchor, in addition to the local inter-access access system anchor (i.e. the user session is handled entirely by the visited network), in the evolved system it may be desirable to allow for the usage of a Home PCRF, in addition to allowing for the usage of a local PCRF as in the current system. For instance, it could be useful to allow a home AF to contact an appropriate PCRF in the home network based on the user identity, before the session is set up, or for the home PCRF to contact one or more policy repositories whose address is not known in the visited network, and as such they are not accessible from a visited network. It also simplifies provisioning in the roaming agreement as only one IP address (or a shortlist of IP addresses used for failover) of the PCRFs involved in peering needs to be exchanged, rather that the IP addresses of all possible PCRFs in the visited network and all possible AF’s in the home network. 

If this option is considered, then the PCRF at the local inter-access system anchor needs to be able to act as a proxy towards the PCRF in the Home network. This is shown in Figure 4.
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Figure 4 Usage of PCRF – Roaming case with PCRF in Home network, visited network, and GW in visited network.

Conclusion

It is proposed that the following changes are included in the report

Proposed text:

7.1
Key Issue Policy control and Charging

7.1.1
Description of Key Issue Policy control and Charging

The PCC functionality comprises important functionality related to the configuration of certain filters and packet processing rules. Typical use of such rules and filters include flow based charging, gating,QoS control, etc. Such rules may implement multiple services of various types, including ones from 3rd party suppliers and hence are an important part since it is related to a subscription and how services are authorized and charged for e.g. zero rating, price bundling, premium price etc depending on the particular configuration of an operator. In a Rel-7 context PCC considers a number of input parameters such as QoS parameters and for GPRS case TFTs and if a PDP context was activated by a secondary PDP context activation procedure, etc. before finally implementing a rule. It is key for an operator to be able to use a configuration of rules (policy and charging), which apply to Rel-7 architecture and terminals also in long term, i.e., smooth migration is important. The PCRFs interaction with future CN should be based on the existing PCC Rel-7 interfaces. It should be noted that some Rel-7 models (e.g. the QoS model) may be further evolved in the SAE work. For instance, as the new system requires the support of multiple access technologies, not all of them supporting the delivery of authorization tokens, the binding of services to bearers or IP flows controlled by the PCRF should not require the usage of tokens. So, the PCRF selection should not rely on the usage of a token-based Selection criterion (e.g. it should be based on the user identity/address + APN ).
With the introduction of new 3GPP radio access technologies operators need to be in control of the use of each 3GPP radio access technology. The policy should take subscriber identity and other circumstances into account. The use of a different radio access technology may also lead to changes in other policies, e.g., different rating, etc.

7.1.2 
Solution for key issue Policy control and Charging

· It shall be possible to inform the PCRF what radio access technology a subscriber is utilizing since depending on operator configuration it may influence what policy control and charging rule is being activated by a PCRF

· The PCC interfaces already defined in Rel-7 shall be used as a basis in an SAE context and may be evolved to meet SAE requirements

· The PCRF selection shall not rely on the usage of a token-based Selection criterion (e.g. it should be based on the user identity/address + APN / access technology ).
Editors Note: In a B1 context, cf. Annex B, the enforcement point of the mobility anchor that resides in the core network shall be controlled by a PCRF. 
· In architecture option B.2, the Interaccess system Mobility anchor shall be controlled by a PCRF, when PCC capability is used.

· In option B.2, the mobility support protocol used to handle inter-access system mobility support in the evolved system shall provide the Inter-access system anchor with the same information as the one provided to the GW in the current PCC architecture when the access technology allows for that
· The PCC functionality shall in an effective way be able to handle different QoS models cf. e.g. I-WLAN vis-à-vis WCDMA

7.1.3
Impact on the baseline CN Architecture

The PCC functionality shall be evolved from the existing Rel-7 PCC interfaces.

It shall be possible to inform the baseline CN architecture what radio access technology (including an evolved RAN) is being used by a subscriber.

Editors Note: In a B2 context, cf. Annex B, It is FFS whether a PCRF in the Home network could be allowed to handle some roaming cases.
7.1.4
Impact on the baseline RAN Architecture

In case the baseline RAN architecture support multiple RAN access technologies it may be needed to inform the PCRF what radio access technology a subscriber is utilizing including an evolved RAN access technology.

7.1.5
Impact on terminals used in the existing architecture
[Editors Note: It is FFS whether there is any particular terminal impact from the evolution of Policy control and Charging architecture. However at the moment no particular terminal impact has been identified.]
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