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Introduction

In the current text in TR 23.867 the only indication for the CN to be able to give special treatment of an emergency session is the new emergency indication that is added to the Attach and PDP context activation procedures. This emergency indication mainly introduces means to give special treatment in relation to QoS priority handling. 

There are no discussions on the handling of GGSN selection in relation to the establishment of an emergency session. Neither there are discussions on how to handle differentiation between different types of emergency services.

This contribution discusses the need for a special Emergency APN in the establishment of an IMS emergency session. 
Discussion

In the normal case the emergency session is entirely handled in the serving network, but there has also been discussions whether it should be possible to also connect to an emergency centre in home network when needed.

There has also been discussion whether there is a need to support different types of emergency services, as for existing emergency calls in CS (e.g. Fire, Police, Ambulance etc).

Today, the emergency services are provided by the CS domain and the solution has been in place for a long time and have been worked through over the years.  As regulatory and legal requirements have placed strict restrictions and performance & stability requirements on the system & on the user equipment.

It is envisioned that even though PS domain & IMS subsystem has not been used for the same type of services before, the expected system & user equipment behaviour would be the same or atleast as close as possible from the beginning.

Release 5 IMS as well as the deployed/to be soon deployed GPRS system will face scenarios where upgrades will be needed for the majority if not the whole operator’s networks to support emergency sessions from Release 6 primarily due to the type of solution SA2 may select.

Specific case in point is the solution where an existing PDP context is modified to support emergency sessions as well as existing and deployed APN is used to connect to emergency networks via IMS. 

It can be envisaged that regulatory requirements will cause operator’s all network nodes to be upgraded, whereas considering a slightly different solution such as an emergency procedure via special APN/or via special handling could remove that burden of requirement from deployment point of view.

In such cases, operators will be able to start deploying few specific GPRS nodes (like GGSN) to support initially limited number of users who may connect to the emergency centres via IMS & GPRS.

Ericsson sees benefits for the operators if we could introduce procedures that ensure that the emergency session always is routed via a GGSN that are upgraded with equipment for support of such service. Hence we would allow upgrading of GGSN’s one by one as discussed above.

According to the different requirements it is obvious that several different use cases will be valid for IMS emergency sessions via PS domain. 

The different use cases seem to put requirements mainly in the area of which GGSN and IMS system that is able to connect to the emergency centre that supports the requested type of emergency service.

It should be discussed whether all GGSN’s in a PLMN network shall be able to connect to an emergency centre, or if only one or a few of the GGSN’s need to have those capabilities. It should also be discussed whether all emergency types must be supported in visiting network, or if some emergency types only can be supported by home network?

There might be several solutions on how to support the needed scenarios, but the most obvious one is to reuse the existing GGSN selection handling in SGSN by the use of APN.

There exist several ways of utilizing APN during the activation of an Emergency PDP context:

1. Regular APN
2. Emergency APN stored in SGSN

3. Emergency APN sent from UE
Alternative 1:

This alternative implies that either a normal APN included by the UE is used or the default APN stored in SGSN is used. With this solution it is not possible to differentiate between types of emergency services in the GGSN selection. Also unclear how to handle the case when this APN selects a GGSN in home network or the case when VPAA flag is set to “home”. 

This solution puts the requirement that all GGSN’s must be upgraded with equipment to be able to connect to all types of emergency centres already from day one.

Alternative 2:

This alternative requires that several default emergency APN’s are stored in SGSN and ideally one emergency APN for each type of emergency service that is supported. With this solution it is possible that only some of the GGSN’s need capabilities to connect to an emergency centre. It is also possible that one GGSN have the capability to connect to one type of emergency service and another GGSN to another emergency service. The main drawback with this solution is that the APN’s stored in SGSN are only applicable in the local network so that the serving network must support all types of emergency services, also the ones that are mainly relevant in home network. This solution also implies that the UE needs to support other means to indicate to the network the type of emergency service requested.

Alternative 3:

This alternative makes it possible for the subscriber itself to influence the decision on using an emergency service in visiting network or an emergency service in home network by including the emergency APN that reflects the wanted service, e.g. in some cases the subscriber might want to connect to a emergency centre that gives support in his own language. It also makes it possible for the operator to provide APN’s that gives dedicated GGSN selection from SGSN.

As APN is optional for the UE to include, the following two cases exist:

· In case an APN is not included in the Activate PDP context request message it means that a “default” local Emergency Centre shall be connected. 

· In case an APN is included, this APN shall be used as basis in the selection of GGSN and IMS system that is to be responsible for connecting to the Emergency Centre that supports the wanted service.

The alternatives above shows that there are advantages on the deployment of the emergency service by introducing emergency APN’s. Both alternative 2 and 3 gives advantages in the domain of the visiting operator, and alternative 3 even gives advantages in the home domain. In addition they give means so that GGSN might utilize APN to perform a dedicated selection of the external network.

Proposal

As discussed above it should be possible for the subscriber to even access an Emergency Service in home network & emergency via IMS/GPRS should be able to have deployment in a controlled manner as well as possibility of access with an UICC and without an UICC should as much as possible have same procedure from a UE & network point of view in case of emergency support. 

Ericsson proposes that alternative 3 is further investigated in the technical report and is included in the TR as proposed below. 

1st proposed addition to TR

4 Overall architecture for IP based Emergency services

4.1 Architecture principles

Editor's note: This clause is planned to contain the architectural principles on the overall 3GPP system, including IP-Connectivity Access Network (IP-CAN), IM CN subsystem, mobile terminals in order to provide emergency services via the IP-CAN/IMS entities.  Also to cover how UICC & UICC-less cases are handled in the system. 

4.1.1. Requirements for IMS Emergency Sessions

A CS capable UE shall use the CS domain for emergency services.  In addition, the solution for emergency sessions in the IMS shall fullfil the following capability requirements:

1.
It should be independent from the used underlying IP connectivity network with respect to the detection and routing of emergency sessions.

2.
Any kind of emergency numbers, all kinds of emergency SIP URIs and special indications for emergency sessions within the SIP signalling must be supported (especially IETF proposals on adressing should be taken into consideration). 

3.
Emergency sessions should be prioritized over “ordinary” sessions by the system.

4.
Setup of IMS emergency sessions shall be possible for users with a barred public user identity.

5.
The primary solution shall be that the UE can detect an emergency session (e.g. by evaluating the SIP-URI or the dialed number) by itself and indicates the emergency session to the network. But the specification must also support cases where the UE can’t detect an emergency session.

6.
The solution must work in case the UE has a UICC card and is registered to the IMS or not, as well as in the UICC-less case. In the UICC-less and non-registered cases it must be possible to setup a bearer in the IP connectivity network and session setup must be possible without an existing security association between UE and P-CSCF.

7.
Emergency Service is not a subscription service and therefore will normally be supported entirely in the serving network and provided without interaction with a “Home” network in a roaming case, unless so explicitly requested by the subscriber.

8.
The solution shall also work in a roaming case when the session establishment is routed via a P-CSCF located in the home network. In this case the home network should be able to detect that the session is for emergency service (whether indicated as such or not) and route emergency sessions to an emergency center in the roaming country (i.e. where the user is geographically located). 

9.
Alternatively, the home network may respond to the UE indicating that the UE should initiate an emergency session in the serving network (e.g. via the CS domain of the serving network). The solution should be in principle similar for both scenarios (considering e.g. the entities, which perform session control and detection of emergency situations).

10.
Emergency centers may be connected to the CS domain, PS domain or any other packet network.

11.
Emergency centres shall be able to call back the user.
12.
The establishment of an IMS emergency session shall be made without any unnecessary delays or restrictions in the network, which might imply bypassing filters, any policies, QoS issues, authentication etc.
The solution for emergency sessions shall also fulfil the following architectural requirements:

1.
The architecture for Emergency Service should be driven by the specific capabilities requirements. To the extent that existing IMS functional entities can be re-used, this should be done. However the specification should not be constrained by the existing functional entities.

2.
The architecture should take into account that it may be possible to make emergency calls on other media than voice. It needs to take account support, for example, the deaf and hearing-impaired using a text phone that might generate information, for example, using IMS messaging procedures. There may also be a need to work with phones that attempt the emergency call as a videotelephony call.

4.1.x
Emergency APN principles
As the GGSN’s involved in the establishment of an IMS emergency session needs to be upgraded with equipment for giving support to connect to emergency centres, there might be wishes to ensure that only some dedicated GGSN are equipped for such services. To achieve this behaviour the operators might want to provide APN’s that gives a dedicated GGSN selection from SGSN. The operator could also if wanted provide one emergency APN for each type of emergency service that is supported, and also give one GGSN the capability to connect to one type of emergency service and another GGSN to another emergency service.

These APN’s can be included by the subscriber to get a special service, or they can be used by default in SGSN to ensure optimized routing in the network. 
When included by the subscriber it makes it possible for the subscriber itself to influence the decision on using an emergency service in visiting network or an emergency service in home network that reflects the wanted service, e.g. in some cases the subscriber might want to connect to a emergency centre that gives support in his own language. 
As APN is optional for the UE to include, the following two cases exist:
· In case an APN is not included in the Activate PDP context request message it means that a “default” local Emergency Centre shall be connected. 

· In case an APN is included, this APN shall be used as basis in the selection of GGSN and IMS system that is to be responsible for connecting to the Emergency Centre that supports the wanted service.

It is FFS if the GGSN even might utilize the emergency APN to perform a dedicated selection of the external network.
4.2 Architectural considerations

Editor's note: This clause is planned to cover the scenarios of: possible analysis of placement of S-CSCF where GGSN is, possible analysis of how to handle UICC-less access for the whole system, possible concept of Pseudo-HLR and how it fits into the total architecture, location and handling of MGCF/MGW, possible analysis of new nodes and responsibilities. The aim is to describe thinking behind the conclusion made in clause 5.
2nd proposed addition to TR

5 Impacts on the UE and on the IM CN subsystem

Editor's note: This clause is planned to contain the architectural impacts on the UE and on the IM CN subsystem for establishing an emergency session via IM CN subsystem.

5.1 UE 

Editor's note: This clause is planned to contain the required changes for UE functionality.

1.
The UE should detect an emergency service request and indicate it to the network.

2.
If the UE is attached to only a single domain (CS or IM CN Subsystem of the PS) it attempts the emergency service request within that domain. If the UE is attached to more than one domain then the emergency request should be attempted as directed by the network operator. For an attempt in the IM CN Subsystem of the PS domain, the attempt should be in the serving (visited if roaming) IM CN Subsystem of the PS domain.

3.
If the initial attempt is in the CS domain and it fails, the serving (visited if roaming) IM CN Subsystem of the PS domain should be attempted if the UE is capable. If the initial attempt is in the IM CN Subsystem of the PS domain and it fails, the UE should make the attempt in the CS domain (if the UE is capable and if for an appropriate service e.g., voice). 

4.
If #3 is not successful, or is not appropriate (e.g., visited PS domain does not support required PS emergency service), the session may be attempted in the Home IM CN Subsystem of the PS domain.

5.
If a UE attempts to initiate a session and receives a 380 (Alternative Service) response with the type set to “emergency”, the UE should then re-attempt the session as indicated in steps 2, 3, and 4, and with an indication that emergency service is requested.
The UE initiates the emergency session establishment request, and for the purpose of processing the request properly in the network the following specific information is supplied in the request message. These are not exhaustive information and the exact forms or values should be standardized in stage-3 work.
· Emergency session indication. 
· Optionally, Emergency APN. If not included a default Emergency APN stored in SGSN might be used.
· Optionally, type of emergency service. It could be implied in the above emergency session indication or implied by the emergency APN.
· UE’s location information (i.e. Cell Global Identification)
5.2 IMS Functional entities

