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1. Introduction

3GPP TS 23.240 describes two ways to access the GUP server: the redirect method and the proxy method.

Contribution S2-031420 presented during the Seoul meeting (SA2 WG#31) provides a comparison between both methods and recommends that only the proxy method should be kept.

In this contribution, we provide more comparison details between both methods and recommend that both methods are important but that the redirect method is retained to be considered in the next release.

2. Discussion

First let us recall what the two methods are all about and address the issues of authentication, charging, etc.

Proxy method

In the proxy method, the client application sends a request for one or more GUP components to the GUP server. As a result, the GUP server sends back the requested components, if they exist and if the client application has the right to access them. Finding the actual location of the components, fetching the data from the data store and packaging the data according to the GUP schema is the responsibility of the GUP server. The client application is not aware of the “ugly” details.

In the proxy method, the client application needs to authenticate to the GUP server. The GUP server also needs to authenticate to the GUP data stores that actually store the data.

In the proxy method, charging can be done by the GUP server itself, since the client application is not directly in contact with the data stores.

The proxy method makes the life of the client application very simple since everything (more or less) is taken care of by the GUP server. This is also very convenient for data store that only need to interact with the GUP server itself. In the proxy method, most of the burden is carried by the GUP server. This is a concern for performance and scalability. It also assumes that the GUP server is the best informed component when making decisions (as we will see when we look at the redirect method, the client application and the data store may find a better way to exchange data, way that the GUP server cannot be aware of).

Redirect Method

In the redirect method, the client application sends a request for one or more GUP components to the GUP server. As a result, the GUP server sends back referrals and not the data itself. A referral describes how the client application can access to the requested data, by sending one or more request directly to the data stores.

This is the responsibility of the client application to contact the data stores and assemble the partial results to form the final answer of the request. Note that referrals can become elaborate. For instance we can imagine a referral to mean something like: “to build the data components you request, you need to go to data store X or data store Y and to data store Z, and combine the results together.

In the redirect method, we have more flexibility in the sense that some decisions can be made by the client application. For instance, if the same component can be found at two data stores, the GUP server can return a referral offering both alternatives and the client application will pick the best one (based on network distance for instance).

In the redirect method, the client application needs to authenticate to the GUP server. We can easily assume that the GUP server will generate a one time token (e.g. a token signed by the GUP server) that will be bundle with the referral and used by the client application to authenticate to the data store. The data store only needs to check that the token is a genuine token generated by the GUP server. Like for the proxy method, there is a need to for two authentication.

The same concept can be done for charging. The token can be used for both authentication and charging. The issuance of the token by the GUP server will correspond to charging for access to the data.

The redirect method makes the life of the client application more complicated but relieves the burden from the GUP server.

3. Conclusion

In this contribution we have presented some new aspects of the proxy and redirect methods. Some advantages of the redirect method that have not been emphasised previously are:

· the redirect method is a key idea behind the architecture of directory services (LDAP)

· the redirect method offers great scalability for GUP server

· the redirect method is more in the spirit of IMS/SIP architecture (with SIP redirect servers)

· the redirect method makes it possible to defer some decision to the client application (e.g. when a GUP component can be retrieved from multiple locations, why would the GUP server make the choice. The client application may have some better information to make the decision)

Some concerns about security and charging had been raised in some previous contributions. We think that both issues can be easily tackled using tokens generated by the GUP server and recognized as such by the data stores, as explained in the previous section.

As a conclusion, we think that both methods should be considered for the GUP server but the redirect method can be considered in the next release of standards. It is important that the requisite hooks are provided in the stage 3 of this release such that an easy evolution path is provided to incorporate the redirect approach in the future.

4. Proposal

In TS 23.240 it is proposed that the Figure 2 for Redirect Mode in section 4.2.1 is retained to provide an informative overview but a statement is made that for a GUP server acting in redirect mode shall be considered in a later release.

The proposed change would be:

.

…  Excerpt from TS 23.240 v110

.


[image: image1.wmf]DOCUMENTTYPE

TypeUnitOrDepartmentHere

TypeYourNameHere

TypeDateHere

a) request

GUP Server

Requestor

b) locate

d) request

e) response

c) response

GUP Data

Repository

GUP Data

Repository


Figure 2. GUP Server acting as a Redirect Server.

The redirect mode for GUP is not required for the initial deployment of GUP.  The capabilities required to allow a redirect mode to be added in future releases shall be provided.
.

…  End of excerpt from TS 23.240 v110
.

For the message flow in Figure 4.4 in section 4.2.6, it is proposed that this is moved to an informative annex for the redirect mode of operation.

With this in place the focus of the TS can then be on the proxy mode of operation for this release.
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