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Introduction

At recent SA2 meetings, the concept of a Public Service Identity has been introduced. Also, Routing mechanisms for PSIs have been discussed and (to some extent) agreed upon for Release 6. For example, TS 23.228 specifies: “Within IMS, routing to/from a Public Service Identity (PSI) shall be provided using basic principles used for IMS routing.” Nevertheless, so far discussions on routing capabilities focussed on additions and new mechanisms, rather than exploring and explaining how existing routing capabilities can be used for PSIs. This is the subject of the present contribution.

Discussion

Existing IMS Routing Capabilities can be used to invoke an Application Server as follows.

Scenario A:

A request from User A reaches the A-party S-CSCF. The A-party S-CSCF evaluates the initial filter criteria and invokes the AS hosting the PSI. 

Scenario A has some merits, as it routes the request directly from user A’s CSCF to the AS. However it limits the use of the PSI to users within the operator domain and requires configuration of filter criteria per user, not just per service.

Scenario B: 

The Application Server identified by a Public Service Identifier (e.g. video-on-demand@example-operator.com) is handled like a B-party from a high-level routing perspective. That means there is an HSS entry for the PSI and a S-CSCF (in the example-operator network) is assigned for it through registration. Thus, e.g. an INVITE request from user A is routed as usual outgoing request on the originating side, and then routed from the A-party S-CSCF to an I-CSCF in the example-operator network, and then to the S-CSCF, where the PSI is registered. The S-CSCF evaluates the initial filter criteria as usual and invokes the AS.

A key advantage of this approach is that the B-party S-CSCF can invoke other supporting Application Servers, for example for network hiding, charging, session-forwarding, anonymisation, etc. - all based on existing Release 5 mechanisms. Handling in I-CSCF, S-CSCF, SLF, and HSS remains unchanged. Filter criteria need to be configured only once per service, and a service can be adressed also by users from external networks, as required e.g. for conferencing type of services. 

We note the strong similarities of scenario B with the scenario used for Presence, where a SUBSCRIBE message is addressed to the presentity and sent to the Presence Server. 

While scenario A is already mentioned in version 6.1.0 of TS 23.228, the far more straightforward scenario B is missing in TS 23.228. x

Conclusion

Existing Release-5 IMS capabilities can be used for the routing of PSIs associated with an Application Server as a B-party, as described in Scenario B above. This does not require new capabilities, but uses existing capabilities for routing, address translation, network hiding etc., and is similar to the mechanism used for presence subscriptions. We conclude that this possibility should be added to TS 23.228, as proposed in companion contribution S2-032024.

