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Introduction

The investigation of the benefit of the PDF usage with IMS signalling bearer is one of the objectives of the TR 23.917. 

By allowing the control of the signalling bearer by PDF, the operator is able to control not only session-based media bearers but also the related signalling bearers using the same standardised policy control entity.

Discussion
It is possible for UE to request prioritised handling for signalling by including the Signalling Indication in the QoS IE in PDP context activation procedure. By including the IM CN Subsystem Signalling Flag in the PCO IE in the PDP context activation procedure, the UE indicates to the GPRS network the requirement of using PDP context for IMS signalling only. It is also possible for UE to indicate both Signalling Indication in the QoS IE and IM CN Subsystem Signalling Flag in the PCO IE in the same PDP context activation procedure. Depending on the operator’s policy, one or more of the above combinations may be allowed in the GPRS network.

It is proposed to allocate policies in the PDF for the signalling PDP context with different signalling flag combinations. The signalling PDP context authorisation is performed by using a non-session based default policy authorisation procedure. By including the signalling flag information to the policy request from GGSN to PDF, the needed binding to a relevant default signalling policy can be done.
Proposal

The proposed changes to the TR 23.917 are shown below.

7.3 Relationship between functional entities

The following principles apply for the GGSN/PDF/Application Function relationships for the rel6 policy control architecture, in line with release 5:

There are multiple instances of the Application Functions, GGSNs and PDFs.

The GGSN and the associated PDFs exist within the same operator’s network and are provisioned to know about each other (e.g., configured with a list of allowed names/addresses).

The AF and the PDF need not exist within the same operator’s network. They may be provisioned to know about each other or one may discover the other and establish a secure relationship.

The GGSN, Application Function and PDF involved in establishing the session are not known a priori.

There are pre-defined trust relationships between the GGSN and the PDF.

Further, the following rules apply:

· One GGSN may get policy information from multiple PDFs. Different PDFs do not take decisions on the same resources of a single GGSN.

· A given PDF may give policy information to a number of GGSNs

· One PDF shall be able to serve more than one Application Function

· For IMS services which PDF the GGSN needs to go to is identified by the authorization token

· The GGSN knows which PDFs are part of its network. This is for security reasons. The GGSN must have a list of valid PDFs to prevent a UE from tampering with the authorization token in order to redirect the GGSN to a fake PDF.

· A given Application Function may interact with a number of PDFs, although on a per-session basis, it shall interact with only a single PDF.
For IMS, where P-CSCF is the Application Function:

· The authorization token is generated by the PDF and contains its identifier (FQDN)

· A given PDF may interact with a number of P-CSCFs

For service based policy control, the AF does not interact with the GGSN directly; instead, it interacts with the PDF and the PDF acts on certain events as instructed by the AF.

Following applies for signalling bearer authorisation:

· GGSN uses pre-configured PDF address to pull the policy for signalling PDP context.

· If included in the ‘PDP Context activation request’, the IM CN subsystem signalling flag information and the signaling indication within the QoS IE are used as part of the binding information for the signalling PDP context authorisation. 

· If included in the ‘PDP Context activation request’, the Emergency indication information is passed to the PDF. This allows the PDF to authorize different QoS for PDP Contexts that carry application level signaling for emergency sessions.

· The policies for signalling bearer are configured in the PDF; no interactions between PDF and AF are required for signalling bearer authorisation.

7.6 Binding mechanism handling

This refers to the binding between any session information that may be provided by the Application Function, and the authorisation of QoS resources usage for that application, by the PDF. The binding mechanism for service based policy control uses an authorisation token.  The authorization token is passed among the PDF, AF and GGSN and is linked with session bearer information. Since PDFs, AFs, and GGSNs, may exist in many to many relationships, the specific GGSN and PDF and the specific PDF and AF supporting a particular session must be known to each other. The AF may be provisioned to know about the PDF or the AF and PDF may discover each other by other means.

In response to a session bearer authorization request from the AF, an authorization token is generated by the PDF and is passed back to the AF. The following are possible:

1. The PDF authorizes QoS resources usage for that application for a particular session and user. The authorization token is only valid for the duration of the session for the specific user.

2. The PDF provides one or more authorization tokens. Each of these tokens may later be allocated to a session, and then used for subsequent QoS resource usage authorization procedures for the duration of the session for the specific user.
This authorization token is used in the initial communications between the PDF and the GGSN and in the initial communications between the PDF and the AF to identify bearers related to this session. It contains the address of the PDF that has assigned the authorization token. The AF later passes this authorization token to the UE which then passes it when requesting a bearer from the GGSN. 

The flows in Section 8.3 ‘Authorisation of QoS resources’ show an example of this binding case.

The binding mechanism for signalling PDP context policy control uses the IM CN subsystem signalling flag information and the signaling indication within the QoS IE if received by the GGSN in the ‘PDP context activation request’ from the UE. This information is used by the PDF to bind the request to a relevant policy.

X.X Example of rel6 policy control usage for signalling bearer authorisation
The UE is able to establish a dedicated signalling PDP context for application level signalling with and through the AF. The use of a dedicated signalling PDP Context for signalling may provide enhanced QoS for signalling traffic. Also some restrictions may apply to the bearer according to operator implementation (e.g. use of IMS related signalling PDP context may be restricted to carry traffic only to the P-CSCF, DNS and DHCP servers). 

By allowing the PDF to control the policy applied (inlcuding traffic filtering) for the signalling bearer, the operator is able to control not only session-based media bearer policies but also the related signalling bearer policies using the same standardised policy control entity.

Signalling PDP context authorisation
1. The UE requests a signalling PDP context which includes the IM CN subsystem signaling flag and/or the signaling indication within the QoS IE.

2. The GGSN requests a signalling policy from the PDF and includes the IM CN subsystem signaling flag and/or the signaling indication within the QoS IE as binding information. If included in the ‘PDP Context activation request’, the Emergency indication information is passed to the PDF.

3. The PDF authorises signalling resources based on a signalling policy configured in the PDF.

4. The GGSN responds to the signalling PDP context request.

5. The GGSN reports success of the authorisation decision to the PDF.
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