3GPP TSG-SA WG2 WLAN Ad-hoc meeting
S2-031901
Oslo, Norway, 28th – 30th April 2003
 

Source:
Fujitsu, Panasonic, Orange, Megisto
Title:
Use of APN in WLAN IW and Service authorization principles 
Agenda item:
11.3 (WLAN)
Document for:
Discussion and Approval

Background:

Introduction

This paper is attempting to establish some principles for WLAN IW authorization based on the re-use of the APN concept of the GPRS system.

It is the conscience that in WLAN interworking, the same APN concept used in GPRS will be re-used. 

It is written in 23.003:” In the GPRS backbone, an Access Point Name (APN) is a reference to a GGSN. To support inter-PLMN roaming, the internal GPRS DNS functionality is used to translate the APN into the IP address of the GGSN.” 

GPRS and WLAN IW Comparison 

SGSN vs 3GPP AAA Server
There are two consumers of the APN in GPRS, one is the SGSN and another one is the GGSN. SGSN selects the GGSN based on the APN plus the user’s GPRS subscription information. Therefore, the control plane of the SGSN could be equivalent to the 3GPP AAA server in WLAN 3GPP interworking system. Since 3GPP AAA server is the only entity which has access to the HSS. 

GGSN vs Packet Data Gateway

The GGSN is another consumer of the APN. From GGSN’s point of view, the APN is locally interpreted by the GGSN as a request for a specific service, or indicates a GGSN by the nature of the requested service [23.003]. Therefore, the GGSN is equivalent to the Packet Data Gateway in the interworking architecture. We shall note that the selected Packet Data Gateway is in the same network as the 3GPP AAA Server. Then we can also conclude that the APN used in WLAN IW doesn’t have to be a FQDN, since both the 3GPP AAA server and the Packet Data Gateway are in the same network, then they can use any local means to resolve the IP address of the PDG.

Service Authorization and tunnelling aspects
We shall be able to conclude that 3GPP AAA Server is the terminating entity for authorization procedure that is why it is called AAA server. And it is also clear that the Packet Data Gateway terminates the tunneling setup.

Pass APN to 3GPP AAA Server and Packet Data Gateway

If we agree that in WLAN IW, both the 3GPP AAA Server and the Packet Data Gateway will be the consumers of the APN, then how to pass the APN to these two entities?
Pass APN to 3GPP AAA Server 

If we agree to separate the service authorization and tunneling setup procedure in WLAN IW, then we need to decide which procedure is used to pass the APN to the 3GPP AAA Server and Packet Data Gateway.

Because we concluded that 3GPP AAA Server and the Packet Data Gateway are both the consumers of the APN. So APN has to be passed from the UE to the both entities. 

We also know that 3GPP AAA Server shall be the first consumer since it is the 3GPP AAA Server who selects the PDG based on the APN and user subscription information.

If we also agree that the authorization shall take place before tunneling, then:

The APN has to be carried in authorization procedure. 
Pass APN to Packet Data Gateway 

We figured out to pass the APN to 3GPP AAA Server in authorization procedure. Then next question is how to pass the APN to the Packet Data Gateway.

Two options here:

1. Pass APN to PDG from 3GPP AAA Server using Wm interface during authorization procedure

2. Pass APN to PDG in tunneling setup from the UE

We feel that the first option is preferred for the following reason:

· We already have a Wm interface defined between 3GPP AAA Server and the PDG

· APN is defined in 3GPP, and it is expected the tunneling protocol will be IETF based, so it is not possible to pass APN in tunneling setup protocol, e.g. Mobile IP, IPSec.

Therefore, we conclude that APN is passed from the 3GPP AAA Server to the Packet Data Gateway. And this procedure could be seen as part of the authorization procedure.

Whether the W-APN is carried in tunneling setup is out of scope of this paper.
Proposal:

From the analyses above, we propose the following principles for authorization and the usage of APN for WLAN IW:

5.x.2 Accessing Visited Network provided services

When accessing visited network provided services, additional principles below apply:

1. If the home network determines that the services are to be provided by the visited network in a roaming case, the 3GPP AAA Server needs to pass to the 3GPP AAA Proxy the authorized W-APN and service related information which is required by the visited network to perform the service. 

2. The W-APN needs to be understood by both the home and visited networks. 

3. The V-PDG selection is under control of the 3GPP visited network. The selection is based on the authorized W-APN and service related information. The mechanism to select the V-PDG by the visited network is for further study. 

4. 
5. The selected PDG in the visited network needs to know the authorized W-APN to select the Wi interface.
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