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1. Introduction

This is the revision of s2-031867. According  to the group discussion, three points need to be emphasised here:
1. The terminology clarification is necessarry: authentication is just to verify the identity of a subscriber, it is authorization who decide if the user is allowed to access through a network.
Note: although authen can be the only condition for author in some 802.1x, we should remind after port open, the status is “authorized”.
2. There should allow more conditions other than authentication for the port to be “authorized” for a WLAN subscriber. For example, depend on the user profile, user account status or M&O rules of operator and local agreement.

3. Access related rules (policy) should be decided in the access author stage, before transport IP address allocation and service authorization.
Note: remind it is before the IP address allocation, decision of  how  to allocate the transport IP address should be done at this stage if there is different allocation way to be decided. Different IP address strategy may determines the scope the WLAN terminal can access in the 3GPP WLAN IW. We should clarify the transport Ip address at next step.
4. It is possible to deploy access policy to the network, for example, by AAA, WAG, or WLAN AN, which will result in different access scope. It should emphasis on what is not allowed for the user to access.
Example:

 (1)For AAA to deploy:  when a service authorization request come, AAA verify the access scope this service needed, if the needed access is out of scope of it’s access authorization allowed, it will simply rejected before other service authorization condition to be considered.
(2) According to the access policy, network may allocate different subnet’s IP address to the subscriber, the subscriber will be in different access domain with difference resource to access--different intranet with different service inside.(VLAN or VPN tech can be used base on the capability of network deployed)
(3)For WAG to deploy: filtering rules according to the access rules could be deployed prevent user from access not allowed area through it. Routing enforcement policy in WAG
NOTE: by network selection, the access is limited to one VPLMN the WLAN AN connected, this is a access control, by access author,  access limitation from WAG upon connections( e.g. connection to internet, to VPDG, to home PDGs, to other possible intranets operator provided) could be specified, and be valuate during the service author as pre-conditions. It is  not to point a only way out as network selection, it is to define a scope, which could be one connection out or more, in multiple connection case which one should be used is depend on the service authorization.
5. According to the practical access rules the different access scopes may necessarily to be defined.
for example:

Fare free access, 

O&M service access, 
all access can provide.
Or in the style of :

Direct internet access from WLAN AN.

Internet access through WAG

Intranet (provided by operator) access from WLAN AN or through WAG.

VPLMN access through WAG

HPLMN access through WAG

Specific PDG allowed or not allowed to user access(Filtering rules)

With  any reasonable combine of the basic scope above to define a scope result:

only “direct internet access from WLAN AN”

no “VPLMN access ”

2. Proposal

Clarify WLAN Access authorization concept in the TS.

WLAN Access authorization is to define the process(es) in 3GPP AAA server verifying whether the WLAN Access should allowed to an subscriber, what scope of WLAN access should be allowed to a subscriber. It is the access stage after the access authentication, and before service authorization.(also before the transport IP address allocation)
There could be additional conditions for the 3GPP AAA server to decide whether the access is allowed and what access scope is allowed, after the authentication procession success in it. These conditions may base on the subscriber’s profile, the account status, O&M rules or local agreements.
Procedure for WLAN Access authorization between UE and 3GPP AAA server could be combined with the WLAN Access authentication.

WLAN Access scope should be specified by operator.
Access scope/rules decided by 3GPP AAA server may deployed in 3GPP AAA server, or/and send to other entity such as WAG, WLAN AN to deploy, and may also notify to UE.
































































































