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Introduction

One of the new elements forming the MBMS architecture is the BMSC. However, there is still a lack of understanding as to what the BMSC functionality actually is, which is turn limiting the progression of standards in 3GPP. This paper provides an analysis of the current procedures based on signalling flows agreed in the standards and presents a view of BMSC functionality for discussion purposes.

Discussion

Based on the agreed contributions and forthcoming contributions, there are a number of basic flows involved to establish, start and remove multicast services. The flows are:

1) MBMS Service Activation/Deactivation

The session activation procedure is used to create a multicast context in the UE, SGSN, GGSN and BMSC upon reception of a Join request (IPv4 or IPv6) from a UE. The session deactivation procedure is used to delete a multicast context in the UE, SGSN, GGSN and BMSC upon reception of a Leave request (IPv4 or IPv6) from a UE, via request from the SGSN (e.g. Radio Loss), or via request from the BMSC (e.g. service ending).

2) MBMS Session Start/Stop

The session start procedure is used to inform all interested nodes that the BMSC is ready to start/stop the multicast data, resulting in the creation/deletion of the relevant user plane bearers (TEID’s and Radio resource). It is not user specific.

3) MBMS Bearer Establishment/Release

The multicast bearer Establishment/Release procedure is used by a downstream node to request the upstream node to add/remove the downstream node to/from its current list of receivers.

All of the flows above will involve interaction with the BMSC of some kind.

Note: During this analysis, the BMSC is strongly viewed as an entirely logical component and therefore it may contain a number of functions associated with MBMS that need not necessarily be physically implemented together as a single element.

Multicast Service Activation/Deactivation


BMSC interaction is regarded as a possible point in time during the Multicast Context Activation to check the validity/authorisation of the multicast group request received from the UE and where the GGSN requests that it becomes a member (a leaf) of a multicast distribution tree. Furthermore, it also provides interactions when removing UE’s from multicast groups.

Authorisation

Regarding authorisation there are two basic options identified:

1) Authorisation performed via Gi

When the GGSN detects that an IGMP message has been received (e.g. via the always-on PDP context), the GGSN initiates a message to the BMSC (including the IP multicast address) to request:

1) Subscription checking prior to the creation of a Multicast Context in the SGSN, GGSN and UE in the case of activation

2) Removal of the UE from the group in the case of deactivation

If the UE is authorised to join the group, the GGSN is informed and the Multicast Context is created in the SGSN, GGSN and UE. If the UE is refused from joining the group, the Multicast Context is not created and the UE may attempt to try again after time t.

Once the BMSC has been informed of the deactivation by the GGSN, or the BMSC has initiated the deactivation itself (e.g. charging purposes), the BMSC send a deactivation message to the GGSN. This implies that a functional entity within the BMSC maintains a UE specific identifier related to the multicast service (e.g. IMSI/MSISDN). However, it is likely that many operators already employ such a mechanism via AAA solutions.

The above functions appear highly suited to AAA functions. The following bullet-points are understood to be the impact of a Gi based solution assuming AAA mechanisms:

· The Gi based solution requires the GGSN to determine when an IGMP message is received (but this is needed anyway to create the Multicast Context) and initiate AAA 

· The Gi solution would potentially require the following 3GPP additions (e.g. AVP’s) within the AAA messages in order to provide the authorisation service:

· APN

· IP MC Address

· MSISDN/IMSI

· GGSN IP Address

· The Gi based solution imposes minimum effort (if any) within the 3GPP community, and minimises the exposure to delays in standardisation

· The Gi based solution minimises operator provisioning since the AAA Server is the only element requiring knowledge of the user profile

· The Gi based solution maximises operator flexibility when adding new multicast service since only one element (AAA) requires provisioning of the new services

· The Gi based solution allows operators who have already deployed AAA authorisation solutions to maximise their investment and reuse existing functionality

Alternatively, instead of AAA, the Go could be utilised specifically for multicast authorisation. However, since:

· The Go was developed to ensure a triangle of QoS trust between UE, GGSN and PDF and,

· The Go is a Policy based solution

· The Go solution adds yet another element into the path of authorisation

The Go solution therefore does not appear to add value to a procedure that may even already exist on potentially many networks.

2) Authorisation performed by SGSN

Authorisation via the SGSN is envisioned as similar to the subscription checking approach already present in 3GPP. When the SGSN identifies that the UE has activated its Multicast Context, the SGSN performs a subscription check on the received IP multicast address within the Multicast Context activation response message. The SGSN checks that the UE has subscribed to the multicast group based on previously downloaded profiles from the HLR.

If the UE is authorised to join the group the GGSN is informed and the Multicast Context is created. If the UE is refused from joining the group, the Multicast Context is not created and the UE may attempt to try again.

The following bullet-points are understood to be the impact of an SGSN based solution:

· The SGSN based solution requires (or relies on) the IP multicast address received from the UE during the Multicast Context Activation to be the same as the address sent in the original IGMP Join. This results in the sending of the same IP multicast address a number of times over the radio interface as well as implying a trust on the UE to send the same IP address.

· The SGSN based solution requires revisions to the HLR, SGSN and MAP-R interface in order to provide the subscription information to the SGSN during Attach and Inter-SGSN Routing Area Update.

· The SGSN based solution relies heavily on 3GPP standardisation, imposing large effort within the 3GPP community, therefore being exposed to delays in standardisation

· The SGSN based solution requires operator provisioning in the network since the HLR needs to be provisioned with UE specific IP multicast addresses each time a new and/or existing UE Multicast subscription is created

· The SGSN based solution minimises operator flexibility since a number of elements are required to be provisioned with Authorisation information when adding new services.

Multicast Tree Joining/Leaving

Regarding GGSN multicast tree joining:

The tree join would be performed once the user has been authorised for the service. The join would be directed to the entity responsible for delivering the multicast content.

In order to simplify this procedure and minimise GGSN signalling, the entity responsible for performing the authorisation (e.g. the AAA) could request (proxy) the GGSN multicast tree membership on behalf of the GGSN to the entity responsible for delivering the multicast content.

Regarding multicast tree leaving:

The membership leave could be performed by the UE. The join would be directed to the entity responsible for delivering the multicast content.

In order to simplify this procedure and minimise GGSN signalling, the entity responsible for performing the original authorisation (e.g. the AAA) could request (proxy) the GGSN multicast tree leaving on behalf of the GGSN to the entity responsible for delivering the multicast content. 

Summary

· The BMSC contains both user plane (content distribution) and control plane (authorisation) functions

· Authorisation per user can be performed via Gi using AAA

· An AAA Server could act as a BMSC functional entity

· An AAA Server and BMSC functional entity responsible for distributing the multicast content would need to remember the IP multicast address

· An AAA Server would not need to be in the path of the multicast content

· An AAA Server would implicitly know the APN if the multicast data is sent from the always-on APN, anyhow the APN is required in the AAA Server

MBMS Session Start/Stop

When establishing the user-plane resources it is understood that as a minimum the following information is needed within the UMTS network:

· QoS

Needed by the GGSN, SGSN, RAN and UE in order to allow the user-plane resources to be established with the relevant QoS

· Multicast Area

Needed by the SGSN and RAN to understand the scope/area of the multicast service

· TMGI

Needed by the SGSN, RAN and UE in order to enable the resources to be efficiently established to the interested UE’s (e.g. via paging)

· Interested Nodes

Needed by the GGSN and SGSN to ensure the relevant nodes are added to the multicast distribution tree

· Interested UE’s

Needed by the RAN to determine whether PTP or PTM services are applicable for the multicast service

The ‘Interested UE’s’, ‘Interested Nodes’ and ‘TMGI’ information can be created within the UMTS network for the purpose of the Multicast Context. Furthermore, the ‘Interested Nodes’ will also need to be known by the originating entity responsible for distributing the multicast media to the GGSN(s).

The ‘Multicast Area’ for the multicast service may be statically provisioned in the GGSN and/or SGSN, Alternatively the GGSN could be dynamically informed via signalling on the Gi. Both cases will result in the RAN (and SGSN) being informed during Multicast Context Activation.

The ‘QoS’ for the multicast service may be statically provisioned in the HLR and downloaded to the SGSN during Attach or Inter-SGSN Routing Area Update. Alternatively, the QoS for the multicast service may be statically provisioned in the GGSN and/or SGSN. Or as a final alternative, the GGSN could be dynamically informed via signalling on the Gi. All cases will result in the RAN (and SGSN) being informed during Multicast Context Activation.

Static Provisioning

In both the ‘Multicast Area’ and ‘QoS’ cases, static provisioning in the SGSN and GGSN implies a potentially large amount of operator overhead as it will need to be performed for each GGSN and/or SGSN per new/existing multicast service offered.

Furthermore, provisioning the Multicast UE ‘QoS’ statically in the HLR is viewed as a violation of the multicast principle since the QoS of the user plane multicast bearer is not UE specific. This violation is in addition to the potentially high impact on the SGSN, HLR and the MAP-R interface when downloading UE subscription information both in terms of provisioning and standardisation overhead.

Dynamic Update

Dynamic update to the GGSN implies much less of an overhead in terms of provisioning and standardisation. Moreover, it offers flexibility for the operator when adding and removing new or existing multicast services. 

The functional entities within the BMSC responsible for content management and distribution will need to understand when the multicast content is available, when it will be sent and where (i.e. which GGSN).

A functional entity within the BMSC responsible for signalling to the GGSN (e.g. AAA) will need to send the QoS and Multicast Area information to the GGSN. This also requires the BMSC to be provisioned with/the QoS and Multicast Area information (e.g. an LDAP database function)

The GGSN must include a unique session (Multicast Context) identifier during the Multicast Session Activation procedure (e.g. an NSAPI)

If we use AAA/RADIUS then: 

· RADIUS is a uni-directional protocol,

· The AAA entity must incorporate a RADIUS Client function to originate RADIUS messages and include the unique session identifier (e.g. NSAPI) in the Session Start messages sent to the GGSN

· The GGSN must include a RADIUS Server function to receive RADIUS messages and identify the correct Multicast Context based on the unique session identifier

As an alternative AAA/DIAMETER:

· DIAMETER is a Bi-Directional Protocol

· It is more suited to this kind of procedure which can be viewed as a Accounting Start and Stop function.

· New AVP’s are required to be defined within the DIAMETER messages exchanged.

Summary

Signalling via Gi of Multicast Area and QoS is the recommended solution and allows operator flexibility in terms of new services and provisioning

AAA/DIAMETER is used for multicast session start commands without specifying a new interface/protocol in 3GPP, however the following DIAMETER AVP fields need standardisation:

· NSAPI

· APN

· IP MC Address

· QoS

· MC Area

MBMS Bearer Establishment/Release

It is understood that the following information is possible to be included in a bearer establishment/release messages to/from the BMSC:

· IP Multicast Address

Also needed during Bearer Release.

· APN

Also needed during bearer release.

· QoS

Needed by the GGSN, SGSN, RAN and UE in order to allow the user-plane resources to be established with the relevant QoS

· Multicast Area

Needed by the SGSN and RAN to understand the scope/area of the multicast service

· Multicast Service State

Needed by the SGSN to understand the current state of the service so that resources are established/released

If the GGSN is not yet part of the multicast tree it will need to be added (directly or indirectly) to the list of receivers to the entity responsible within the BMSC for the distribution of the multicast content.

BMSC Functional Summary

From the analysis contained herein, a number of functions are identified within the BMSC. These can be generalised as follows:

1)
Authorisation and Accounting

2)
Accounting/Charging/Subscriber Management

3)
Leaf (Multicast) Management

4)
Media distribution 

Further generalisation could allow us to classify the above as follows:

· 1&2 as Control Plane procedures

· 3&4 as User Plane Procedure

Based on the analysis provided, all functions could be provided by a combination of AAA, LDAP and Multicast Download/Streaming Servers. The BMSC entity can therefore be envisioned as follows:







BMSC Control Plane:

· AAA interacting with,

· LDAP Subscriber Management. 

BMSC User Plane

· Multicast Enabled Download/Streaming Server (PSS/MC)

A single reference point (Gmb) enables the communication between the GGSN and the BMSC – Gmb. The principle protocol running over this reference point can be DIAMETER. The interfaces within the BMSC are provided as a single element and/or implementation dependent.

Proposals

The following is proposed:

· The BMSC is a logical entity containing both user plane and control plane functions

· The Gmb is a reference point

· DIAMETER is the chosen protocol for the Gmb

· The BMSC provides:

· Authorisation and Accounting

· Accounting/Charging/Subscriber Management

· Leaf (Multicast) Management

· Media distribution 

· The BMSC maintains the following information:

· APN

· IP MC Address

· MC Area

· QoS

· MC Service State

· UE Specific Identifier (MSISDN/IMSI)

· NSAPI

· GGSN IP Address(s)
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