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Introduction

The MBMS function must perform authorisation control for users to connect to the service, and to establish the bearer. There are different alternatives for the architectures for MBMS. This documents considers and compares the following cases: 

1) MBMS specific interface between GGSN and BM-SC used for authorisation

2) Go interface to policy decision point located within BM-SC

3) Go interface to PDF external to BM-SC

Discussion

Advantages/Disadvantages with the different architecture alternatives

An architecture for the MBMS function showing the three alternatives mentioned above is shown below (only the nodes involved in this discussion are indicated):

Alternative 1)
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Advantages:

· Only a single interface between the GGSN and the BM-SC

· Not dependent on development of Go/Gq for any capabilities

· Deployment of new capabilities not dependent on PDF or Go

Disadvantages:

· Some functions that have to be developed in Gmb interface exist in Go

Alternative 2)
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Note 1:
A Policy Decision Point (PDP) is used within BM-SC rather than a PDF since it may not support the functionality of a PDF as defined in Release 5.

Note 2:
The term “Go+” represents the Go interface with MBMS extensions.

Advantages:

· Go interface already exists in the GGSN

Disadvantages:

· Two interfaces required from GGSN to BM-SC

· Go+ protocol adds significantly to BM-SC implementation in addition to Gmb when it appears to provide little functionality for MBMS

· Existing Go protocol/application needs to be modified to support MBMS service

· Upgrade of authorisation capabilities could be dependent on enhancements being developed in Go protocol

Alternative 3)


Advantages:

· Go interface already exists in the GGSN and PDF

Disadvantages:

· Two interfaces required to BM-SC

· Function is dependent on more nodes

· Go protocol/application needs to be modified to support MBMS service

· Gq protocol needs to developed to support the Go+ capabilities with the MBMS specific functions

· Gq protocol may add significantly to BM-SC implementation in addition to Gmb when it appears to provide little functionality for MBMS 

· Upgrade of authorisation capabilities could be dependent on enhancements being developed in Go protocol

· Deployment of enhanced authorisation capabilities could be dependent on upgrade of external PDF node

Note that the Gmb interface is shown in all of the alternatives above, however no assumption is made about the actual protocol used on this interface (it could for instance be an adaptation of a protocol such as Radius or Diameter, or a purely 3GPP-specific protocol). The conclusions drawn above are all applicable regardless of the actual protocol used on the Gmb interface. .

From the above, it can be seen that there are a number of disadvantages to having two separate interfaces to the BM-SC node, and further disadvantages to introducing a PDF node into the architecture for the MBMS function. 

Applicability of Go for MBMS

It has been proposed that since the Go interface exists for SBLP control of QoS, that this interface may be appropriate to use for MBMS. It is useful to examine the functions specified for Go, and to compare this to the QoS control functions required by MBMS in order to determine whether it would be suitable for use in this context.

The Go interface is provided in 3gpp release 5 to allow control of the bearer establishment from the service layer for the UE session. A summary of the functions related to use of the Go protocol is provided below (refer TS 29.207 rev 5.2.0):

1) Binding Mechanism

The binding mechanism identifies the service by a token which is provided within the application signalling for the service to the UE. When the UE initiates the bearer request, the UE identifies the specific streams for the service which are allocated to that PDP context by including binding information consisting of a token and IP flow identifiers. The GGSN uses the token to identify the relevant PDF (in release 5 this is co-located with the P-CSCF), and the PDF/P-CSCF use the token and IP flow identifiers to determine the use of the bearer.

2) Authorisation Decision 

The PDF/P-CSCF makes an authorisation decision for the bearer service request. If authorised, the PDF provides the maximum allowed QoS for the bearer given the set of flows to be applied in release 5. In future releases, the PDF may provide additional information for the QoS authorised for individual flows within the bearer.

As part of the authorisation decision, the PDF/P-CSCF also provides a set of filters that are applied at the GGSN to control what traffic is permitted to pass to the PDP context. 

3) Open/close gate

The PDF/P-CSCF may optionally start/stop the flow of the traffic to the PDP context by opening and closing gates associated with the traffic filters.

4) Charging Correlation

For charging correlation, the GPRS charging identity is provided to the PDF/P-CSCF. In addition, the IMS charging identity is provided to the GGSN.

5) Event Reporting

The GGSN shall report indication of loss of PDP context, or PDP context changed to/from 0kb/s. 

Let us examine the applicability of these individual features to the MBMS service.

1) Binding

The aim with binding with the current application of Go is to identify the usage of PDP context. A PDP context is generally available for use in any way that the UE wishes (i.e. the UE may use the PDP context for any traffic in the uplink direction or downlink direction; the latter being controlled through the UE supplied TFT). 

When the UE includes binding information, it identifies that this general purpose PDP context is being allocated to carry the specific traffic associated with the specified binding information. This binding information is key for allowing the network to identify the relevant authorisation parameters, and is thus a key aspect of the Go application.

It is noted that there are two separate interactions between the GGSN and the BM-SC in the service activation sequence, as specified in contribution S2-030382 agreed in San Francisco. At the initial interaction, an authorisation decision for the UE to access the function is required, but at this time, there is no binding that could have been established between the UE/GGSN/BM-SC since there has been no prior interaction.

For MBMS, the PDP context is MBMS service specific, and hence there is no binding required to relate the bearer to the service. An alternative use of binding may be to allow the MBMS context request to be related to the initial IGMP Join request. Binding information from the BM-SC to the GGSN could be returned to the BM-SC in the second interaction.  However, the information provided in the MBMS PDP context request itself appears sufficient to enable the two requests to be related together (i.e. by means of the MBMS service ID present in both the Join request and the MBMS PDP context request), without the addition of further unnecessary information. Since the service request is sufficient to bind the PDP context request to the initial IGMP join, radio transmissions can be reduced.

On the Go interface, the binding information consists of both a token and one or more flow identifiers. If Go is used, the binding information received from the GGSN would have to be in this format. Dummy information would need to be inserted for the flow identifier since the UE has no control on the flows composing a service (unless each flow is seen as a separate service, but then the flow ID is the service ID). It appears clear that the token information is much more complex than required, since either a simple handle could be used, or the actual information from the PDP context could as easily be matched to the original join request. Alternative 1 with the Gmb interface could use either of these latter options.

2) Authorisation Decision

The Go protocol does not control the QoS of the bearer directly, but only indicates the maximum QoS that is permitted. The QoS that will be used is determined within these limits by the negotiation between the UE and the network.

The MBMS function is a multicast bearer service accessed by many individual users. As such, the QoS for the bearer is a property of the service being accessed, and thus is not negotiated with the UE. Thus, the normal Go function controlling the maximum allowed QoS is not suitable, and instead the Go application would need to be changed to specify the specific QoS that is to be applied. 

One drawback here is that this information is received individually for each user that connects. However, this information must be the same for each user of that service. Alternatively, with a MBMS specific protocol, the QoS information for each service could be transmitted to the GGSN once for each service (e.g. when initialising the connection between the GGSN and the BM-SC), rather than at each service invocation. 

The Go protocol provides filters that must be applied for traffic on the PDP context. However, since there is no UE control of the streams allocated to the PDP context, there is no requirement for filters from the BM-SC. For the Go protocol, such information would need to be sent as wildcards, and would have to be ignored by the GGSN.

3) Open/close gate

For IMS service, the traffic is required to be started/stopped to support specific charging models, such as where the customer pays for the service only when it reaches an active data transfer state. To avoid fraudulent data transfer prior to that state, the network can block traffic based on the session state, and the involved parties.

For MBMS no policing of the start and end of transmission per user is required since the BM-SC is the only entity that can decide when to start or stop the transmission which is multicast to all connected users.

4) Charging Correlation

The Go interface transfers the GPRS charging ID to the PDF, and the IMS charging ID to the GPRS. It may be useful to have the GCID for the user sent to the BM-SC. It is not clear that there is any particular need for having an MBMS Charging ID sent to the GGSN, since the charging record for the MBMS context probably provides all relevant information.

5) Event Reporting

It may be useful to have MBMS context termination events sent to the BM-SC. It is unclear that indication of other loss of communication for the UE would be received by the GGSN for MBMS, but this indication if received would also be useful to transmit to the BM-SC. This reporting could be achieved with either of the Go or the Gmb alternatives.

From the above, it can be seen that the Go protocol is able to carry the data that would be useful for the authorisation function for the MBMS service. However, the Go application is designed for supporting service control for a normal PDP context which is being bound to a specific service. For MBMS, the PDP context is already explicitly bound to the MBMS service. Hence, many of the functions in the Go protocol are not applicable for MBMS or need to be applied in a significantly different manner; consequently the Go application and protocol would need to be modified, which results in little difference compared to defining a new interface using a protocol more aligned with the requirements of MBMS.

Proposal

In order to make a decision on the architecture for the MBMS function, it is important to consider the advantages and disadvantages of the different architecture proposals. In the evaluation above, there are clearly reasons identified for using a single Gmb interface. It has been shown that the existing Go interface is not suitable for the QoS control functions for MBMS because it is aimed at QoS authorisation for general purpose PDP contexts. The MBMS function does not require per PDP context QoS authorisation, and the PDP contexts are MBMS specific rather than general purpose. 

Since the function of the Go interface has significant differences from the MBMS function requirements, it cannot simply be re-used. Adapting the Go protocol to support both MBMS requirements and general purpose SBLP requirements introduces significant risks and difficulties to the development of Go.

Therefore, we recommend that an architecture based on alternative 1, i.e. using an MBMS specific interface between GGSN and BM-SC, be developed for the authorisation function of MBMS.

Figure � SEQ Figure \* ARABIC �3�	Go interface to PDF external to BM-SC





Figure � SEQ Figure \* ARABIC �2�	Go interface to PDP located within BM-SC





Figure � SEQ Figure \* ARABIC �1�	MBMS specific interface between GGSN and BM-SC used for authorisation








