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5.6.1
Location Service Request

Via the Location Service Request, the source LCS server communicates with the destination LCS server to request for the location information of one UE within a specified quality of service. There exist two types of location service requests:

-
Location Immediate Request (LIR); and

-
Location Deferred Request (LDR).

The following attributes are identified for Location Service Request information flow:

-
Target UE identity;

-
LCS Client identity;

-
LCS Client name, if needed (and type of LCS client name if available);

-
Service type, if needed;

· Codeword, if needed;

· Requestor identity, if needed (and type of Requestor identity if available);

· Number dialled by the target mobile user or APN-NI, if the request is call or session related ;

· Event, applicable to deferred location requests only;

· Requested Quality of Service information, if needed;

· Type of location, i.e. current location or last known location;

· Priority, if needed;

· Privacy override indicator, if needed;
· Indicator of privacy check related actions, if needed;
· Supported GAD shapes, if needed;
· Source LCS server identity;
· Address of serving node
Some of the information may be stored in GMLC and the LCS client does not need to include such information in the location service request.

<<<Next change>>>
9.1.1
MT-LR routing procedure in PS and CS domain
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Figure 9.1: General Network Positioning for a MT-LR

1)
An external LCS client requests the current location of a target UE from a GMLC. The LCS Client may also request a deferred location request, i.e. based on event. The R-GMLC verifies the identity of the LCS client and its subscription to the LCS service requested and derives the MSISDN or IMSI or PDP address, (NOTE: IP addressing in this context is FFS, one reason is the dynamic IP addressing used in IPv4.) of the target UE to be located and the LCS QoS from either subscription data or data supplied by the LCS client. For a call related location request, the R-GMLC obtains and authenticates the called party number of the LCS client. For a session related location request, the R-GMLC obtains and authenticates the APN-NI of the LCS client. 
The LCS request may carry also the Service Identity and the Codeword. The R-GMLC may verify that the Service Identity received in the LCS request matches one of the service identities allowed for the LCS client. If the service identity does not match one of the service identities for the LCS client, the R-GMLC shall reject the LCS request.  Otherwise, the R-GMLC can map the received service identity in a corresponding service type. 
 
 
If the location request is originated by a Requestor, the Requestor Identity may be added to the LCS service request. LCS client should authenticate the Requestor Identity but this is outside the scope of this specification. 

The LCS service request may also contain the type of the Requestor identity if the requestor identity was included.




The R-GMLC verifies whether it stores the privacy profile of the target UE. If the R-GMLC stores the UE’s privacy profile, (this means the R-GMLC is the H-GMLC of the target UE), then step 2, 3, 4 and 12 are skipped.
If location is required for more than one UE, or if periodic location is requested, the steps following below may be repeated.

Editor’s note: 
This would mean that R-GMLC handles the periodicity of location requests as requested by the LCS client both in CS and PS domain. It is for further study should H-GMLC handle the periodicity of location requests.

2)
The R-GMLC sends a SEND_ROUTING_INFO_FOR_LCS message to the home HLR/HSS of the target UE to be located with the IMSI or MSISDN of the UE. If the R-GMLC supports the Lr interface, the R-GMLC capability information shall be included in the SEND_ROUTING_INFO_FOR_LCS message. 
If the R-GMLC already knows, or is able to determine, the network address of H-GMLC of the target UE, (e.g. from a previous location request), then step 2 and step 3 may be skipped. One possibility could be to use a DNS lookup to determine the H-GMLC address, but this is FFS.
Editor´s note: 
According to the current version of TS29.002 the PDP address cannot be transferred by using the SEND_ROUTING_INFO_FOR_LCS message, so this is for ffs.
3)
The HLR/HSS verifies the R-GMLC’s network address. The HLR/HSS may return the address of the PPR to the GMLC if available. The HLR/HSS then compares the R-GMLC address with the H-GMLC network address for the target UE. The HLR/HSS verifies whether the R-GMLC is authorized to request UE location information. If not, an error response is returned. The HLR/HSS returns the address of the H-GMLC.

4)
If R-GMLC finds out that it is the H-GMLC, the signalling steps 4 and 12 are skipped.
The R-GMLC sends the location request to the H-GMLC.
5) The H-GMLC verifies LCS barring restrictions in the UE user's privacy profile in the H-GMLC. In verifying the barring restrictions, barring of the whole location request is assumed if any part of it is barred or any requisite condition is not satisfied. If the location service request is to be barred and the LCS client does not have the override capability, an error response is returned to the R-GMLC or the LCS client. As a result of the privacy check, the H-GMLC/PPR selects an indicator of the privacy check related action and/or a pseudo-external identity. (The details of the indicator of the privacy check related action and the pseudo-external identity are described in Annex C).
6)
If the H-GMLC already knows both the VMSC/MSC server or SGSN location or the network address of V-GMLC and IMSI for the particular MSISDN or PDP address, (e.g. from a previous location request),  the rest of this step and step 7 may be skipped. Otherwise, the H-GMLC sends a SEND_ROUTING_INFO_FOR_LCS message to the home HLR/HSS of the target UE to be located with the IMSI, PDP address or MSISDN of this UE. 
Editor´s note: 
According to the current version of TS29.002 the PDP address cannot be transferred by using the SEND_ROUTING_INFO_FOR_LCS message, so this is for ffs.
7)
The HLR/HSS verifies the network address of the H-GMLC in order to check that the H-GMLC is authorized to request UE location information. The HLR/HSS then returns one or several of the network addresses of the current SGSN and/or VMSC/MSC server, the LCS core network signalling capabilities of the serving nodes and whichever of the IMSI and MSISDN was not provided in step (2) or (6) for the particular UE. The HLR/HSS may also return the address of the V-GMLC, if available..
Note: HLR/HSS may prioritize between the MSC/VLR or SGSN address sent to the GMLC. The prioritisation might be based on information received from SGSN and/or MSC/VLR concerning the UE’s capabilities for LCS. Other priority criteria are for further study.

8)
The GMLC may ask the PPR to perform the privacy check as described in the 9.1.1.1 or if the GMLC stores the UE’s privacy profile, the H-GMLC may perform privacy check on the basis of the UE user’s privacy profile and the capabilities of the serving nodes (MSC/VLR and/or SGSN). 
If the H-GMLC received the address of the V-GMLC from the HLR/HSS and the V-GMLC address is different from the H-GMLC address, the H-GMLC may forward the location request to the V-GMLC. The forwarded location request shall contain, one or several of the network addresses of the current SGSN and/or MSC/VLR, and the IMSI and MSISDN for the target UE. The forwarded location request may also carry the requested action of the VPLMN as the result of the privacy check in the H-GMLC (e.g. by using the pseudo-external identity as described in Annex X). The V-GMLC first authenticates that the location request is allowed from this PLMN or from this country. If not, an error response is returned.
In the cases when the H-GMLC did not receive the address of the V-GMLC, when the V-GMLC address is the same with the H-GMLC address or when both PLMN operators agree not to use Lr interface, the H-GMLC does not forward the location request to the V-GMLC and step 10 is skipped.
Editor’s note: The case when the V-GMLC is the same as the R-GMLC may need further elaboration.

9)
In case the GMLC (H-GMLC, R-GMLC or V-GMLC) receives only the MSC/VLR address, the MT LR proceeds as the CS-MT-LR procedure described in 9.1.2. In case GMLC receives only the SGSN address, the MT LR proceeds as the PS-MT-LR procedure described in 9.1.6. In case the GMLC receives several of the following addresses, SGSN, VMSC and/or MSC Server, it has to decide where to send the location request. If the requested MT-LR is known to be associated with a CS call, the CS-MT-LR procedure shall be invoked. If the requested MT-LR is associated with a PS session, the PS-MT-LR procedure only shall be invoked. Otherwise, both CS-MT-LR and PS-MT-LR are applicable. If LCS Client indicated deferred location request, GMLC shall indicate this together with applicable event type (ex. UE available) in requested PS/CS-MT-LR, see 9.1.8.

NOTE:
The order in which these procedures are invoked and whether one or both procedures are used may depend on subscription information for the LCS client, possible priority information returned by the HSS or information already stored in the GMLC (e.g. obtained from previous location requests).

10)
The V-GMLC sends the location service response to the H-GMLC. 

11)
 If the privacy check in step 5 indicates that further privacy checks are needed, or on the basis of the privacy profile, the H-GMLC shall perform an additional privacy check.

12)
The H-GMLC sends the location service response to the R-GMLC.

13)
R-GMLC sends the location service response to the LCS client. If the LCS client requires it, the R-GMLC may first transform the universal location co-ordinates provided by the SGSN or MSC/MSC server into some local geographic system. The GMLC may record billing for both the LCS client and inter-network revenue charges from the SGSN or MSC/MSC server's network.

The detailed CS-MT-LR and PS-MT-LR procedures in step 4 of figure 9.1 are described in 9.1.2 and 9.1.6.

The detailed procedure for deferred PS/CS-MT-LR is described in 9.1.8.

<<<Next change>>>
10.1
HLR and HSS

The HLR/HSS holds LCS data for both UE subscribers and LMUs. If the privacy profile data for UE subscribers are stored in H-GMLC/PPR, HLR/HSS needs to store the corresponding pseudo-external identities and MO-LR related subscription data shown in Table 10.4 and 10.5. The pseudo-external identities are stored in the privacy exception list shown in Table 10.2. The details of the pseudo-external identity are described in Annex C.
10.1.1
LCS Data in the HLR/HSS for an UE Subscriber

The IMSI is the primary key for LCS UE subscription data in the HLR/HSS. This subscription data may be stored in a Multiple Subscriber Profile (MSP), with the HLR/HSS able to hold a number of MSPs per IMSI.

LCS UE subscription data includes a privacy exception list containing the privacy classes for which location of the target UE is permitted. Each privacy class is treated as a distinct supplementary service with its own supplementary service code. The following logical states are applicable to each privacy class (refer to TS 23.011 [22] for an explanation of the notation).

Table 10.1: Logical States for each LCS Privacy Class

	Provisioning State
	Registration State
	Activation State
	HLR Induction State

	(Not Provisioned,
	Not Applicable,
	Not Active,
	Not Induced)

	(Provisioned,
	Not Applicable,
	Active and Operative,
	Not Induced)


For each LCS privacy class, the HLR/HSS shall store the logical state of the class on a per-subscriber (or per subscriber MSP) basis. In addition, the permanent data indicated below shall be stored on a per subscriber (or per subscriber MSP) basis when the logical provisioning state of the associated LCS privacy class is "provisioned". For the meaning of each LCS privacy class, refer to clause 9 and to TS 22.071 [4].
Moreover a list of allowed service types may be stored. The meaning of service types is defined in TS 22.071 [4].

Table 10.2: LCS data stored in the HLR privacy exception list for an UE Subscriber
(or UE Subscriber MSP)

	LCS Privacy Class
	Status
	Additional HLR Data when Class is provisioned

	Universal Class
	-
	No additional data

	Call/session Related Class
	M

O

C

O

C


	· Indication of one of the following mutually exclusive options for any LCS client not in the external LCS client list: 

· Location not allowed

· Location allowed without notification (default case)

· Location allowed with notification

· Location with notification and privacy verification; location allowed if no response

· Location with notification and privacy verification; location restricted if no response

· 
External LCS client list: a list of zero or more LCS clients, with the following data stored for each LCS client in the list:

· International E.164 address identifying a single LCS client or a single group of LCS clients that are permitted to locate this target UE

· Restriction on the GMLC. Possible values are:

· Identified GMLCs only

· Any GMLC in the home country

· Indication of one of the following mutually exclusive options:

· Location allowed without notification (default case)

· Location allowed with notification

· Location with notification and privacy verification; location allowed if no response

· Location with notification and privacy verification; location restricted if no response


	Call/session Unrelated Class
	M

O

C

O

C


	· Indication of one of the following mutually exclusive options for any LCS client not in the external LCS client list:

· Location not allowed (default case)

· Location allowed with notification

· Location with notification and privacy verification; location allowed if no response

· Location with notification and privacy verification; location restricted if no response

· External LCS client list: a list of zero or more LCS clients, with the following data stored for each LCS client in the list:

· International E.164 address identifying a single LCS client or a single group of LCS clients that are permitted to locate this target UE

· Restriction on the GMLC. Possible values are:

· Identified GMLCs only

· Any GMLC in the home country

· Indication of one of the following mutually exclusive options:

· Location allowed without notification (default case)

· Location allowed with notification

· Location with notification and privacy verification; location allowed if no response

· Location with notification and privacy verification; location restricted if no response


	PLMN Operator Class
	O
	· LCS client list: a list of one or more generic classes of LCS client that are allowed to locate the particular UE. The following classes are distinguished:

· LCS client broadcasting location related information

· O&M LCS client in the HPLMN

· O&M LCS client in the VPLMN

· LCS client recording anonymous location information

· LCS Client supporting a bearer service, teleservice or supplementary service to the target UE




Table 10.3: LCS Service types stored in the HLR/HSS per UE subscriber

	 Service type indication
	Status
	Additional HLR data when the indication is stored

	Service Types


	O

O

C


	Service types list: a list of one or more service types for which the LCS client is allowed to locate the particular UE. The possible service types are defined in 22.071. The following data may be present for each service type in the list:

· Restriction on the GMLC. Possible values are:

· Identified GMLCs only

· Any GMLC in the home country

·     Indication of one of the following mutually exclusive options:

· Location allowed without notification (default case)

· Location allowed with notification

· Location with notification and privacy verification; location allowed if no response

· Location with notification and privacy verification; location restricted if no response



In case that UE’s privacy profile is stored and is checked in the GMLC (H-GMLC) or in the PPR, pseudo-external identities may be set in the external LCS client list of the HLR privacy exception list shown in Table 10.1. The pseudo-external identity is not the identity of real external LCS client but the identity which is used for notifying SGSN/MSC of the location request class (call/session related or non-related) and the required type of indication for each class. Operator allocates E.164 addresses for the pseudo-external identities. 

Fourteen pseudo-external identities are needed shall be defined. The pseudo-external identities are summarized in the Table 10.4. The pseudo-external identities are registered in SLPP of each UE in advance.
LCS UE subscription data may include a mobile originating list containing the LCS mobile originating classes that an UE is permitted to request. Each LCS mobile originating class is treated as a distinct supplementary service with its own supplementary service code. The following logical states are applicable to each mobile originating class (refer to TS 23.011 [22] for an explanation of the notation).

Table 10.4: Logical States for each Mobile Originating LCS Class

	Provisioning State
	Registration State
	Activation State
	HLR Induction State

	(Not Provisioned,
	Not Applicable,
	Not Active,
	Not Induced)

	(Provisioned,
	Not Applicable,
	Active and Operative,
	Not Induced)


For each LCS Mobile Originating class, the HLR/HSS shall store the logical state of the class on a per-subscriber (or per subscriber MSP) basis. In this version of LCS, there is no additional permanent data in the HLR. The table below shows the defined mobile originating classes. For the meaning of each LCS mobile originating class, refer to clause 8 and to TS 22.071 [4].

Table 10.5: Data stored in the HLR for the LCS Mobile Originating List for an UE
(or UE Subscriber MSP)

	LCS Mobile Originating Class
	Status
	Additional HLR Data when Class is provisioned

	Basic Self Location
	-
	No additional data

	Autonomous Self Location
	-
	No additional data

	Transfer to Third Party
	-
	No additional data


In addition to the privacy exception list, the following other data itemsmay be stored in the UE subscription profile in the HLR to support LCS.

Table 10.6a: Temporary LCS data in the HLR

	Other Data in the HLR
	Status
	Description

	GMLC List
	O
	List of one or more E.164 addresses of the GMLCs from which a location request for an MT-LR is allowed, The addresses are only relevant to an LCS client that is restricted (in the UE privacy exception list) to making call/session related or call/session unrelated location requests.



	
	
	

	
	
	
· 
· 
· 



<<<Next change>>>
10.3.2
LCS Data in the GMLC/PPR for a UE Subscriber

The GMLC (H-GMLC) or PPR may store LCS UE subscription data. This chapter describes Rel-5 based privacy profile data stored in GMLC/PPR. If the home network operator uses Rel-5 compatible privacy profile data, the profiles shown in this chapter may be stored in GMLC/PPR.
The IMSI or MSISDN is the primary key for LCS UE subscription data in the GMLC/PPR. This subscription data may be stored in a Multiple Subscriber Profile (MSP), with the HLR/HSS able to hold a number of MSPs per IMSI.

LCS UE subscription data includes a privacy exception list containing the privacy classes for which location of the target UE is permitted. Each privacy class is treated as a distinct supplementary service with its own supplementary service code. The following logical states are applicable to each privacy class (refer to TS 23.011 [22] for an explanation of the notation).

Table 10.9: Logical States for each LCS Privacy Class

	Provisioning State
	Registration State
	Activation State
	HLR Induction State

	(Not Provisioned,
	Not Applicable,
	Not Active,
	Not Induced)

	(Provisioned,
	Not Applicable,
	Active and Operative,
	Not Induced)


For each LCS privacy class, the GMLC/PPR shall store the logical state of the class on a per-subscriber (or per subscriber MSP) basis. In addition, the permanent data indicated in Table 10.10 may be stored on a per subscriber (or per subscriber MSP) basis when the logical provisioning state of the associated LCS privacy class is "provisioned". For the meaning of each LCS privacy class, refer to clause 9 and to TS 22.071 [4].
Moreover a list of allowed service types may be stored. The meaning of service types is defined in TS 22.071 [4].

Table 10.10: LCS data stored in the GMLC/PPR privacy exception list for an UE Subscriber
(or UE Subscriber MSP)

	LCS Privacy Class
	Status
	Additional GMLC Data when Class is provisioned

	Universal Class
	-
	No additional data

	Call/session Related Class
	M

O

C

O

C


	· Indication of one of the following mutually exclusive options for any LCS client not in the external LCS client list: 

· Location not allowed

· Location allowed without notification (default case)

· Location allowed with notification

· Location with notification and privacy verification; location allowed if no response

· Location with notification and privacy verification; location restricted if no response

· 
External LCS client list: a list of zero or more LCS clients, with the following data stored for each LCS client in the list:

· International E.164 address identifying a single LCS client or a single group of LCS clients that are permitted to locate this target UE

· Restriction on the GMLC. Possible values are:

· Identified GMLCs only

· Any GMLC in the home country

· Indication of one of the following mutually exclusive options:

· Location allowed without notification (default case)

· Location allowed with notification

· Location with notification and privacy verification; location allowed if no response

· Location with notification and privacy verification; location restricted if no response


	Call/session Unrelated Class
	M

O

C

O

C


	Indication of one of the following mutually exclusive options for any LCS client not in the external LCS client list:

· Location not allowed (default case)

· Location allowed with notification

· Location with notification and privacy verification; location allowed if no response

· Location with notification and privacy verification; location restricted if no response

External LCS client list: a list of zero or more LCS clients, with the following data stored for each LCS client in the list:

· International E.164 address identifying a single LCS client or a single group of LCS clients that are permitted to locate this target UE

· Restriction on the GMLC. Possible values are:

· Identified GMLCs only

· Any GMLC in the home country

· Indication of one of the following mutually exclusive options:

· Location allowed without notification (default case)

· Location allowed with notification

· Location with notification and privacy verification; location allowed if no response

· Location with notification and privacy verification; location restricted if no response


	PLMN Operator Class
	O
	LCS client list: a list of one or more generic classes of LCS client that are allowed to locate the particular UE. The following classes are distinguished:

· LCS client broadcasting location related information

· O&M LCS client in the HPLMN

· O&M LCS client in the VPLMN

· LCS client recording anonymous location information

· LCS Client supporting a bearer service, teleservice or supplementary service to the target UE



Table 10.11: LCS Service types stored in the GMLC per UE subscriber

	 Service type indication
	Status
	Additional HLR data when the indication is stored

	Service Types


	O
	Indication of one of the following mutually exclusive options for any service type not in the service type list:

· Location not allowed (default case)

· Location allowed with notification

· Location with notification and privacy verification; location allowed if no response

· Location with notification and privacy verification; location restricted if no response

Service types list: a list of one or more service types for which the LCS client is allowed to locate the particular UE. The possible service types are defined in 22.071.

· Restriction on the GMLC. Possible values are:

· Identified GMLCs only

· Any GMLC in the home country

· Indication of one of the following mutually exclusive options:

· Location allowed without notification (default case)

· Location allowed with notification

· Location with notification and privacy verification; location allowed if no response

Location with notification and privacy verification; location restricted if no response




In case that UE’s privacy profile is stored and is checked in the GMLC (H-GMLC) or in the PPR, the GMLC/PPR shall store the same pseudo-external identity table with HLR, which is shown in Annex C. 
GMLC (H-GMLC) or PPR may store a codeword handling information and a list of codewords given by the UE subscriber in order not to get the location request rejected.
Table 10.12a: Codeword handling information stored in the GMLC

	Other Data in the GMLC
	Status
	Description

	Codeword handling information
	O
	Indication of one of the following mutually exclusive options for codeword:

· codeword shall be checked in network.
· codeword shall be sent to UE




Table 10.12b: LCS data stored in the GMLC for a UE Subscriber
	LCS Privacy profile
	Status
	Additional GMLC data when profile is provisioned

	Codeword
	O
	A list of codeword.


The GMLC (H-GMLC) or the PPR may store additional privacy information in order protect UE users privacy. The details of the additional privacy check are defined by each network operator and are outside the scope of this specification. 
<<<Next change>>>
10.5.4.2
Rel-6 or later HLR/HSS with GMLC which does not support Lr interface
If the Rel-6 or later HLR/HSS is notified by Send Routing Info request message that the LCS capability set 4 is not supported by the GMLC and the GMLC is not the H-GMLC of the target UE, the HLR/HSS decides whether the location estimation process can be continued or not.
[Note:
this interworking scenario can be also applied for PS domain. Generalization of the description in this sub clause to cover both CS and PS domain should be done.][Note2: the concept of LCS capability set is introduced in Rel4 so that it doesn’t appear in the specifications for R98 and R99 LCS]

<<<Next change>>>
Annex C (Informative):
Pseudo external ID and Indicator of privacy check action
In case that UE’s privacy profile is stored and is checked in the GMLC (H-GMLC) or in the PPR, a pseudo-external identity and/or an indicator of privacy check action is selected as a result of the privacy check in GMLC/PPR.
The pseudo-external identities may be set in the external LCS client list of the HLR privacy exception list shown in Table 10.1. The pseudo-external identity is not the identity of real external LCS client but the identity which is used for notifying SGSN/MSC of the location request class (call/session related or non-related) and the required type of indication for each class. Operator allocates E.164 addresses for the pseudo-external identities. The pseudo-external identities are used for interworking with pre Rel-6 serving nodes.
The indicator of privacy check action may be included in the Provide_Subscriber_Location request message. The indicator is sent to the serving node directly from the H-GMLC or via V-GMLC. 
Fourteen pseudo-external identities and indicators shall be defined. The pseudo-external identities and the indicators are summarized in the Table C.1. 
Table C.1: Pseudo-external identities and Indicators of privacy check related action
	Pseudo-external identity and Indicator of privacy check related action
	Privacy setting for Call/Session related class
	Privacy setting for Call/Session unrelated class

	Pseudo-external identity 1 

Indicator 1
	N.A.
	Location allowed without notification

	Pseudo-external identity 2 

Indicator 2
	N.A.
	Location allowed with notification

	Pseudo-external identity 3 

Indicator 3
	N.A.
	Location with notification and privacy verification; location allowed if no response

	Pseudo-external identity 4 

Indicator 4
	N.A.
	Location with notification and privacy verification; location restricted if no response

	Pseudo-external identity 5 

Indicator 5
	Location with notification and privacy verification; location restricted if no response
	Location not allowed 

	Pseudo-external identity 6 

Indicator 6
	Location with notification and privacy verification; location allowed if no response
	Location not allowed 

	Pseudo-external identity 7 

Indicator 7
	
	Location with notification and privacy verification; location restricted if no response

	Pseudo-external identity 8 

Indicator 8
	Location allowed with notification
	Location not allowed 

	Pseudo-external identity 9 

Indicator 9
	
	Location with notification and privacy verification; location restricted if no response

	Pseudo-external identity 10 

Indicator 10
	
	Location with notification and privacy verification; location allowed if no response

	Pseudo-external identity 11 

Indicator 11
	Location allowed without notification
	Location not allowed 

	Pseudo-external identity 12 

Indicator 12
	
	Location with notification and privacy verification; location restricted if no response

	Pseudo-external identity 13 

Indicator 13
	
	Location with notification and privacy verification; location allowed if no response

	Pseudo-external identity 14 

Indicator 14
	
	Location allowed with notification 


Usage of the pseudo-external identities are as follows:

· The pseudo-external identities are registered in SLPP of the HLR/HSS.

· The SLPP is sent to the serving nodes, during the Insert Subscriber Data procedures.

· After the privacy check in the H-GMLC, the H-GMLC selects an appropriate pseudo-external identity according to the required privacy related actions (i.e. checking the on-going call/session and/or notification/verification procedures) in the serving node. 

· H-GMLC sends Provide Subscriber Location message to the serving node, which includes the pseudo-external identity instead of the real external client identity. The real external client identity may be included in the additional information element and is sent to serving node. 

Table C.2 and C.3 shows how the pseudo-external identities are set in the SLPP in HLR/HSS. 

Table C.2: Example of SLPP in HLR/HSS for Call/Session unrelated Class

	Pseudo-external identity and Indicator of privacy check related action
	Privacy Setting

	Pseudo-external identity 1 

Indicator 1
	Location allowed without notification

	Pseudo-external identity 2 

Indicator 2
	Location allowed with notification

	Pseudo-external identity 3 

Indicator 3
	Location with notification and privacy verification; location allowed if no response

	Pseudo-external identity 4 

Indicator 4
	Location with notification and privacy verification; location restricted if no response

	Pseudo-external identity 5 

Indicator 5
	Location not allowed

	Pseudo-external identity 6 

Indicator 6
	Location not allowed

	Pseudo-external identity 7 

Indicator 7
	Location with notification and privacy verification; location restricted if no response

	Pseudo-external identity 8 

Indicator 8
	Location not allowed

	Pseudo-external identity 9 

Indicator 9
	Location with notification and privacy verification; location restricted if no response

	Pseudo-external identity 10 

Indicator 10
	Location with notification and privacy verification; location allowed if no response

	Pseudo-external identity 11 

Indicator 11
	Location not allowed

	Pseudo-external identity 12 

Indicator 12
	Location with notification and privacy verification; location restricted if no response

	Pseudo-external identity 13 

Indicator 13
	Location with notification and privacy verification; location allowed if no response

	Pseudo-external identity 14 

Indicator 14
	Location allowed with notification


Table C.3: Example of SLPP in HLR/HSS for Call/Session related Class
	Pseudo-external identity and Indicator of privacy check related action
	Privacy Setting

	Pseudo-external identity 5 

Indicator 5
	Location with notification and privacy verification; location restricted if no response

	Pseudo-external identity 6 

Indicator 6
	Location with notification and privacy verification; location allowed if no response

	Pseudo-external identity 7 

Indicator 7
	Location with notification and privacy verification; location allowed if no response

	Pseudo-external identity 8 

Indicator 8
	Location allowed with notification

	Pseudo-external identity 9 

Indicator 9
	Location allowed with notification

	Pseudo-external identity 10 

Indicator 10
	Location allowed with notification

	Pseudo-external identity 11 

Indicator 11
	Location allowed without notification

	Pseudo-external identity 12 

Indicator 12
	Location allowed without notification

	Pseudo-external identity 13 

Indicator 13
	Location allowed without notification

	Pseudo-external identity 14 

Indicator 14
	Location allowed without notification


The selection of pseudo-external identity is based on the result of the privacy check in the H-GMLC/PPR. Table C.4 shows the relation between privacy check result and the pseudo-external identities. 

Table C.4: Pseudo-external identity selection at H-GMLC/PPR

	Privacy related actions as a result of privacy check
	Pseudo-external identity and Indicator of privacy check related action

	Location request is allowed without notification, regardless of on-going call/session. 
	Pseudo-external identity 1 

Indicator 1

	Location request is allowed with notification, regardless of on-going call/session,
	Pseudo-external identity 2 

Indicator 2

	Location request is allowed with notification and privacy verification, regardless of on-going call/session. Location request is allowed even if there is no response from UE. 
	Pseudo-external identity 3 

Indicator 3

	Location request is allowed with notification and privacy verification, regardless of on-going call/session. Location request is restricted if there is no response from UE. 
	Pseudo-external identity 4 

Indicator 4

	If there is call/session with the client, location request is allowed with notification and privacy verification. Location request is restricted if there is no response from UE.

If there is no call/session with the client, location request is restricted.
	Pseudo-external identity 5 

Indicator 5

	If there is call/session with the client, location request is allowed with notification and privacy verification. Location request is allowed even if there is no response from UE.

If there is no call/session with the client, location request is restricted.
	Pseudo-external identity 6 

Indicator 6

	If there is call/session with the client, location request is allowed with notification and privacy verification. Location request is allowed even if there is no response from UE.

If there is no call/session with the client, location request is allowed with notification and privacy verification. Location request is restricted if no response. 
	Pseudo-external identity 7 

Indicator 7

	If there is call/session with the client, location request is allowed with notification. 

If there is no call/session with the client, location request is restricted.
	Pseudo-external identity 8 

Indicator 8

	If there is call/session with the client, location request is allowed with notification.

If there is no call/session with the client, location request is with notification and privacy verification. Location request is restricted if no response.
	Pseudo-external identity 9 

Indicator 9

	If there is call/session with the client, location request is allowed with notification.

If there is no call/session with the client, location request is allowed even if there is no response from UE.
	Pseudo-external identity 10 

Indicator 10

	If there is call/session with the client, location request is allowed without notification. 

If there is no call/session with the client, location request is restricted.
	Pseudo-external identity 11 

Indicator 11

	If there is call/session with the client, location request is allowed without notification.

If there is no call/session with the client, location request is with notification and privacy verification. Location request is restricted if no response.
	Pseudo-external identity 12 

Indicator 12

	If there is call/session with the client, location request is allowed without notification.

If there is no call/session with the client, location request is allowed even if there is no response from UE.
	Pseudo-external identity 13 

Indicator 13

	If there is call/session with the client, location request is allowed without notification.

If there is no call/session with the client, location request is allowed with notification.
	Pseudo-external identity 14 

Indicator 14
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