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1. Introduction

Introducing the enhanced codeword was approved in SA1. SA1’s requirements are that;

(1) It shall be possible for the target UE/ user to secure the codeword from being misused. Only the intended requestor or LCS client shall be able to use the secured codeword.
(2)  It shall be possible for the target UE/user to ensure that the secured codeword can be used only within a specific time period, as determined by the target UE/user. It shall be possible for the target UE/user to ensure that a secured codeword can be used only a specific number of times, as determined by the target UE/user. 
(3) The user of the target UE shall not need to be involved in checking the validity of the secured codeword during the location service request. The secured codeword shall be checked by the LCS server. 
The above requirements seems to be satisfied by the privacy mechanism based on the list of authorized requestors. This paper explains it. Additionally, the paper deals with the interface between CA and LCS entities.

2. Discussion

(1) Privacy mechanism based on list of authorized requestors
If the list of authorized requestors is stored at GMLC/PPR and the LCS service request with requestor identity is checked based on the authorized requestor identity at GMLC/PPR, then only the intended requestor is allowed to sent the LCS service request. 

One of purposes of enhanced codeword would be to make it possible that only the intended requestor shall be allowed the LCS service request. Therefore, the list of authorized requestor identity based privacy mechanism seems to satisfy the SA1’ requirement (1)

The SA’1 requirement (2) would be to make it possible to restrict the time period or the number of times that the requestor is allowed to sent the LCS service request. Therefore, the SA1’s requirement (2) seems to be satisfied by introducing the specific time period and the specific times for each requestor to the list of authorized requestors. 

The UE is not involved in checking the list of authorized requestors because the list of authorized requestors is checked at the GMLC/PPR. Therefore, the SA1’s requirement (3) is satisfied by the privacy mechanism based on the list of requestors.

SA1’s requirements seems to be satisfied by the privacy mechanism based on the list of authorized requestors. Therefore, we should compare the privacy mechanism based on the list of authorized requestors and privacy mechanism using the digital signature, and then the advantage of the privacy mechanism using the digital signature shall be clarified, before introducing the privacy mechanism using the digital signature is approved in SA2.

(2) Interface between CA and LCS entities

If the digital signature is used, then the interfaces between CA (Certificate Authority) and UE and between CA and GMLC/PPR seem to be needed in order that the UE, GMLC or PPR get the subscriber certificate for the UE. The interface between the UE and CA is discussing in SA3. However, the interface between the CA and GMLC/PPR does not seem be discussed yet.

It should be clarified whether the interface between the CA and the GMLC/PPR is within the scope of 3GPP.

3. Proposal

The question described in chapter 2 should be clarified.

