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3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the following terms and definitions apply:

CAMEL: CAMEL is a network functionality, which provides the mechanisms of Intelligent Network to a mobile user

Call Related: any LCS related operation which is associated with an established call in CS domain and a session via an active PDP context in PS domain.

Codeword: access code, which is used by a Requestor or LCS Client in order to gain acceptance of a location request for a Target UE.  The codeword is part of the privacy information that may be registered by a Target UE user.
Current Location: after a location attempt has successfully delivered a location estimate and its associated time stamp, the location estimate and time stamp is referred to as the "current location" at that point in time

Deferred location request: location request where the location response (responses) is (are) not required immediately

Enhanced Codeword: the enhanced codeword is used in the same way as the normal codeword but may contain the target mobile’s identity and the identities of the requestor or LCS client that are allowed to use the enhanced codeword and possibly other validity information.

Global Positioning System: Global Positioning System (GPS) consists of three functional elements: Space Segment (satellites), User Segment (receivers), and Control Segment (maintenance etc.). The GPS receiver calculates its own position based on the received time differences for several satellites

Immediate location request: location request where a single location response only is required immediately

Initial Location: in the context of an originating emergency call the location estimate and the associated time stamp at the commencement of the call set-up is referred to as "initial location"

Last Known Location: current location estimate and its associated time stamp for Target UE stored in the LCS Server is referred to as the "last known location" and until replaced by a later location estimate and a new time stamp is referred to as the "last known location"

LCS (LoCation Services): LCS is a service concept in system (e.g. GSM or UMTS) standardization. LCS specifies all the necessary network elements and entities, their functionalities, interfaces, as well as communication messages, due to implement the positioning functionality in a cellular network. Note that LCS does not specify any location based (value added) services except locating of emergency calls

LCS Client: software and/or hardware entity that interacts with a LCS Server for the purpose of obtaining location information for one or more Mobile Stations. LCS Clients subscribe to LCS in order to obtain location information. LCS Clients may or may not interact with human users. The LCS Client is responsible for formatting and presenting data and managing the user interface (dialogue). The LCS Client may reside in the Mobile Station (UE)

LCS Client Access barring list: optional list of MSISDNs per LCS Client where the LCS Client is not allowed to locate any MSISDN therein

LCS Client Subscription Profile: collection of subscription attributes of LCS related parameters that have been agreed for a contractual period of time between the LCS client and the service provider

LCS Feature: capability of a PLMN to support LCS Client/server interactions for locating Target UEs

LCS Server: software and/or hardware entity offering LCS capabilities. The LCS Server accepts requests, services requests, and sends back responses to the received requests. The LCS server consists of LCS components, which are distributed to one or more PLMN and/or service provider

Local Service: service, which can be exclusively provided in the current serving network by a Value added Service Provider
Local Information: information related to a given location, or general information, which is made available in a given location

Location (Based) Application: location application is an application software processing location information or utilizing it in some way. The location information can be input by a user or detected by network or UE. Navigation is one location application example
Location Based Service (LBS): service provided either by teleoperator or a 3rd party service provider that utilizes the available location information of the terminal. Location Application offers the User Interface for the service. LBS is either a pull or a push type of service (see Location Dependent Services and Location Independent Services). In ETSI/GSM documentation of SoLSA, LBS is called "Location Related Service". ETSI and/or 3GPP -wide terminology harmonization is expected here

Location Dependent Service: service provided either by teleoperator or a 3rd party service provider that is available (pull type) or is activated (push type) when the user arrives to a certain area. It doesn't require any subscription in advance, but the push type activation shall be confirmed by the user. The offered service itself can be any kind of service (e.g. a public Xerox machine or the discount list in a store)

Location Estimate: geographic location of an UE and/or a valid Mobile Equipment (ME), expressed in latitude and longitude data. The Location Estimate shall be represented in a well-defined universal format. Translation from this universal format to another geographic location system may be supported, although the details are considered outside the scope of the primitive services

Location Independent Service: service provided either by teleoperator or a 3rd party service provider that is available and therefore can be activated anywhere in the network coverage. It is activated by the user's request or by other user's activated service, and therefore it requires a subscription in advance (pull type). The offered service itself can be any kind of service (e.g. MMS, SWDL, or LBS!)

Mobile Assisted positioning: any mobile centric positioning method (e.g. IPDL-OTDOA, E-OTD, GPS) in which the UE provides position measurements to the network for computation of a location estimate by the network. The network may provide assistance data to the UE to enable position measurements and/or improve measurement performance
Mobile Based positioning: any mobile centric positioning method (e.g. IPDL-OTDOA, E-OTD, GPS) in which the UE performs both position measurements and computation of a location estimate and where assistance data useful or essential to one or both of these functions is provided to the UE by the network. Position methods where an UE performs measurements and location computation without network assistance data are not considered within this category
Mobile Station: mobile station (MS) consists of Mobile or User Equipment (ME or UE) with a valid SIM or USIM attached. The abbreviation "UE" in this specification refers both to MS and User Equipment, see below. 

PLMN Access barring list: optional list of MSISDN per PLMN where any LCS Client is not allowed to locate any MSISDN therein except for certain exceptional cases

Positioning (/location detecting): positioning is a functionality, which detects a geographical location (of e.g. a mobile terminal)

Positioning method (/locating method): principle and/or algorithm which the estimation of geographical location is based on, e.g. AOA, TOA, TDOA. For example, GPS is based on TOA, whilst OTDOA and E-OTD (on GSM) are based on TDOA

Positioning technology (/locating technology): technology or system concept including the specifications of RF interfaces, data types, etc. to process the estimation of a geographical location, e.g. GPS, E-OTD (GSM), and OTDOA (WCDMA)

Predefined area: geographical area, which is not related to cell or radio coverage. The mobile may take special action when it recognises it has entered or left a predefined area

Privacy Class: list of LCS Clients defined within a privacy exception class to which permission may be granted to locate the target UE. The permission shall be granted either on activation by the target UE or permanently for a contractual period of time agreed between the target UE and the service provider

Privacy Exception List: list consisting of various types of privacy classes (i.e. operator related, personal etc.). Certain types of classes may require agreement between the service provider and the target UE

Prohibited area: area where the mobile must not activate its transmitter. The Prohibited area may be a Predefined area described above or related to radio cell(s)

Requestor: the originating entity which has requested the location of the target UE from the LCS client. 

Requestor Identity: This identifier is identifying the Requestor and can be e.g. MSISDN or logical name. 

Service Type: attribute of specific location based service provided by the LCS client, as defined in TS 22.071.
Subscriber certificate: a message attachment, which is used to verify that a subscriber sending a message is who he or she claims to be and which provides the receiver with the means to encode a reply. 
Subscription Profile: profile detailing the subscription to various types of privacy classes

Target UE: UE being positioned

User Equipment: term 'User Equipment', or 'UE', should for GSM be interpreted as 'MS', as defined in GSM TS 04.02 [19]. UE in this specification may also refer to a Mobile Equipment or User Equipment used for emergency calls, that do not have valid SIM or USIM

Privacy Profile Register, PPR: The PPR stores privacy information of the target mobile. The PPR also executes privacy checks and sends the privacy check results to other network elements using the Lpp interface. PPR may be a standalone network entity or the PPR functionality may be integrated in H-GMLC.

Pseudo-external identity: The pseudo-external identity is not the identity of real external LCS client but the identity, which is used for notifying the result of the enhanced privacy check. The pseudo-external identity shall keep the compatibility with pre Rel-5 privacy mechanisms, which does not understand privacy check result made by H-GMLC/PPR. Each operator defines its own the pseudo-external identities. 
Further UMTS related definitions are given in 3G TS 22.101.

<< Next changed clause >>

6.3
Functional description of LCS per network element

6.3.1
Access Network

The Access Network is involved in the handling of various positioning procedures.

The LCS specific functionalities of the radio access network elements are specified in TS 25.305 [1] for UTRAN and TS 43.059 [16] for GERAN.

6.3.2
LCS Clients, LCS applications and Requestors

There are two classes of LCS Application - Internal applications and External applications. Internal applications represent entities internal to the GSM/UMTS that make use of location information for the (improved) operation of the network. Internal LCS client can be identified by LCS client internal ID. LCS client Internal ID distinguishes the following classes: (LCS client broadcasting location related information, O&M LCS client in the HPLMN, O&M LCS client in the VPLMN, LCS client recording anonymous location information, LCS Client supporting a bearer service, teleservice or supplementary service to the target UE). External applications represent entities (such as Commercial or Emergency services) that make use of location information for operations external to the mobile communications network. External LCS client can be identified by LCS client external ID. The LCS Applications interface to the LCS entities through their Location Client functions (LCF). Location requests from the external LCS clients may be originated by external entities (i.e. Requestor). LCS client should authenticate the Requestor Identity but this is outside the scope of this specification.
LCS client may indicate the type of the Requestor identity in the LCS service request. The type of the Requestor identity can be one of the following:

· Logical name

· MSISDN [17]

· E-mail address [33]

· URL[33] 
· SIP URL[34] 
· IMS public identity [35]
The LCS Client, LCS applications and Requestors are outside the scope of the present document. However, an external LCS Client may communicate with the LCS Server as specified in [31].

6.3.3
Gateway Mobile Location Center, GMLC

The Gateway Mobile Location Center (GMLC) contains functionality required to support LCS. In one PLMN, there may be more than one GMLC.

The GMLC is the first node an external LCS client accesses in a GSM PLMN (i.e. the Le reference point is supported by the GMLC). The GMLC may request routing information from the HLR or HSS via the Lh interface. After performing registration authorization, it sends positioning requests to either VMSC, SGSN or MSC Server and receives final location estimates from the corresponding entity via Lg interface. Information needed for authorisation, location service requests and location information may be communicated between GMLCs, located in the same or different PLMNs, via the Lr  interface. The target UE’s privacy profile settings shall always be checked in the UE’s home PLMN prior to delivering a location estimate. In order to allow location request from a GMLC outside the HPLMN while having privacy check in the HPLMN, the Lr interface is needed.

The “Requesting GMLC” (R-GMLC) is the GMLC, which receives the request from LCS client

The “Visited GMLC” (V-GMLC) is the GMLC, which is associated with the serving node of the target mobile.

The “Home GMLC” (H-GMLC) is the GMLC, which is responsible to control the privacy checking of the target mobile. 

The Requesting GMLC can be the Visited GMLC, which can be the Home GMLC in the same time.
The LCS client sends the enhanced codeword to R-GMLC, which forwards it to H-GMLC. Only the H-GMLC shall check whether the enhanced codeword received from the LCS client is acceptable, possibly with the help of the corresponding subscriber certificate. The target mobile may request the H-GMLC to revoke an enhanced codeword as identified by the target mobile.

Editors' note: the mechanism for UE revocation of an enhanced codeword in H-GMLC is outside the scope of this specification.
6.3.4
LCS support in the UE 

The UE may be involved in the various positioning procedures. Specific UE involvement is specified in each of the positioning procedures specified in TS 25.305 [1] for UTRAN and TS 43.059 [16] for GERAN.

The UE interacts with the measurement co-ordination functions to transmit the needed signals for uplink based LCS measurements and to make measurements of downlink signals. The measurements to be made will be determined by the chosen location method.

The UE may also contain LCS applications, or access a LCS application through communication with a network accessed by the UE or an application residing in the UE. This application may include the needed measurement and calculation functions to determine the UE's location with or without assistance of the GSM/UMTS LCS entities.

In GSM the positioning methods supported by the UE are signalled by the UE to the core network and radio access network using Classmark3 in CS mode, as specified in TS 24.008 [24].

In UMTS the UE capability to support different positioning methods is only communicated within UTRAN, as specified in TS 25.331 [25].

The UE informs the core network about its capability to support privacy invocation request and response using Classmark2 in CS mode and MS Network Capability in PS mode, as specified in TS 24.008 [24].

The UE may also, for example, contain an independent location function (e.g. Global Satellite Positioning Service GPS) and thus be able to report its location, independent of the RAN transmissions. The UE with an independent location function may also make use of information broadcast by the RAN that assists the function.
The target UE (user) may issue and digitally sign an enhanced codeword, which contains any or all of the following information:


enhanced codeword identity, 


requestor identity, 


LCS client identity, 


identity of the target UE itself, 


validity period,


number of usage times,


Home-GMLC address

· HSS address


possibly other parameters. 

The enhanced codeword signature may be associated with the corresponding subscriber certificate, see TS22.105 [9]. The UE shall be able to encrypt the codeword using the public key of the home environment operator and only the home environment operator’s GMLC/PPR can decrypt the codeword using the operators’ private key. In case the enhanced codeword is encrypted, the UE shall include the H-GMLC or HSS address in clear in the enhanced codeword to enable the R-GMLC to route the request to the H-GMLC. In case the identity of the target UE is encrypted, the location requests and responses between the Requestor - LCS client - GMLC are identified using session identifiers, because the identity of the target UE shall not be revealed outside the home environment. 
The UE delivers the enhanced codeword and possibly a subscriber certificate, see TS22.105 [9], to the requestor or LCS client, but the delivery mechanism is not standardized.
The enhanced codeword identity is chosen by the UE and identifies each enhanced codeword uniquely. If the UE needs to revoke an active enhanced codeword, it requests GMLC to revoke the identified enhanced codeword. The identity is not a secret value and it can be a sequence number or timestamp.

The target mobile may request the H-GMLC to revoke an enhanced codeword as identified by the target mobile.
Editors' note 1: the mechanism for UE revocation of an enhanced codeword in H-GMLC is out side the scope of this specification.

Editors' note 2: as an alternative the UE could request the PPR to generate the enhanced codeword.
<< Next changed clause >>
9.1
Mobile Terminating Location Request

9.1.1
MT-LR routing procedure in PS and CS domain
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Figure 9.1: General Network Positioning for a MT-LR

1)
An external LCS client requests the current location of a target UE from a GMLC. The LCS Client may also request a deferred location request, i.e. based on event. The R-GMLC verifies the identity of the LCS client and its subscription to the LCS service requested and derives the MSISDN or IMSI or PDP address, (NOTE: IP addressing in this context is FFS, one reason is the dynamic IP addressing used in IPv4.) of the target UE to be located and the LCS QoS from either subscription data or data supplied by the LCS client. In case the location request contains an enhanced codeword, the R-GMLC shall forward the location request to the H-GMLC for verification. It is noted that the identity of the target UE may be encrypted in a location request using the enhanced codeword. For a call related location request, the R-GMLC obtains and authenticates the called party number of the LCS client. For a session related location request, the R-GMLC obtains and authenticates the APN-NI of the LCS client. 
The LCS request may carry also the Service Identity and the Codeword. The R-GMLC may verify that the Service Identity received in the LCS request matches one of the service identities allowed for the LCS client. If the service identity does not match one of the service identities for the LCS client, the R-GMLC shall reject the LCS request.  Otherwise, the R-GMLC can map the received service identity in a corresponding service type. 
 
 
If the location request is originated by a Requestor, the Requestor Identity may be added to the LCS service request. LCS client should authenticate the Requestor Identity but this is outside the scope of this specification. 

The LCS service request may also contain the type of the Requestor identity if the requestor identity was included.




The R-GMLC verifies whether it stores the privacy profile of the target UE. If the R-GMLC stores the UE’s privacy profile, (this means the R-GMLC is the H-GMLC of the target UE), then step 2, 3, 4 and 12 are skipped.
If location is required for more than one UE, or if periodic location is requested, the steps following below may be repeated.

Editor’s note: 
This would mean that R-GMLC handles the periodicity of location requests as requested by the LCS client both in CS and PS domain. It is for further study should H-GMLC handle the periodicity of location requests.

2)
The R-GMLC sends a SEND_ROUTING_INFO_FOR_LCS message to the home HLR/HSS of the target UE to be located with the IMSI or MSISDN of the UE. If the R-GMLC supports the Lr interface, the R-GMLC capability information shall be included in the SEND_ROUTING_INFO_FOR_LCS message. 
If the R-GMLC already knows, or is able to determine, the network address of H-GMLC of the target UE, (e.g. from a previous location request), then step 2 and step 3 may be skipped. One possibility could be to use a DNS lookup to determine the H-GMLC address, but this is FFS.
Editor´s note: 
According to the current version of TS29.002 the PDP address cannot be transferred by using the SEND_ROUTING_INFO_FOR_LCS message, so this is for ffs.
3)
The HLR/HSS verifies the R-GMLC’s network address. The HLR/HSS may return the address of the PPR to the GMLC if available. The HLR/HSS then compares the R-GMLC address with the H-GMLC network address for the target UE. The HLR/HSS verifies whether the R-GMLC is authorized to request UE location information. If not, an error response is returned. The HLR/HSS returns the address of the H-GMLC.

4)
If R-GMLC finds out that it is the H-GMLC, the signalling steps 4 and 12 are skipped.
The R-GMLC sends the location request to the H-GMLC.
5) The H-GMLC verifies LCS barring restrictions in the UE user's privacy profile in the H-GMLC. In case the location request contains an enhanced codeword, the H-GMLC/PPR shall verify the enhanced codeword and that it allows the indicated LCS client or requestor to get the location information of the indicated target UE. In verifying the barring restrictions, barring of the whole location request is assumed if any part of it is barred or any requisite condition is not satisfied. If the location service request is to be barred and the LCS client does not have the override capability, an error response is returned to the R-GMLC or the LCS client.
6)
If the H-GMLC already knows both the VMSC/MSC server or SGSN location or the network address of V-GMLC and IMSI for the particular MSISDN or PDP address, (e.g. from a previous location request),  the rest of this step and step 7 may be skipped. Otherwise, the H-GMLC sends a SEND_ROUTING_INFO_FOR_LCS message to the home HLR/HSS of the target UE to be located with the IMSI, PDP address or MSISDN of this UE. 
Editor´s note: 
According to the current version of TS29.002 the PDP address cannot be transferred by using the SEND_ROUTING_INFO_FOR_LCS message, so this is for ffs.
7)
The HLR/HSS verifies the network address of the H-GMLC in order to check that the H-GMLC is authorized to request UE location information. The HLR/HSS then returns one or several of the network addresses of the current SGSN and/or VMSC/MSC server, the LCS core network signalling capabilities of the serving nodes and whichever of the IMSI and MSISDN was not provided in step (2) or (6) for the particular UE. The HLR/HSS may also return the address of the V-GMLC, if available.
Note: HLR/HSS may prioritize between the MSC/VLR or SGSN address sent to the GMLC. The prioritisation might be based on information received from SGSN and/or MSC/VLR concerning the UE’s capabilities for LCS. Other priority criteria are for further study.

8)
The GMLC may ask the PPR to perform the privacy check as described in the 9.1.1.1 or if the GMLC stores the UE’s privacy profile, the H-GMLC may perform privacy check on the basis of the UE user’s privacy profile and the capabilities of the serving nodes (MSC/VLR and/or SGSN). 
If the H-GMLC received the address of the V-GMLC from the HLR/HSS and the V-GMLC address is different from the H-GMLC address, the H-GMLC may forward the location request to the V-GMLC. The forwarded location request shall contain, one or several of the network addresses of the current SGSN and/or MSC/VLR, and the IMSI and MSISDN for the target UE. The forwarded location request may also carry the requested action of the VPLMN as the result of the privacy check in the H-GMLC (e.g. by using the pseudo-external identity as described in Annex X). The V-GMLC first authenticates that the location request is allowed from this PLMN or from this country. If not, an error response is returned.
In the cases when the H-GMLC did not receive the address of the V-GMLC, when the V-GMLC address is the same with the H-GMLC address or when both PLMN operators agree not to use Lr interface, the H-GMLC does not forward the location request to the V-GMLC and step 10 is skipped.
Editor’s note: The case when the V-GMLC is the same as the R-GMLC may need further elaboration.

9)
In case the GMLC (H-GMLC, R-GMLC or V-GMLC) receives only the MSC/VLR address, the MT LR proceeds as the CS-MT-LR procedure described in 9.1.2. In case GMLC receives only the SGSN address, the MT LR proceeds as the PS-MT-LR procedure described in 9.1.6. In case the GMLC receives several of the following addresses, SGSN, VMSC and/or MSC Server, it has to decide where to send the location request. If the requested MT-LR is known to be associated with a CS call, the CS-MT-LR procedure shall be invoked. If the requested MT-LR is associated with a PS session, the PS-MT-LR procedure only shall be invoked. Otherwise, both CS-MT-LR and PS-MT-LR are applicable. If LCS Client indicated deferred location request, GMLC shall indicate this together with applicable event type (ex. UE available) in requested PS/CS-MT-LR, see 9.1.8.

NOTE:
The order in which these procedures are invoked and whether one or both procedures are used may depend on subscription information for the LCS client, possible priority information returned by the HSS or information already stored in the GMLC (e.g. obtained from previous location requests).

10)
The V-GMLC sends the location service response to the H-GMLC. 

11)
 If the privacy check in step 5 indicates that further privacy checks are needed, or on the basis of the privacy profile, the H-GMLC shall perform an additional privacy check.

12)
The H-GMLC sends the location service response to the R-GMLC.

13)
R-GMLC sends the location service response to the LCS client. If the LCS client requires it, the R-GMLC may first transform the universal location co-ordinates provided by the SGSN or MSC/MSC server into some local geographic system. The GMLC may record billing for both the LCS client and inter-network revenue charges from the SGSN or MSC/MSC server's network.

The detailed CS-MT-LR and PS-MT-LR procedures in step 4 of figure 9.1 are described in 9.1.2 and 9.1.6.

The detailed procedure for deferred PS/CS-MT-LR is described in 9.1.8.
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