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1 Scope

This document studies how the policy control is used for IMS and interacts with the appropriate IMS and non-IMS application servers. This document investigates the feasibility of the interface between the PCF and application entities (e.g. P-CSCF in the IM domain). The feasibility study determines the requirements and architecture for this work.
2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "3G Vocabulary".

[2]
3GPP TS 23.002: "Network Architecture".

[3]
3GPP TS 23.207: "End to end Quality of service concept and architecture".

[4]
3GPP TS 29.207: " End to end Quality of service (QoS); stage 3".

3 Definitions, symbols and abbreviations

For the purposes of the present document, the terms and definitions given in [1] and the following apply.

3.1 Definitions

3.2 Symbols

3.3 Abbreviations

For the purposes of the present document, the following abbreviations apply:

ABC
Axxx Bxxx Cxxx

Other abbreviations used in the present document are listed in 3GPP TR 21.905 [1].

4 Introduction

In release 5, the service-based local policy control provides a way to manage the access network through dynamic policies over the Go interface.
The release 5 IMS work uses a policy control function (PCF) that is only applicable for IMS and tightly linked to the SIP session control. This does not enable a generic service policy to be applied to both IMS and non-IMS services. 

Within Release 5 the PCF is shown as being a logical entity of the P-CSCF. Standardising the interface between the PCF and application entities (e.g. P-CSCF in the IM domain) was pushed back to release 6.
In this document the means by which policy control is used for IMS and interacts with the appropriate IMS and non-IMS applications, is studied.

The objectives are to:

· Enable general policy control over IP bearer resources and SIP services to evolve separately.

· Enable more flexibility in engineering and policy control of IP bearer resources.
· De-couple policy functions from IMS entities.
5 Background

As shown in figure 1, in release 5, the IM Subsystem is closely coupled with the UMTS Core Network.
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Figure 1: Policy Architecture in release 5

Although the PCF and P-CSCF are two separate logical entities, the release 5 3GPP specifications present the PCF as being an integral part of the P-CSCF. The consequence of this close coupling is that only the IP Multimedia Subsystem may authorize UMTS resources for their customers through the PCF. The means for other services than IMS to authorize UMTS resources has not been investigated and as such has not been standardised in Release 5.

6 Objectives

Providing an open interface to the GGSN for service control may greatly simplify introduction of new services and enable operators to leverage their ownership of the access network by introducing opportunities for service-based control of the access for a whole range of services (potentially including third party services) in an operator controlled manner.

The Go interface has been developed to support the requirements of the IMS subsystem as currently identified. In addition to the Go interface towards the IMS, a separate generic control interface may be developed for future service layers which require functionality significantly different from the IMS. Such an interface could:
· Enable service based local policy control over IP bearer resources and IMS services to evolve separately.

· Facilitate future application of service based local policy control over IP bearer resources for non-IMS services (e.g., streaming services, etc.) that the operator will want to deploy.

· Improve network scalability/stability by allowing the decoupled functions to be scaled/upgraded independently according to network requirements. 

· Encourage more flexibility in engineering and policy control of IP bearer resources. This means that policy control mechanisms for IP bearer resources related to IMS- & non-IMS-based services, as well as their related IP bearer resources, can be controlled either together or separately.
In order to obtain all these benefits related to distributed policies, a generic protocol should be used allowing any service domain to provide session authorization to their customers in a particular access network.

. Figure 2 shows the IM Subsystem as well as other services, in relation to the UMTS Core Network. 

Introduction of an SM enables the extension of the policy control for services with significantly different requirements than SIP IMS services (e.g. different functional requirements or interworking/adaptation to other protocols).

The architectural relationship between multiple SMs, GGSNs and Application Functions are for further study.
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Figure 2: Policy applied to IMS and other services
7 Architecture

7.1 Introduction

There are four main elements to consider for the rel6 policy control architecture analysis:

· the GGSN

· the PCF

· the SM

· the server in the operator’s or service provider domain (e.g. P-CSCF for the IM Subsystem), or “Application Function”.

7.2 Description of functional entities

7.2.1 GGSN

The Gateway GPRS Support Node (GGSN) is defined in TS 23.002 [2].

The procedures for information transfer between the GGSN and the PCF are defined in TS 23.207 [3] and TS 29.207 [4].

7.2.2 PCF

The Policy Control Function (PCF) acts as a Policy Decision Point for service based local policy control for the IMS via Go interface starting from Release 5. 
7.2.3 Application Function

The Application Function is an element controlling applications that require the use of IP bearer resources (e.g. UMTS PS domain/GPRS domain resources). One example of an application function is the P-CSCF. 

The Application Function represents the application level intelligence for any service running over the IP bearer which needs service based policy control, and should not be confused with SIP Application Servers, OSA Application Server, or CAMEL IM-SSF defined in TS 23.228.
7.2.4 SBLP Management
The SBLP Management (SM) node provides the interface towards the external application function node from the GGSN. The SBLP Management function may be integrated into the GGSN, or communicate with it over the Gt interface.
7.3 Description of interfaces

The Rel6 policy control makes usage of:

· The interface between the GGSN and the SM (Gt interface)for service based local policy control.

The Gt interface ensures that the SM policy decisions are applied at the GGSN over the UMTS PS domain/GPRS and over the Gi interface.

· The interface between the Application Function and the SM (Gq interface) for service-based policy control.

The Gq interface ensures that the SM policy decisions are applied for the service requesting access to IP bearer resources.

8 Information flows

For distributed policies, a generic protocol should be defined allowing any Application Function to provide session authorization to their customers in a particular access network. A number of different scenarios are described here which all have the common point of requiring a dynamic policy decision.

8.1 General operation of Gq interface

The GGSN resources are used by an Application Function. The interface between the Application Function and the SM is used for service based policy control. The SM exchanges requests/indications with the Application Function.
8.2 General Operation of Gt interface

An Application Function via SM manages the GGSN resources when special policies for the application are to be applied. The interface between SM and the GGSN is used for service based policy control information transfer. The SM requests enforcement of the policies for the application in the GGSN for the IP bearer.
8.3 Functional relationship
Below shows two high level functional relationship:
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Figure 8.2a

Information flow with P-CSCF/PCF using Go (Release 5)
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Figure 8.2b
Information flow with Application Function and SM
8.4 Example usage with IMS

The following shows high-level views of SIP session flows and information exchange over the Gm, Go and Gt interface. When the SM node is used, the information flow over the Gq interface is also shown. 
8.4.1 IMS Session setup

The following picture shows a high-level view of release 5 information flows during session setup.
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Figure 8.3.1a
Information flow with P-CSCF/PCF
Over the Gm interface, SIP session control is exchanged between UE and P-CSCF.

At the GGSN, resources are requested for the related session. Policy is enforced at the GGSN following information exchanged with the PCF over the Go interface.

The authorisation token is exchanged over those interfaces as required.
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Figure 8.3.1b
Information flow with SM

Over the Gm interface, SIP session control is exchanged between UE and P-CSCF.

Over the Gq interface, information is exchanged between the Application Function (P-CSCF) and the SM, for policy decisions.

At the GGSN, resources are requested for the related session. Policy is enforced at the GGSN following information exchanged with the SM over the Gt interface.

The authorisation token is exchanged over those interfaces as required.

8.4.2 IMS Session teardown

The following picture shows a high-level view of release 5 messaging during session teardown.
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Figure 8.3.2a
Information flow with P-CSCF/PCF
Over the Gm interface, SIP session control is exchanged between UE and P-CSCF.

At the GGSN, resources are released for the related session. Update information is exchanged between the GGSN and the PCF over the Go interface.
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Figure 8.3.2b
Information flow with SM
Over the Gm interface, SIP session control is exchanged between UE and P-CSCF.

Over the Gq interface, information is exchanged between the Application Function (P-CSCF) and the SM, for policy decisions.

At the GGSN, resources are released for the related session. Update information is exchanged between the GGSN and the SM over the Gt interface.
9   Function Requirements
This section identifies the requirements for support of the architecture:

General Requirements

1. Regardless of how the architecture evolves, the existing solution with a Go interface between the PCF/P-CSCF and GGSN must be retained for backwards compatibility

2. The Gt protocol shall be independent of the SIP protocol, or any other application protocol. All application protocol dependencies, if needed, shall be limited to the Gq interface.

Service Requirements

3. In order to develop the Gt and Gq protocols, the requirements for the application function need to be determined. 
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