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Introduction
TSG-CN and TSG-SA discussed the incoming liaison from IETF on "Interoperability Issues and SIP in IMS" at CN#17 and SA#17 meetings. Both TSG-CN and TSG-SA supported the interoperability goals stated in the IETF liaison statement, and they also agreed that the relevant working groups should review their requirements, architectural, and protocol assumptions to see what compliance improvements can be achieved. 

Since then, CN1 has performed an analysis from SIP protocol point of view, the results of this analysis are presented in a liason statement [S2-02xxxx]. Based on CN1's input, the following topics are identified as feasible to be addressed for Rel5 by SA2:

· Concerns on CSCFs manipulating SDP bodies

· Concerns on Network Topology Hiding

This contribution addresses the concerns raised on "Network Topology Hiding", and shows a preliminary estimate of the changes in 23.228 in case the corresponding architectural requirements are to be removed from IMS stage-2. This should not be interpreted as a proposal to remove these requirements, but should rather be treated as input information for the corresponding discussions of SA2#27.

Considerations

The earlier version of the SIP specification in the IETF has introduced some solutions of configuration hiding of SIP-based core network infrastructures. However, RFC 3261 does not contain these aspects anymore.

The requirements for configuration hiding in IMS networks have been introduced in a rather early phase where neither the IMS architecture nor the SIP protocol were in a mature phase of development. At the same time the operator community has never voiced a unanimous opinion whether configuration hiding is indeed a useful feature to deploy. The concerns on SIP-compliancy with the IETF may now weigh in to the extent of revisiting this requirement.

Concerning the stage-2 aspects, TS 23.228 formulates the requirement that the IMS network shall have the capability to provide network configuration hiding. The detailed work on how this effects certain SIP headers has been developped by CN1 and documented in TS 24.228 and TS 24.229. Even if the stage-2 requirement is to be removed to achieve IETF-compliancy, it would still be beneficial to keep the solution documented in CN1's specifications e.g. in an informative annex to guide possible implementations for configuration hiding.   

Conclusion and Proposal

Based on the considerations above it is proposed for SA2#27 to make a decision whether to remove the stage-2 requirements on configuration hiding for IMS. To facilitate this decision, a preliminary estimate of the 23.228 changes entailed by a possible removal of the hiding requirements is presented below:

******Estimated changes on 23.228 entailed by the possible removal of the requirement on configuration hiding*****
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4.2.3
Support of roaming users 

The architecture shall be based on the principle that the service control for Home subscribed services for a roaming subscriber is in the Home network, e.g., the Serving-CSCF is located in the Home network. 
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Figure 4-1: Service Platform in Home Network
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Figure 4-2: External Service Platform

There are two possible scenarios to provide services:

- via the service platform in the Home Network

- via an external service platform (e.g. third party or visited network)

The box representing the external service platform could be located in either the visited network or in the 3rd party platform. The standardised way for secure 3rd party access to IMS services is the OSA framework, see section 4.2.4. 

The roles that the CSCF plays are described below. 

-
The Proxy-CSCF is located in the same network as the GGSN. The Proxy-CSCF shall enable the session control to be passed to the Serving-CSCF.

-
The Serving-CSCF is located in the home network. The Serving-CSCF shall provide the service control.

A Proxy-CSCF shall be supported in both roaming and non-roaming case, even when the Serving-CSCF is located in the same IM CN SS.

Reassigning the Proxy-CSCF assigned during CSCF discovery is not a requirement in this release. Procedures to allow registration time Proxy-CSCF reassignment may be considered in future releases.

Network initiated Proxy-CSCF reassignment is not a requirement.

The use of additional CSCFs, that is Interrogating-CSCFs, to be included in the SIP signalling path is optional. Such additional CSCFs may be used to shield the internal structure of a network from other networks. TS 24.229 [xx] and TS 24.228 [10] present implementation guidelines how CSCFs may provide this function. 
4.4
Signalling concepts

A Single session control between the UE and CSCF. For Multi-Media type services delivered via the PS Domain within this architecture, a single session control protocol shall be used between the user equipment UE and the CSCF (over the Gm reference point). 

Protocols over the Gm reference point. The single protocol applied between the UE and CSCF (over the Gm reference point) within this architecture will be based on SIP (as defined by RFC 3261 [12], other relevant RFC’s, and additional enhancements required to support 3GPP’s needs).

A Single session control on the Mw, Mm, Mg, Mi, Mj, Mk. A single session control protocol shall be used on the session control interfaces between: 

· MGCF and CSCF (Mg), 

· between CSCFs (Mw), and

· between a CSCF and external IP networks (Mm).

· Between CSCF and BGCF (Mi)

· Between BGCF and MGCF (Mj)

· Between BGCF and BGCF (Mk)

Protocols for the Mw, Mm, Mg, Mi, Mj, Mk. The single session control protocol applied to these interfaces will be based on SIP (as defined by RFC 3261 [12], other relevant RFC’s, and additional enhancements required to support 3GPP´s needs).

UNI vs. NNI session control. The SIP based signalling interactions between CN elements may be different then SIP based signalling between the UE and the CSCF.

For providing network configuration independence TS 24.229 [xx] and TS 24.228 [10] present implementation guidelines. These guidelines show how to  restrict the following information from being passed outside of an operator’s network: exact number of S-CSCFs, capabilities of S-CSCFs, or capacity of the network. 
Restrict access from external networks. The signalling solution shall allow the operator to restrict access from external networks (application level).

Access to HSS. A network operator can control access to the HSS.

4.6.2 
Interrogating-CSCF

Interrogating-CSCF (I-CSCF) is the contact point within an operator’s network for all connections destined to a user of that network operator, or a roaming user currently located within that network operator’s service area. There may be multiple I-CSCFs within an operator’s network. The functions performed by the I-CSCF are:

Registration

-
Assigning a S-CSCF to a user performing SIP registration (see section on Procedures related to Serving-CSCF assignment)

Session-related and session-unrelated flows 

-
Route a SIP request received from another network towards the S-CSCF.

-
Obtain from HSS the Address of the S-CSCF.

-
Forward the SIP request or response to the S-CSCF determined by the step above 

Charging and resource utilisation:

-
Generation of CDRs.



4.6.3 
Serving-CSCF

The Serving-CSCF (S-CSCF) performs the session control services for the UE. It maintains a session state as needed by the network operator for support of the services. Within an operator’s network, different S-CSCFs may have different functionalities. The functions performed by the S-CSCF during a session are:

Registration

-
May behave as a Registrar as defined in RFC 3261 [12] or subsequent versions, i.e. it accepts registration requests and makes its information available through the location server (eg. HSS).

Session-related and session-unrelated flows

-
Session control for the registered endpoint's sessions. It shall reject IMS communication to/from  public user identity(s) that are barred for IMS communications after completion of registration, as described in subclause 5.2.1.

-
May behave as a Proxy Server as defined in RFC 3261 [12] or subsequent versions, i.e. it accepts requests and services them internally or forwards them on, possibly after translation. 

-
May behave as a User Agent as defined in RFC 3261 [12] or subsequent versions, i.e. it may terminate and independently generate SIP transactions.

-
Interaction with Services Platforms for the support of Services

-
Provide endpoints with service event related information (e.g. notification of tones/announcement together with location of additional media resources, billing notification)

-
On behalf of an originating endpoint (i.e. the originating user/UE)

-
Obtain from a database the Address of the I-CSCF for the network operator serving the destination user from the destination name (e.g. dialled phone number or SIP URL), when the destination user is a customer of a different network operator, and forward the SIP request or response to that I-CSCF. 

-
When the destination name of the destination user (e.g. dialled phone number or SIP URL), and the originating user is a customer of the same network operator, forward the SIP request or response to an I-CSCF within the operator’s network.

-
Depending on operator policy, forward the SIP request or response to another SIP server located within an ISP domain outside of the IM CN subsystem.

-
Forward the SIP request or response to a BGCF for call routing to the PSTN or CS Domain.

-
On behalf of a destination endpoint (i.e. the terminating user/UE)

-
Forward the SIP request or response to a P-CSCF for a MT procedure to a home user within the home network, or for a user roaming within a visited network.

-
Modify the SIP request for routing an incoming session to CS domain according to HSS and service control interactions, in case the user is to receive the incoming session via the CS domain. 

-
Forward the SIP request or response to a BGCF for call routing to the PSTN or the CS domain.

Charging and resource utilisation:

-
Generation of CDRs.

5.2.2.3
Registration information flow – User not registered

The application level registration can be initiated after the registration to the access is performed, and after IP connectivity for the signalling has been gained from the access network. For the purpose of the registration information flows, the user is considered to be always roaming. For user roaming in their home network, the home network shall perform the role of the visited network elements and the home network elements.
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Figure 5.1: Registration – User not registered

1. After the UE has obtained a signalling channel through the access network, it can perform the IM registration. To do so, the UE sends the Register information flow to the proxy (public user identity, private user identity, home network domain name, UE IP address). 

2. Upon receipt of the register information flow, the P-CSCF shall examine the “home domain name” to discover the entry point to the home network (i.e. the I-CSCF). The proxy shall send the Register information flow to the I-CSCF (P-CSCF address/name, public user identity, private user identity, P-CSCF network identifier, UE IP address). A name-address resolution mechanism is utilised in order to determine the address of the home network from the home domain name. The P-CSCF network identifier is a string that identifies at the home network, the network where the P-CSCF is located (e.g., the P-CSCF network identifier may be the domain name of the P-CSCF network). 

3. The I-CSCF shall send the Cx-Query information flow to the HSS (public user identity, private user identity, P-CSCF network identifier). 

The HSS shall check whether the user is registered already. The HSS shall indicate whether the user is allowed to register in that P-CSCF network (identified by the P-CSCF network identifier) according to the User subscription and operator limitations/restrictions if any.

4. Cx-Query Resp is sent from the HSS to the I-CSCF. It shall contain the S-CSCF name, if it is known by the HSS. If the checking in HSS was not successful the Cx-Query Resp shall reject the registration attempt.

5.   If the I-CSCF has not been provided with the name of the S-CSCF then the I-CSCF shall send Cx-Select-Pull (public user identity, private user identity) to the HSS to request the information related to the required S-CSCF capabilities which shall be input into the S-CSCF selection function.

6. On receipt of the Cx-Select-Pull, the HSS shall send Cx-Select-Pull Resp (required S-CSCF capabilities) to the I-CSCF.

7. The I-CSCF, using the name of the S-CSCF, shall determine the address of the S-CSCF through a name-address resolution mechanism. The I-CSCF also determines the name of a suitable home network contact point, possibly based on information received from the HSS. The home network contact point is normaly the selected  S-CSCF itself, a different contact point may be choosen if network configuration hiding is applied. I-CSCF shall then send the register information flow (P-CSCF address/name, public user identity, private user identity, P-CSCF network identifier, UE IP address,) to the selected S-CSCF. The home network contact point will be used by the P-CSCF to forward session initiation signalling to the home network.

8. The S-CSCF shall send Cx-Put (public user identity, private user identity, S-CSCF name) to the HSS. The HSS stores the S-CSCF name for that user.

9. The HSS shall send Cx-Put Resp to the S-CSCF to acknowledge the sending of Cx-Put.

10. On receipt of the Cx-Put Resp information flow, the S-CSCF shall send the Cx-Pull information flow (public user identity, private user identity) to the HSS in order to be able to download the relevant information from the user profile to the S-CSCF. The S-CSCF shall store the P-CSCF address/name, as supplied by the visited network. This represents the address/name that the home network forwards the subsequent terminating session signalling to for the UE.

11. The HSS shall return the information flow Cx-Pull Resp (user information) to the S-CSCF. The user information passed from the HSS to the S-CSCF shall include one or more names/addresses information which can be used to access the platform(s) used for service control while the user is registered at this S-CSCF. The S-CSCF shall store the information for the indicated user. In addition to the names/addresses information, security information may also be sent for use within the S-CSCF.

12. Based on the filter criteria, the S-CSCF shall send register information to the service control platform and perform whatever service control procedures are appropriate. 

13. The S-CSCF shall return the 200 OK information flow (home network contact information) to the I-CSCF. 
14. The I-CSCF shall send information flow 200 OK (home network contact information) to the P-CSCF. The I-CSCF shall release all registration information after sending information flow 200 OK.

15. The P-CSCF shall store the home network contact information, and shall send information flow 200 OK to the UE.

Note: The encryption mechanism for implementing network configuration hiding is specified in TS 33.203.

5.2.2.4
Re-Registration information flow – User currently registered 

Periodic application level re-registration is initiated by the UE either to refresh an existing registration or in response to a change in the registration status of the UE. Re-registration follows the same process as defined in subclause 5.2.2.3 “Registration Information Flow – User not registered”.  When initiated by the UE, based on the registration time established during the previous registration, the UE shall keep a timer shorter than the registration related timer in the network.

Note: if the UE does not re-register, any active sessions may be deactivated.
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Figure 5.2: Re-registration - user currently registered

1.
Prior to expiry of the agreed registration timer, the UE initiates a re-registration. To re-register, the UE sends a new REGISTER request. The UE sends the REGISTER information flow to the proxy (public user identity, private user identity, home network domain name, UE IP address). 

2.
Upon receipt of the register information flow, the P-CSCF shall examine the “home domain name” to discover the entry point to the home network (i.e. the I-CSCF). The proxy does not use the entry point cached from prior registrations. The proxy shall send the Register information flow to the I-CSCF (P-CSCF address/name, public user identity, private user identity, P-CSCF network identifier, UE IP address). A name-address resolution mechanism is utilised in order to determine the address of the home network from the home domain name. The P-CSCF network identifier is a string that identifies at the home network, the network where the P-CSCF is located (e.g., the P-CSCF network identifier may be the domain name of the P-CSCF network). 

3.
The I-CSCF shall send the Cx-Query information flow to the HSS (public user identity, private user identity and P-CSCF network identifier). 

4.
The HSS shall check whether the user is registered already and return an indication indicating that an S-CSCF is assigned. The Cx-Query Resp (indication of entry contact point, e.g. S-CSCF) is sent from the HSS to the I-CSCF. 

5.
The I-CSCF, using the name of the S-CSCF, shall determine the address of the S-CSCF through a name-address resolution mechanism. The I-CSCF also determines the name of a suitable home network contact point, possibly based on information received from the HSS. The home network contact point is normaly the selected S-CSCF itself, a different contact point may be choosen if network configuration hiding is applied. I-CSCF shall then send the register information flow (P-CSCF address/name, public user identity, private user identity, P-CSCF network identifier, UE IP address,) to the selected S-CSCF. The home network contact point will be used by the P-CSCF to forward session initiation signalling to the home network.

6.
The S-CSCF shall send Cx-Put (public user identity, private user identity, S-CSCF name) to the HSS. The HSS stores the S-CSCF name for that user. Note: Optionally as an optimisation, the S-CSCF can detect that this is a re-registration and omit the Cx-Put request.

7.
The HSS shall send Cx-Put Resp to the S-CSCF to acknowledge the sending of Cx-Put.

8.
On receipt of the Cx-Put Resp information flow, the S-CSCF shall send the Cx-Pull information flow (public user identity, private user identity) to the HSS in order to be able to download the relevant information from the user profile to the S-CSCF. The S-CSCF shall store the P-CSCF address/name, as supplied by the visited network. This represents the address/name that the home network forwards the subsequent terminating session signalling to for the UE. Note: Optionally as an optimisation, the S-CSCF can detect that this a re-registration and omit the Cx-Pull request.

9.
The HSS shall return the information flow Cx-Pull-Resp (user information) to the S-CSCF. The S-CSCF shall store the user information for that indicated user.

10. Based on the filter criteria, the S-CSCF shall send re-registration information to the service control platform and perform whatever service control procedures are appropriate. 

11.
The S-CSCF shall return the 200 OK information flow (home network contact information) to the I-CSCF. 
12.
The I-CSCF shall send information flow 200 OK (home network contact information) to the P-CSCF. The I-CSCF shall release all registration information after sending information flow 200 OK.

13.
The P-CSCF shall store the home network contact information, and shall send information flow 200 OK to the UE. 

Note: The encryption mechanism for implementing network configuration hiding is specified in TS 33.203.

5.3.1
Mobile initiated de-registration

When the UE wants to de-register from the IMS then the UE shall perform application level de-registration. De-registration is accomplished by a registration with an expiration time of zero seconds. De-registration follows the same path as defined in subclause 5.2.2.3 “Registration Information Flow – User not registered”.
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Figure 5.3: De-registration - user currently registered

1.
The UE decides to initiate de-registration. To de-register, the UE sends a new REGISTER request with an expiration value of zero seconds. The UE sends the REGISTER information flow to the proxy (public user identity, private user identity, home network domain name, UE IP address). 

2.
Upon receipt of the register information flow, it shall examine the “home domain name” to discover the entry point to the home network (i.e. the I-CSCF). The proxy does not use the entry point cached from prior registrations. The proxy shall send the Register information flow to the I-CSCF (P-CSCF address/name, public user identity, private user identity, P-CSCF network identifier, UE IP address). A name-address resolution mechanism is utilised in order to determine the address of the home network from the home domain name. The P-CSCF network identifier is a string that identifies at the home network, the network where the P-CSCF is located (e.g., the P-CSCF network identifier may be the domain name of the P-CSCF network). 

3.
The I-CSCF shall send the Cx-Query information flow to the HSS (public user identity, private user identity, P-CSCF network identifier). 

4.
The HSS shall determine that the public user identityuser is currently registered. The Cx-Query Resp (indication of entry point, e.g. S-CSCF) is sent from the HSS to the I-CSCF.

5.
The I-CSCF, using the name of the S-CSCF, shall determine the address of the S-CSCF through a name-address resolution mechanism and then shall send the de-register information flow (P-CSCF addres/name,  public user identity, private user identity, UE IP address) to the S-CSCF.

6. Based on the filter criteria, the S-CSCF shall send de-registration information to the service control platform and perform whatever service control procedures are appropriate. Service control platform removes all subscription information related to this specific public user identity.

7.
Based on operator choice the S-CSCF can send either Cx-Put (public user identity, private user identity, clear S-CSCF name) or Cx-Put (public user identity, private user identity, keep S-CSCF name), and the public user identity is no longer considered registered in the S-CSCF. The HSS then either clears or keeps the S-CSCF name for that public user identity according to request. In both cases the state of the public user identity is stored as unregistered in the HSS. If the S-CSCF name is kept, then the HSS shall be able to clear the serving S-CSCF at any time.

8.
The HSS shall send Cx-Put Resp to the S-CSCF to acknowledge the sending of Cx-Put.

9.
The S-CSCF shall return the 200 OK information flow to the I-CSCF. The S-CSCF may release all registration information regarding this specific registration of the public user identity after sending information flow 200 OK.

10.
The I-CSCF shall send information flow 200 OK to the P-CSCF. 

11.
The P-CSCF shall send information flow 200 OK to the UE. The P-CSCF releases all registration information regarding this specific registration of the public user identity after sending information flow 200 OK.

5.5
Serving-CSCF/MGCF to serving-CSCF/MGCF procedures

This section presents the detailed application level flows to define the procedures for Serving-CSCF to Serving-CSCF. 

This section contains four session flow procedures, showing variations on the signalling path between the Serving-CSCF that handles session origination, and the Serving-CSCF that handles session termination. This signalling path depends on 
whether the originator and destination are served by the same network operator. 

The Serving-CSCF handling session origination performs an analysis of the destination address, and determines whether it is a subscriber of the same network operator or a different operator. 

If the analysis of the destination address determined that it belongs to a subscriber of a different operator, the request is forwarded to a well-known entry point in the destination operator’s network, the I-CSCF. The I-CSCF queries the HSS for current location information. The I-CSCF then forwards the request to the S-CSCF. If the analysis of the destination address determines that it belongs to a subscriber of the same operator, the S-CSCF passes the request to a local I-CSCF, who queries the HSS for current location information. The I-CSCF then forwards the request to the S-CSCF. 

5.5.1
(S-S#1) Different network operators performing origination and termination

The Serving-CSCF handling session origination performs an analysis of the destination address, and determines that it belongs to a subscriber of a different operator. The request is therefore forwarded to a well-known entry point in the destination operator’s network, the I-CSCF. The I-CSCF queries the HSS for current location information, and finds the user either located in the home service area, or roaming. The I-CSCF therefore forwards the request to the S-CSCF serving the destination user.

Origination sequences that share this common S-S procedure are:

MO#1
Mobile origination, roaming. The “Originating Network” of S-S#1 is therefore a visited network. 

MO#2
Mobile origination, home. The “Originating Network” of S-S#1 is therefore the home network.

PSTN-O
PSTN origination. The “Originating Network” of S-S#1 is the home network. The element labeled S-CSCF#1 is the MGCF of the PSTN-O procedure.

Termination sequences that share this common S-S procedure are:

MT#1
Mobile termination, roaming. The “Terminating Network” of S-S#1 is a visited network.

MT#2
Mobile termination, located in home service area. The “Terminating Network” of S-S#1 is the home network.

MT#3
Mobile termination, CS Domain roaming. The “Terminating Network” of S-S#1 is a CS domain network.
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 Figure 5.10: Serving to serving procedure - different operators

Procedure S-S#1 is as follows:

1. 
The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow. This message should contain the initial media description offer in the SDP.

2. 
S-CSCF#1 performs whatever service control logic is appropriate for this session attempt.

3. 
S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the subscriber belongs. For S-S#1, this flow is an inter-operator message to the I-CSCF entry point for the terminating user. S-CSCF#1 forwards the INVITE request directly to I-CSCF#2, the well-known entry point into the terminating user’s network.





4. 
I-CSCF#2 (at the border of the terminating user’s network) may query the HSS for current location information. If I-CSCF#2 cannot determine, based on analysis of the destination number, that the HSS query will fail, then it will send “Cx-location-query” to the HSS to obtain the location information for the destination. If I-CSCF#2 can determine, based on analysis of the destination number, that the HSS query will fail, it will not send the “Cx-location-query” message, allocate a MGCF for a PSTN termination, and continue with step #6.

5. 
HSS responds with the address of the current Serving-CSCF for the terminating user.

6. 
I-CSCF#2 forwards the INVITE request to the S-CSCF (S-CSCF#2) that will handle the session termination.

7. 
S-CSCF#2 performs whatever service control logic is appropriate for this session setup attempt

8. 
The sequence continues with the message flows determined by the termination procedure.

9. 
The media stream capabilities of the destination are returned along the signalling path, as per the termination procedure.

10. 
S-CSCF#2 forwards the SDP to I-CSCF#2

11. 
I-CSCF#2 forwards the SDP to S-CSCF#1. 
12. 
S-CSCF#1 forwards the SDP to the originator, as per the originating procedure.

13. 
The originator decides on the offered set of media streams, confirms receipt of the Offer Response with a Response Confirmation, and forwards this information to S-CSCF#1 by the origination procedures. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response received in Step 12 or a subset.

14-15. 
S-CSCF#1 forwards the offered SDP to S-CSCF#2. 
16. 
S-CSCF#2 forwards the offered SDP to the terminating endpoint, as per the termination procedure

17-20 The terminating end point acknowledges the offer with answered SDP and passes through the session path to the originating end point. 
21-24. 
 Originating end point acknowledges successful resource reservation and the message is forwarded to the terminating end point. 
25-28. 
 Terminating end point acknowledges the response and this message is sent to the originating end point through the established session path. 
29-32.  Terminating end point then generates ringing and this message is sent to the originating end point through the established session path. 
33-36. 
 Terminating end point then sends 200 OK via the established session path to the originating end point. 
37-40. Originating end point acknowledges the establishment of the session and sends to the terminating end point via the established session path. 
5.5.4
(S-S#4) Session origination with PSTN termination in a different network from the S-CSCF.

The Serving-CSCF handling session origination performs an analysis of the destination address, and determines, with support of applications or other databases, that the session is destined to the PSTN. The request is therefore forwarded to a local BGCF. The BGCF determines that the PSTN interworking should occur in another network, and forwards this to a BGCF in the interworking network. The BGCF then selects a MGCF in that network. The request is then forwarded to the MGCF. 

Origination sequences that share this common S-S procedure are:

MO#1
Mobile origination, roaming. The “Originating Network” of S-S#4 is therefore a visited network.

MO#2
Mobile origination, located in home service area. The “Originating Network” of S-S#4 is therefore the home network.

Termination sequences that share this common S-S procedure are:

PSTN-T
PSTN termination. This occurs when the MGCF is selected to be in the same network as the S-CSCF.


[image: image7.wmf]S-CSCF#1

BGCF#1

BGCF#2

1. Invite (Initial SDP Offer)

3. Invite (Initial SDP Offer)

4. Invite (Initial SDP Offer)

6. Offer Response

10. Response Conf (Opt SDP)

14. Conf Ack (Opt SDP)

11. Response Conf (Opt SDP)

12. Response Conf (Opt SDP)

15. Conf Ack (Opt SDP)

16. Conf Ack (Opt SDP)

22. Reservation Conf

19. Reservation Conf

20. Reservation Conf

23. Reservation Conf

24. Reservation Conf

18. Reservation Conf

26. Ringing

Interworking

Network

Originating

Network

Terminating

Network

5. Invite (Initial SDP Offer)

7. Offer Response

8. Offer Response

9. Offer Response

13. Response Conf (Opt SDP)

17. Conf Ack (Opt SDP)

21. Reservation Conf

25. Reservation Conf

30. 200 OK

36. ACK

34. ACK

35. ACK

31. 200 OK

32. 200 OK

33. 200 OK

27. Ringing

28. Ringing

29. Ringing

37. ACK

2. Service Control

Originating Home Network


Figure 5.13: Serving to PSTN procedure - different operator

Procedure S-S#4 is as follows:

1. 
The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow. This message should contain the initial media description offer in the SDP.

2. 
S-CSCF#1 performs whatever service control logic is appropriate for this session setup attempt

3. 
S-CSCF#1 performs an analysis of the destination address. From the analysis of the destination address, S-CSCF#1 determines that this is for the PSTN, and passes the request to the BGCF#1.

4. 
The BGCF#1 determines that the PSTN interworking should occur in interworking network, and forwards the request on to BGCF#2. 
5. 
BGCF#2 determines that the MGCF shall be in the same network, and hence proceeds to select an appropriate MGCF. The SIP INVITE request is forwarded to the MGCF. The PSTN terminating information flows are then followed.

6-8. 
The media stream capabilities of the destination are returned along the signalling path, as per the PSTN termination procedure.

9. 
S-CSCF#1 forwards the SDP to the originator, as per the originating procedure.

10. 
The originator decides the offered set of media streams, confirms receipt of the Offer Response with a Response Confirmation, and forwards this information to S-CSCF#1 by the origination procedures. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response received in Step 12 or a subset.

11-13. 
S-CSCF#1 forwards the offered SDP to the terminating endpoint, as per the PSTN terminating procedure.

14-17. Terminating end point responds to the offer via the established session path towards the originating end point.

18-21.When the originating endpoint has completed the resource reservation procedures, it sends the successful resource reservation message to S-CSCF#1 by the origination procedures and it is forwarded to the terminating end point via established session path.

22-25. The terminating end point responds to the message towards the originating end point.

26-29. Terminating end point generates ringing message towards the originating end point.

30-33. Terminating end point sends 200 OK when the originating end answers the session.

34-37.  Originating end point acknowledges the establishment of the session.

5.6
Origination procedures

This section presents the detailed application level flows to define the Procedures for session originations. 

The session origination procedures specify the signalling path between the UE initiating a session setup attempt and the Serving-CSCF that is assigned to perform the session origination service. This signalling path is determined at the time of UE registration, and remains fixed for the life of the registration.

A UE always has a proxy (P-CSCF) associated with it. This P-CSCF is located in the same network as the GGSN, performs resource authorisation, and may have additional functions in handling of emergency sessions. The P-CSCF is determined by the CSCF discovery process, described in Section 5.1.1 (Local CSCF Discovery).

As a result of the registration procedure, the P-CSCF determines the next hop toward the Serving-CSCF. This next hop is to the S-CSCF in the home network  (MO#1). These next-hop addresses could be IPv6 addresses, or could be names that are translated via DNS to an IPv6 address.

Sessions originated in the PSTN to a mobile destination are a special case of the Origination procedures. The MGCF uses H.248 [19] to control a Media Gateway, and communicates with the SS7 network. The MGCF initiates the SIP request, and subsequent nodes consider the signalling as if it came from a S-CSCF.

5.6.1
(MO#1) Mobile origination, roaming 

This origination procedure applies to roaming users.

The UE is located in a visited network, and determines the P-CSCF via the CSCF discovery procedure described in section 5.1.1. The home network advertises the S-CSCF as the entry point from the visited network, a different CSCF may be advertised in case network configuration hiding is applied. 

When registration is complete, P-CSCF knows the name/address of the next hop in the signalling path toward the serving-CSCF.
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Figure 5.14: Mobile origination procedure - roaming

Procedure MO#1 is as follows:

1. 
UE sends the SIP INVITE request, containing an initial SDP, to the P-CSCF determined via the CSCF discovery mechanism. The initial SDP may represent one or more media for a multi-media session.

2. 
P-CSCF remembers (from the registration procedure) the next hop (i.e. the S-CSCF) for this UE





3. 
S-CSCF validates the service profile, and performs any origination service control required for this user. This includes authorisation of the requested SDP based on the user's subscription for multi-media services.

4. 
S-CSCF forwards the request, as specified by the S-S procedures.

5. 
The media stream capabilities of the destination are returned along the signalling path, per the S-S procedures.

6. 
S-CSCF forwards the Offer Response message to P-CSCF. 
7. 
P-CSCF authorises the resources necessary for this session. The Authorization-Token is generated by the PCF.

8. 
The Authorization-Token is included in the Offer Response message. P-CSCF forwards the message to the originating endpoint

9. 
UE decides the offered set of media streams for this session, confirms receipt of the Offer Response and sends the Response Confirmation to the P-CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response received in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 7) will be done by the P-CSCF(PCF) following Step 14. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P-CSCF(PCF) to repeat the Authorization step (Step 7) again.

10. After determining the needed resources in step 8, UE initiates the reservation procedures for the resources needed for this session.

11. P-CSCF forwards the Response Confirmation to S-CSCF. 
12. 
S-CSCF forwards this message to the terminating endpoint, as per the S-S procedure.

13-15. 
The terminating end point responds to the originating end with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Acknowledge will also contain an SDP response. If the SDP has changed, the P-CSCF validates that the resources are allowed to be used. 
16-18.
When the resource reservation is completed, UE sends the successful Resource Reservation  message to the terminating endpoint, via the signalling path established by the INVITE message. The message is sent first to P-CSCF. 
19-21. The terminating end point responds to the originating end when successful resource reservation has occured. If the SDP has changed, the P-CSCF authorizes that the resources are allowed to be used. 
22-24. Terminating end point may generate ringing and it is then forwarded via the session path to the UE.

25. 
UE indicates to the originating user that the destination is ringing

26. 
When the destination party answers, the terminating endpoint sends a SIP 200-OK final response, as specified by the termination procedures and the S-S procedures, to S-CSCF.

27. 
S-CSCF performs whatever service control is appropriate for the completed session setup.

27. 
S-CSCF sends a SIP 200-OK final response along the signalling path back to P-CSCF. 
28. 
P-CSCF indicates the resources reserved for this session should now be approved for use.

29. 
P-CSCF sends a SIP 200-OK final response to the session originator

30. 
UE starts the media flow(s) for this session

31-33. 
UE responds to the 200 OK with a SIP ACK message sent along the signalling path. 
5.7
Termination procedures

This section presents the detailed application level flows to define the Procedures for session terminations. 

The session termination procedures specify the signalling path between the Serving-CSCF assigned to perform the session termination service and the UE. This signalling path is determined at the time of UE registration, and remains fixed for the life of the registration. This signalling path is the reverse of the session initiation signalling path of Section 5.6. Therefore there is a one-to-one correspondence between the origination procedures of section 5.6 and the termination procedures of this section.

A UE always has a proxy (P-CSCF) associated with it. This P-CSCF is located in the same network as the GGSN, and performs resource authorisation for the sessions to the UE. The P-CSCF is determined by the CSCF discovery process, described in Section 5.1.1 (Local CSCF Discovery).

As a result of the registration procedure, the P-CSCF knows the address of the UE. The assigned S-CSCF, knows the name/address of the P-CSCF (procedure MT#3, and MT#4, depending on the location of S-CSCF and P-CSCF). 
Sessions destined to the PSTN are a special case of the Termination procedures. The MGCF uses H.248 to control a Media Gateway, and communicates with the SS7 network. The MGCF receives and processes SIP requests, and subsequent nodes consider the signalling as if it came from a S-CSCF.

5.7.1
(MT#1) Mobile termination, roaming

This termination procedure applies to roaming users.

The UE is located in a visited network, and determines the P-CSCF via the CSCF discovery procedure described in section 5.1.1. The home network advertises the S-CSCFas the entry point from the visited network, a different CSCF may be advertised in case network configuration hiding is applied.
When registration is complete, S-CSCF knows the name/address of its next hop in the signalling path, the P-CSCF, and P-CSCF knows the name/address of the UE. 
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 Figure 5.17: Mobile termination procedure - roaming

Procedure MT#1 is as follows:

1. 
The originating party sends the SIP INVITE request, containing an initial SDP, via one of the origination procedures, and via one of the Inter-Serving procedures, to the Serving-CSCF for the terminating users.

2. 
S-CSCF validates the service profile, and performs any termination service control required for this user. This includes authorisation of the requested SDP based on the user's subscription for multi-media services.

3. 
S-CSCF remembers (from the registration procedure) the next hop (i.e. the P-CSCF) for this UE. It forwards the INVITE to the P-CSCF in the visited network.






4. 
The Authorization-Token is generated by the PCFand included in the INVITE message. P-CSCF remembers (from the registration procedure) the UE address, and forwards the INVITE to the UE. 

5. 
UE determines the subset of the media flows proposed by the originating endpoint that it supports, and responds with an Offer Response message back to the originator. The SDP may represent one or more media for a multi-media session. This response is sent to P-CSCF.

6. 
P-CSCF authorises the resources necessary for this session.

7. 
P-CSCF forwards the Offer Response message to S-CSCF. 
8. 
S-CSCF forwards the Offer Response message to the originator, per the S-S procedure.

9. 
The originating endpoint sends a Response Confirmation via the S-S procedure, to S-CSCF. The Response Confirmation may also contain SDP. This may be the same SDP as in the Offer Response sent in Step 8 or a subset. If new media are defined by this SDP, a new authorization (as in Step 6) will be done by the P-CSCF(PCF) following Step 12. The originating UE is free to continue to offer new media on this operation or on subsequent exchanges using the Update method. Each offer/answer exchange will cause the P-CSCF(PCF) to repeat the Authorization step (Step 6) again.

10. 
S-CSCF forwards the Response Confirmation to P-CSCF. 
11. P-CSCF forwards the Response Confirmation to UE.

12.  UE responds to the Response Confirmation with an acknowledgement. If Optional SDP is contained in the Response Confirmation, the Confirmation Ack will also contain an SDP response. If the SDP has changed, the P-CSCF authorizes that the resources are allowed to be used. 

13. 
UE initiates the reservation procedures for the resources needed for this session.

14-15. PCSCF forwards the Confirmation Ack to the S-CSCF and then to the originating end point via session path. 
16-18. 
When the originating endpoint has completed its resource reservation, it sends the successful Resource Reservation  message to S-CSCF, via the S-S procedures. The S-CSCF forwards the message toward the terminating endpoint along the signalling path. 
19. 
UE#2 alerts the destination user of an incoming session setup attempt.

20-22. UE#2 responds to the successful resource reservation towards the originating end point.
23-25. 
UE may alert the user and wait for an indication from the user before completing the session setup. If so, it indicates this to the originating party by a provisional response indicating Ringing. This message is sent to P-CSCF and along the signalling path to the originating end. 
26. 
When the destination party answers, the UE sends a SIP 200-OK final response to P-CSCF.

27. 
P-CSCF indicates the resources reserved for this session should now be committed.

28. 
UE starts the media flow(s) for this session

29-30. 
P-CSCF sends a SIP 200-OK final response along the signalling path back to the S-CSCF.
 
31-33. 
The originating party responds to the 200-OK final response with a SIP ACK message that is sent to S-CSCF via the S-S procedure and forwarded to the terminating end along the signalling path. 
5.11.5.1
Session Redirection initiated by S-CSCF to IMS

One of the functional elements in a basic session flow that may initiate a redirection is the S-CSCF of the destination user. The user profile information obtained from the HSS by the ‘Cx-pull’ during registration may contain complex logic and triggers causing session redirection. S-CSCF#2 sends the SIP INVITE request to the I-CSCF for the new destination (I-CSCF#F in the diagram), who forwards it to S-CSCF#F, who forwards it to the new destination.

In cases when the destination user is not currently registered in the IM CN subsystem, the I-CSCF may assign a temporary S-CSCF to perform the service control on behalf of the intended destination. This temporary S-CSCF takes the role of S-CSCF#2 in the following information flow.

The service implemented by this information flow is typically “Session Forward Unconditional”, “Session Forward Variable” or “Selective Session Forwarding”. S-CSCF#2 may also make use of knowledge of current sessions in progress at the UE, and implement “Session Forwarding Busy” in this way.

This is shown in the following information flow:
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Figure 5.36: Session redirection initiated by S-CSCF to IMS

Step-by-step processing is as follows:

1. 
The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow.

2. 
S-CSCF#1 performs whatever service control logic is appropriate for this session setup attempt.

3. 
S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the destination subscriber belongs. The INVITE message is sent to an I-CSCF for that operator.

4. 
I-CSCF queries the HSS for current location information of the destination user.

5. 
HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating user.

6. 
I-CSCF forwards the INVITE request to S-CSCF#2, who will handle the session termination.

7. 
S-CSCF#2 performs whatever service control logic is appropriate for this session setup attempt. As a result of this service control logic, S-CSCF#2 determines that the session should be redirected to a new destination URL within the IP Multimedia Subsystem. Based on operator policy and the user profile, S-CSCF#2 may restrict the media streams allowed in the redirected session.

8. 
S-CSCF#2 sends a SIP INVITE request to an I-CSCF (I-CSCF#F) for the network operator to whom the forwarded destination subscribes. 
9. 
I-CSCF#F queries the HSS (HSS#F) for current location information of the destination user.

10. 
HSS#F responds with the address of the current Serving CSCF (S-CSCF#F) for the terminating user.

11. 
I-CSCF forwards the INVITE request to S-CSCF#F, who will handle the session termination.

12. 
S-CSCF#F performs whatever service control logic is appropriate for this session setup attempt

13. 
S-CSCF#F forwards the INVITE toward the destination UE, according to the procedures of the terminating flow.

14. 
The destination UE responds with the SDP message, and the session establishment proceeds normally.

5.11.5.2
Session Redirection to PSTN Termination (S-CSCF #2 forwards INVITE)

The S-CSCF of the destination user (S-CSCF#2) may determine that the session is to be redirected to a PSTN Termination; e.g. CS-domain endpoint, or to the PSTN. For session redirection to PSTN termination where the S-CSCF of the called party (S-CSCF#2) wishes to remain in the path of SIP signalling, the S-CSCF forwards the INVITE to a BGCF. Then the BGCF (in the local network or in another network) will forward the INVITE to a MGCF, which will forward towards the destination according to the termination flow.

In cases when the destination user is not currently registered in the IM CN subsystem, the I-CSCF may assign a temporary S-CSCF to perform the service control on behalf of the intended destination. This temporary S-CSCF takes the role of S-CSCF#2 in the following information flow.

Handling of redirection to a PSTN Termination where the S-CSCF#2 forwards the INVITE is shown in the figure 5.37:
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Figure 5.37: Session redirection to PSTN Termination (S-CSCF #2 forwards INVITE)

Step-by-step processing is as follows:

1. 
The SIP INVITE request is sent from the UE #1 to S-CSCF#1 by the procedures of the originating flow.

2. 
S-CSCF#1 performs whatever service control logic is appropriate for this session setup attempt.

3. 
S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the subscriber belongs. The INVITE message is sent to an I-CSCF for that operator.

4. 
I-CSCF queries the HSS for current location information of the destination user.

5. 
HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating user.

6. 
I-CSCF forwards the INVITE request to S-CSCF#2, who will handle the session termination.

7. 
S-CSCF#2 performs whatever service control logic is appropriate for this session setup attempt. As a result of this service control logic, S-CSCF#2 determines that the session should be redirected to a PSTN termination. . S-CSCF#2 determines that it wishes to remain in the path of the SIP signalling.

8. 
S-CSCF#2 forwards the INVITE using the Serving to Serving procedures S-S#3 or S-S#4. The PSTN terminating flows are then followed.

9. 
The destination responds with the SDP message, and the session establshment proceeds normally.

5.11.5.2a
Session Redirection to PSTN Termination (REDIRECT to originating UE#1)

The S-CSCF of the destination user (S-CSCF#2) may determine that the session is to be redirected to a PSTN Termination; e.g. CS-domain endpoint, or to the PSTN. For session redirection to PSTN termination where the S-CSCF of the called party (S-CSCF#2) wishes to use the SIP REDIRECT method, the S-CSCF#2 will pass the new destination information (the PSTN Termination information) to the originator (UE#1). The originator (UE#1) can then initiate a new session to the redirected to destination denoted by S-CSCF#2. 

Handling of redirection to a PSTN Termination where the S-CSCF#2 REDIRECTS to the originating UE#1 is shown in the figure 5.37a:
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Figure 5.37a: Session redirection to PSTN Termination (REDIRECT to originating UE#1)

Step-by-step processing is as follows:

1.
The SIP INVITE request is sent from the UE#1 to S-CSCF#1 by the procedures of the originating flow.

2.
S-CSCF#1 performs whatever service control logic is appropriate for this session setup attempt.

3.
S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the subscriber belongs. The INVITE message is sent to an I-CSCF for that operator.

4.
I-CSCF queries the HSS for current location information of the destination user.

5.
HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating user.

6.
I-CSCF forwards the INVITE request to S-CSCF#2, who will handle the session termination.

7.
S-CSCF#2 performs whatever service control logic is appropriate for this session setup attempt. As a result of this service control logic, S-CSCF#2 determines that the session should be redirected to a PSTN termination. 
S-CSCF#2 determines that it wishes to use the SIP REDIRECT method to pass the redirection destination information (the ‘redirected-to PSTN Termination’ information) to the originator (UE#1).

8.
S-CSCF#2 sends a SIP Redirect response to I-CSCF with the redirection destination.

9.
I-CSCF sends a Redirect response to S-CSCF#1, containing the redirection destination.

10.
S-CSCF#2 forwards the Redirect response to UE#1, containing the redirection destination 

UE#1 initiates a session to the ‘redirected-to PSTN Termination’ according to the mobile origination procedures supported in the UE (e.g. CS, IMS).

5.11.5.3
Session Redirection initiated by S-CSCF to general endpoint (REDIRECT to originating UE#1)

The S-CSCF in the scenario above may determine that the session is to be redirected to an endpoint outside the IP MultiMedia System and outside the CS-domain. Examples of these destinations include web pages, email addresses, etc. It recognizes this situation by the redirected URL being other than a sip: or tel: URL. 

In cases when the destination subscriber is not currently registered in the IM CN subsystem, the I-CSCF may assign a temporary S-CSCF to perform the service control on behalf of the intended destination. This temporary S-CSCF takes the role of S-CSCF#2 in the following information flow.

Handling of redirection to a general URL is shown in the following information flow:
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Figure 5.38: Session redirection initiated by S-CSCF to general endpoint

Step-by-step processing is as follows:

1. 
The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow.

2. 
S-CSCF#1 performs whatever service control logic is appropriate for this session setup attempt.

3. 
S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the subscriber belongs. The INVITE message is sent to an I-CSCF for that operator.

4. 
I-CSCF queries the HSS for current location information of the destination user.

5. 
HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating user.

6. 
I-CSCF forwards the INVITE request to S-CSCF#2, who will handle the session termination.

7. 
S-CSCF#2 performs whatever service control logic is appropriate for this session setup attempt. As a result of this service control logic, S-CSCF#2 determines that the session should be redirected to a new destination URL outside the IMS and outside the CS domain, i.e. other than a sip: or tel: URL. 

8. 
S-CSCF#2 sends a SIP Redirect response back to I-CSCF, with redirection destination being the general URL.

9. 
I-CSCF sends a Redirect response back to S-CSCF#1, containing the redirection destination. 

10. 
S-CSCF#1 forwards the Redirect response back to UE#1.

11. 
UE#1 initiates the session to the indicated destination.

5.11.5.4
Session Redirection initiated by P-CSCF

One of the functional elements in a basic session flow that may initiate a redirection is the P-CSCF of the destination user. In handling of an incoming session setup attempt, the P-CSCF normally sends the INVITE request to the destination UE, and retransmits it as necessary until obtaining an acknowledgement indicating reception by the UE.

In cases when the destination user is not currently reachable in the IM CN subsystem (due to such factors as roaming outside the service area or loss of battery, but the registration has not yet expired), the P-CSCF may initiate a redirection of the session. The P-CSCF informs the S-CSCF of this redirection, without specifying the new location; S-CSCF determines the new destination and performs according to sections 1, 2, or 3 above, based on the type of destination.

This is shown in the following information flow:
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Figure 5.39: Session redirection initiated by P-CSCF

Step-by-step processing is as follows:

1. 
The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow.

2. 
S-CSCF#1 performs whatever service control logic is appropriate for this session setup attempt.

3. 
S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the subscriber belongs. The INVITE message is sent to an I-CSCF for that operator.

4. 
I-CSCF queries the HSS for current location information of the destination user.

5. 
HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating user.

6. 
I-CSCF forwards the INVITE request to S-CSCF#2, who will handle the session termination.

7. 
S-CSCF#2 performs whatever service control logic is appropriate for this session setup attempt. 

8. 
S-CSCF#2 forwards the INVITE request to P-CSCF#2

9. 
P-CSCF#2 forwards the INVITE request to UE#2

10. 
Timeout expires in P-CSCF waiting for a response from UE#2. P-CSCF therefore assumes UE#2 is unreachable.

11. 
P-CSCF#2 generates an Unavailable response, without including a new destination, and sends the message to S-CSCF#2.

12. 
S-CSCF#2 performs whatever service control is appropriate for this session redirection. If the user does not subscribe to session redirection service, or did not supply a forwarding destination, S-CSCF#2 may terminate the session setup attempt with a failure response. Otherwise, S-CSCF#2 supplies a new destination URL, which may be a phone number, an email address, a web page, or anything else that can be expressed as a URL. Processing continues according to subsections 1, 2, or 3 above, based on the type of destination URL.

5.11.5.5
Session Redirection initiated by UE

The next functional element in a basic session flow that may initiate a redirection is the UE of the destination user. The UE may implement customer-specific feature processing, and base its decision to redirect this session on such things as identity of caller, current sessions in progress, other applications currently being accessed, etc. UE sends the SIP Redirect response to its P-CSCF, who forwards back along the signalling path to S-CSCF#1, who initiates a session to the new destination.

The service implemented by this information flow is typically “Session Forward Busy”, “Session Forward Variable” or “Selective Session Forwarding”. 

This is shown in the following information flow:
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Figure 5.40: Session redirection initiated by UE

Step-by-step processing is as follows:

1. 
The SIP INVITE request is sent from the UE to S-CSCF#1 by the procedures of the originating flow.

2. 
S-CSCF#1 performs whatever service control logic is appropriate for this session setup attempt.

3. 
S-CSCF#1 performs an analysis of the destination address, and determines the network operator to whom the subscriber belongs. The INVITE message is sent to an I-CSCF for that operator.

4. 
I-CSCF queries the HSS for current location information of the destination user.

5. 
HSS responds with the address of the current Serving CSCF (S-CSCF#2) for the terminating user.

6. 
I-CSCF forwards the INVITE request to S-CSCF#2, who will handle the session termination.

7. 
S-CSCF#2 performs whatever service control logic is appropriate for this session setup attempt. 

8. 
S-CSCF#2 forwards the INVITE request to P-CSCF#2

9. 
P-CSCF#2 forwards the INVITE request to UE#2

10. 
UE#2 determines that this session should be redirected, and optionally supplies the new destination URL. This new destination URL may be a phone number, an email address, a web page, or anything else that can be expressed as a URL. The Redirect response is sent to P-CSCF#2

11. 
P-CSCF#2 forwards the Redirect response to S-CSCF#2.

12. 
S-CSCF#2 performs whatever service control is appropriate for this session redirection. If UE#2 does not subscribe to session redirection service, or did not supply a new destination URL, S-CSCF#2 may supply one or may terminate the session setup attempt with a failure response. The new destination URL may be a phone number, an email address, a web page, or anything else that can be expressed as a URL. The procedures of subsection 1, 2, or 3 given above are followed, based on the type of URL.

Annex C (informative):
Optional configuration independence between operator networks

For providing network configuration independence TS 24.229 [xx] and TS 24.228 [10] present implementation guidelines. These guidelines show how to restrict the following information from being passed outside of an operator’s network: exact number of S-CSCFs, capabilities of S-CSCFs, or capacity of the network. 

These guidelines take the following separate aspects into account:

Network management. In the case that network details (i.e. S-CSCF addresses) are visible by other external network elements, any (temporary or permanent) changes to the network topology need to be propagated to network elements outside of the operator’s network. This is highly undesirable from a network management perspective. 

Network scalability. Establishing security associations on a pair-wise basis among all CSCFs is likely to be unscalable. The security associations shall be independent of the number of network elements.

Competitivity aspects. The operational details of an operator's network are sensitive business information that operators are reluctant to share with their competitors. While there may be situations (partnerships or other business relations) where the sharing of such information is appropriate, the possibility should exist for an operator to determine whether or not the internals of its network need to be hidden.

Security aspects. Network element hiding may help to reduce the vulnerability of the overall system to external attacks (e.g. denial of service attacks). Further work is needed in this area.
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